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To:  ALL STAFF

1. Practice note to those receiving phone calls from new clients - Old
Clients/Existing Clients

New Client enquiries should be marked urgent or with a colour when being
distributed to fee earners.  As much helpful information to facilitate the fee
earner estimating the professional fee would be of help, i.e. clients referred by
a particular client, previous clients, auctioneer’s referrals, Accountant’s
referrals, friends of partners/staff, etc.  This should be printed off and put into
the fee earner’s pigeonhole.  Use highlighter for new enquiry.

2. Referrals to a Criminal/Legal Aid Solicitor for Garda Prosecutions and
Road Traffic Act Prosecutions

Contact Roy O’Neill/Yvonne Banbury of Fahy Banbury Solicitors, 153 North
King Street Dublin 7.  Tel:  8745800 – Mobile:  0876 599 342

3. Office Manual

Can all recipients of this correspondence download the existing office manual
and confirm that they have carefully studied same?  I await your email in a
week.

4. Automated Answering on Phones

From the 4th/5th December, I have been on the phone on two or three
occasions and was told that there was no-one in a position to take our call.  I
have been alerted to it by three clients too. Will you check that the voicemail
works?  We have amended the announcement which was routing incoming
calls to individuals, Finnian and Caolan, as distinct from departments, i.e.
litigation, Cabra conveyancing, Blanchardstown conveyancing, etc.

5. Swearings/Notary

From Friday onwards there will be no pre-arranged swearings except the
following times in Cabra and Mill House

Cabra
Monday – 4pm to 5pm
Wednesday - 4pm to 5pm



Friday – 9am to 10am

MILL HOUSE
Tuesdays – 4pm to 5pm
Thursdays – 4pm to 5pm

Solicitors should insert these times as recurring in their diaries.  1 Main Street 
is excluded from this as Audrey has her own arrangements.

Receptions to note that there will be no appointments. They are told that it is 
on a first come first served basis, no guarantee of time as it will depend on 
how many turn up. The occasion should be used always by the 
Solicitor/Commissioner to cross sell our services. e.g senior deponents to be 
given the Wills brochure.  All deponents should be given the blue “Your 
Solicitor and You” brochure.

Signs will be put over intercom in all offices

Notaries should be encouraged to attend the Monday and Friday hours but as 
it pays better, to attend 10 minutes before listed appointments.

Finnian and Caolán
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PI Claims Register

File Ref Client Name Fee Earner Partner in Charge

Date claim
made by
Client/third
party

Description of
potential claim

Date claim
notified to
insurers

Estimate of
claim

Date claim
settled
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PROCEDURE FOR NOTIFYING CLAIMS TO INSURERS

DOYLE & COMPANY LLP

It is a policy of this firm to notify any potential claims to our insurers as soon as we have been made 
aware of them.  To this end, we are relying on all fee earners to follow this written procedure as 
soon as they become aware of any potential claim.

 Any fee earner(s) who become aware of any potential issue on a file that could become a claim, 
must immediately notify [principal/partner name].  The principal/partners will ultimately make the 
decision on notifying insurers.  It is not up to the fee earner to make this decision and failure to 
follow this policy and notify partners without delay may result in disciplinary action.

We will maintain a register of claims and potential claims.  This will be kept by partner and will be 
reviewed on a monthly basis.  On the first Monday of every month partner will email all fee earners 
requesting a confirmation that there are no potential issues on any files.  Obviously if there is an 
issue, it should be brought to partner attention without delay but upon receipt of the monthly 
confirmation email all fee earners should satisfy themselves and confirm in a confirmation email that 
there are no potential issues on any of their files.

DOYLE & COMPANY LLP

23 October 2021
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DOYLE & COMPANY LLP

RISK MANAGEMENT POLICY

1. Policy

In seeking to achieve our objectives we recognise that on occasion it is inevitable that there 
will be exposure to risks. However, the firm is committed to managing those risks. 

Our focus must be on managing those areas of the practice where:

a. the likelihood of something going wrong is greatest and/or

b. the consequences of something going wrong will be the greatest.

The risks which the firm requires to manage include the following:

a. Professional Risks – The risk of being negligent or failing to comply with our 
professional duties as solicitors.

b. Client Engagement Risks – The risks posed by uncertainties associated with clients, 
exposure to conflicts of interest, risks of failing to comply with client care 
requirements including money laundering requirements and complaints procedures.

c. Financial Risks – Uncertainty as to whether the firm will make a profit, exposure to 
theft, financial control, risk of losing the entitlement to recover fees.  

d. Regulatory or Compliance Risks – Failing to comply with the key regulatory 
requirements including the requirements of the Law Society, the Solicitors Code of 
Conduct, the Solicitors Accounts Regulations and the Money Laundering 
Regulations.

e. Strategic Risk – This is in the nature of the overdependence of individual clients for 
work types and the ability of the firm to compete successfully in the marketplace.

f. Operational Risks – The risks associated with the firm’s back office, administrative 
processes, confidentiality, document retention, IT, data protection and business 
continuity.

g. People Risks – The risk posed by the uncertainties relating to the firm’s human 
resources, partners and staff including supervision, levels of competence and 
training, loss of key personnel, staff turnover and dishonesty.

h. Physical Risks – The injury to people including stress and disease, damage to the 
premises, files and the IT system.

i. Reputational Risks – The risk of adverse publicity to the firm.

SECTION A - 4/7



© Outsource

To give effect to the firm’s commitment to risk management, it operates a risk management 
system.  

2. Risk Management System

2.1 Process of Risk Management

The firm’s process for risk management is to:

a. Identify the risk to which the firm is exposed.

b. Assess each risk, assessing:
i. the likelihood and consequences of an adverse outcome.
ii. what appetite the firm has for the risk.

c. Respond to the risk whether by:
i. avoiding it i.e. by turning away the activity that gives rise to the risk.
ii. limiting it i.e. by restricting the scope of the retainer and the limitation of 

liability.
iii. designing and implementing defences to reduce or minimise the risk such as 

by supervision, undertakings register, diary system, file reviews and annual 
appraisals.

iv. transfer or sharing the risk by taking instructions jointly with another firm, 
instructing counsel or seeking other professional advice.

d. Record the level of risk on file opening forms and monitor the management of the 
risk using risk report forms.

2.2 Targets for Risk Management

The firm will set targets in the areas of risks to focus on in each twelve-month period and 
review these in partner/fee earner/staff meetings.

2.3  Framework for Risk Management

The Managing Partner/Principal has primary responsibility for the operation of the firm’s risk 
management system and has responsibility for:

a. Applying the process of risk management (identify, assess, respond, report) with 
focus on the target areas of risk for the firm, using risk report forms and regular 
monitoring.

b. Applying the process of risk management to other risks encountered, particularly 
risks encountered when claims and complaints are made against the firm.

c. Monitoring developments in the practice that give rise to new risks.

Once a year, on or before the 30th September each year, the Managing Partner/Principal 
will:
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1. Review how effective his/her own performance has been in applying the risk 
management processes to the target areas of risk.

2. Prescribe and record the areas of risk for targeting in the next twelve months. 

3. Review the operation and design of the firm’s risk management system and consider 
improvements.

4. Arrange training on risk issues, if appropriate.

5. Review the firm’s professional indemnity insurance arrangements.

3. Key Risk Areas

3.1 Statute of Limitations

In order to minimise the risk of a Statute of Limitations expiring, particularly in relation to 
personal injury cases, a database of all personal injury cases is to be maintained in the office, 
setting out the name of the Plaintiff, the date of the accident, the date when the Personal 
Injuries Assessment Board acknowledged receipt of the application, the date of release of 
the Personal Injuries Assessment Board application and the date when the Statute of 
Limitations will expire. In addition, all such key dates should be noted in the firm’s diary 
system

3.2 Undertakings

In order that the firm can monitor the level of undertakings being provided, a Register of 
Undertakings requires to be maintained in accordance with the firm’s undertakings policy.  
Each time an undertaking is provided on a file, the undertaking should be printed on color 
coded paper so that it is clear from even a cursory look at the file that an outstanding 
undertaking exists and must be dealt with before the file is closed or any critical step taken.  
A copy of this undertaking should be furnished to [person in charge of Register] which will 
be reviewed monthly.

3.3 Problem Files

The Managing Partner/Principal will maintain a list of problem files/high risk files. These files 
are not ones which may necessarily give rise to a complaint or a claim of negligence, rather it 
is a list of files which the partners/principal wish to monitor because they are deemed high 
risk, or so as to ensure that they do not become complaints and to ensure that the highest 
standards are maintained in the firm.

3.4 Renewal of Licences

A register will be maintained of all auctioneers, publicans, dance, singing and other licences 
that need to be renewed annually.  A policy and procedure will be developed and 
implemented to ensure that each client, who has a licensing application pending, is written 
to well in advance, notifying them of the firm’s requirements and the time limits for 
information, documents, fees etc. to be submitted to the office.]

3.5 Drafting of Wills
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In order to minimise the risk of any error in drafting a will, wills should be reviewed prior to 
their execution by either [appropriate partner/principal].  They should be furnished with a 
draft will and a detailed attendance docket setting out the instructions provided to the 
solicitor. Details of any new will that is completed must be entered in the Wills Register. If a 
will is requested by the client or another solicitor or is required within the office the register 
must be amended to record the fact that it has been removed from safe storage.

3.6 Deeds

                When title deeds are received into the office from any source they should be checked 
against the schedule (or if none a schedule should be prepared) to ensure that all 
documents listed are received.  A signed copy of the schedule should be furnished to the 
provider of the deeds by way of acknowledgement of receipt.  The deeds must then be 
entered on the deeds register/index by [NAME] and put into safe storage.  If deeds are 
requested from storage it must be noted on the register to whom they have been given.  
When deeds are being returned to client/financial institution/other party again the schedule 
should be checked, and a signed copy obtained by way of acknowledgement of receipt.  If 
they are being sent to the client, they should be sent by registered post or recorded delivery 
or courier.  Preferably they should be collected from the office

3.7 Time Constraint Risks

It is difficult to say no to a client but in certain circumstances, the firm is better off saying no 
to work which has a high probability of risk involved.  Examples are being asked to re-title 
prior to an auction at the last minute and being given inadequate time to do so.  Further, 
accepting instructions in relation to a litigation matter where the Statute of Limitations is 
about to expire.  A further example would be accepting instructions to attend Court at the 
last minute or taking over a file from another solicitor without firstly fully familiarising 
yourself with the circumstances of the file and if possible, obtaining a copy in advance.  
Accepting instructions in such time critical circumstances can only be described as toxic and 
best avoided.  In those circumstances, a solicitor should advise the client that you have 
inadequate time to advise him and you are not prepared to accept instructions in relation to 
the matter.  This should be followed up immediately by letter of non-engagement and an 
attendance docket kept of any phone call or conversation.

DOYLE & COMPANY LLP
23 October 2021

SECTION A - 7/7



© Outsource

DOYLE & COMPANY LLP

Complaints Policy & Procedure

Introduction

Complaints Policy:

There are many reasons why it makes very good sense to have a properly functioning 
complaints procedure. Some of the reasons are:

• It ensures we are continuously improving our service quality for all our 
clients.

• It helps us to identify and eliminate poor working practices.

• It helps prevent the loss of important client.

• It prevents more serious disputes arising, which inevitably impact on the 
fees payable to us and thus the profitability of the work being undertaken.

• It enables mistakes to be rectified at the earliest moment thus reducing the 
risk of professional indemnity claims.

• It helps us to avoid breach of our professional rules of conduct.

We are required to have an effective complaints procedure and reference to the 
procedure should be made in the Client Engagement Letter.

What is a Complaint?

Any negative comment about the quality of service being provided is potentially a 
complaint.  However, the firm distinguishes between an ‘expression of dissatisfaction’ 
and a ‘complaint’ in that the latter must always be provided by the client in writing.  

What appears, on the face of it, to be a trivial criticism or adverse comment can in fact 
be the “tip of the iceberg” and lead us to discover a much bigger problem that needs to 
be resolved. Also, an issue that is trivial in isolation will become a much bigger 
problem if repeated. The following circumstances are likely to be expressions of 
dissatisfaction but if in writing, should be recorded as a complaint:

• The client has not been telephoned back within a reasonable period of 
time, having left a message, and calls again to chase up a response.
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• A voicemail message has not been responded to.

• A client name or address is misspelled in a letter or document.

• Enclosures have been missed from a letter.

• The client has not heard from us for some time.

• The client has not been kept informed of progress on his/her matter.

{The firm may wish to include more examples of what constitutes a complaint}

This policy is primarily concerned with complaints made by clients of [firm name].  
However it also applies to complaints arising from our dealings with other solicitors 
and third parties to whom we owe professional obligations.  

Firm’s procedure on dealing with complaints:  

 
1. In the event that a client indicates that they are dissatisfied, the client 

should be informed that the next step is to put the matter in writing and 
send it to Caolan Doyle.

2. As soon as a written complaint is received, and in any event within the 
same day the person receiving the complaint shall complete and email 
the Complaint Form to the person with ultimate responsibility for the client 
/ file to which it relates.

 
3. If it is concluded that the complaint could give rise to a financial claim 

against the firm (including but not limited to a claim covered by the firm’s 
professional indemnity insurance), then full details of the claim shall be 
referred to the managing partner. Similarly, if a complaint has already 
been made to the Law Society, then full details of the claim shall be 
referred to managing partner/.  It is important that no admissions are made 
to the client, which might compromise the firm’s professional indemnity 
insurance cover.  Accordingly, the matter must be referred to the person 
with ultimate responsibility for the matter before either a client meeting 
takes place or the client is informed of the outcome of any investigation. 
The complaint must be acknowledged in writing within 3 working days.

4. Minor complaint which can be dealt with no later than the end of the 
business day following receipt of the complaint (not in writing) 

If the problem can be resolved quickly by the Fee Earner (e.g. by returning 
a telephone call, by dispatching omitted enclosures, etc then the Fee 
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Earner shall ensure that the matter is resolved as quickly as practicable 
and preferably on the same business day that the complaint is received.

5. Serious or complex complaints to be dealt within 10 working days of 
receipt of complaint:

The person with ultimate responsibility (Caolan) shall send a letter, fax or 
email to the client within three working days acknowledging receipt of the 
complaint, recording: 

a. The nature of the complaint and confirming that a full response will 
be given within 10 working days from receipt of the complaint.

b. Consult the Managing Partner  for the purposes of deciding who is 
to have ongoing responsibility for dealing with the complaint and 
the steps that need to be taken to investigate and resolve the 
complaint.

c. When being consulted on the steps that need to be taken to 
investigate and resolve the complaint, the Managing Partner] 
should consider whether a meeting with the client would either 
speed up resolution of the complaint or otherwise lead to a more 
satisfactory outcome.

6. Unresolved complaint:

a. If the client remains dissatisfied or if the client wishes to complain to 
another partner or someone unconnected with the matter, the client 
should be notified of this referral. 

b. Within 5 working days it will be determined whether a second 
review is required and if so the process by which that review should 
be undertaken.  The client will be notified in writing of this.

c. Following any such second review and the response to the client 
(including taking any steps which are either agreed with the client 
or otherwise are considered necessary to resolve the complaint) 
the [Principal] [Senior Partner] will write to the client within 14 days 
of receipt of request for a review confirming the resolution of the 
complaint while setting out the firms stance if the complaint remains 
unresolved.

d. If required the client must be advised at this stage of his/her right to 
refer the matter to the Law Society.

7. The Law Society’s complaints procedure
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The Law Society suggests the client take the following action:

a. The client should write to the Law Society explaining his/her 
dissatisfaction and allow a reasonable time for the solicitor to reply. 
A copy of this letter should also be sent to the managing partner.

b. If the client does not get satisfaction the client should carefully 
consider whether the Law Society can investigate the complaint.

c. Complete the Law Society’s complaint form and send it to the 
Complaints and Client Relations committee.

d. The client should set out in a concise manner, the basis of his/her 
complaint and the name and address of the solicitor.

8. Records

a. The complaint must in any event be logged in the complaints 
register.

b. The complaints register is reviewed by a principal/managing partner 
once a month.

c. The [office manager] [Principal] [Managing Partner] shall circulate to 
all the fee earners on a six monthly basis a memo asking for 
confirmation that all complaints of any nature have been reported in 
accordance with this policy.

DOYLE & COMPANY LLP

Date: 23 October 2021
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DOYLE & COMPANY LLP

Client Complaints Handling Procedure

Our complaints policy

We are committed to providing a high-quality legal service to all our clients.  When 
something goes wrong, we need you to tell us about it.  This will help us to improve 
our standards.

Our complaints procedure

If you have a complaint, please contact us with the details.  The complaint should be 
sent in writing to Caolan Doyle If we cannot resolve your complaint straight away the 
following procedure will be followed.

What will happen next?

1. We will send you a letter acknowledging receipt of your complaint within three 
days of us receiving the complaint, enclosing a copy of this procedure.

2. We will then investigate your complaint.  This will normally involve passing 
your complaint a partner who will review your matter file and speak to the 
member of staff who acted for you.

3. [Name] will then invite you to a meeting to discuss and hopefully resolve your 
complaint. S/he will do this within 10 days of receipt of the complaint.

4. Within three days of the meeting, Caolan will write to you to confirm what took 
place and any solutions s/he has agreed with you.

5. If you do not want a meeting or it is not possible [name] will send you a 
detailed written reply to your complaint, including his/her suggestions for 
resolving the matter, within 10 days of receipt of the complaint. 

6. At this stage if you are still not satisfied, you should contact us again and we 
will arrange for another partner...or someone unconnected with the matter at 
the firm... to review his own decision.

7. We will write to you within 14 days of receiving your request for a review, 
confirming our final position on your complaint and explaining our reasons.

8. If you are still not satisfied, you can then contact the Law Society, Blackhall 
Place, Dublin 7 about your complaint. Details of the Law Society’s 
recommended complaints procedure is on their website www.lawsociety.ie

If we have to change any of the timescales above we will let you know and explain 
why.
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DOYLE & COMPANY LLP

Date: 23 October 2021

SECTION B - 6/40



© Outsource

DOYLE & COMPANY LLP

New Instructions Risk Assessment

• Simply because a client wishes to instruct you does not mean that you must accept 
those instructions. Therefore, it is the firm’s policy that each fee earner is to carry out 
a risk assessment on all new instructions.

• It is the policy of this firm that all new instructions are reviewed by a principal/partner 
against clearly defined risk criteria for both the client and the type of work and any 
difficult issues relating to the work and/or the client are identified, record and 
managed at the outset of the transaction.

• It is the firm’s policy that work will be refused or referred elsewhere where a full duty 
of care cannot be given, or there are unmanageable conflicts, potential conflicts or 
other risks.

• This policy should be used in conjunction with the firms’ core business policy in order 
to decide whether to take on the new matter/client.

• The following criteria are used by the principal/partner to enable him or her to assess 
the risk on each new instruction both from new and existing clients: 

• Client Issues:

o Do you have a concern about the client’s credit worthiness?

o Will this client be able to discharge their fees? If there is a possibility they may 
not, you need to look at interim billing, instalments, money on account, 
retainers etc.

o If an existing client, have there been issues in the past regarding late 
payment of fees?

o Do you have a concern about the client’s integrity, trustworthiness and 
honesty?

o Have you applied the correct level of risk-based due diligence checks to the 
client (and any beneficial owners and source of funds, where appropriate) 
following our Anti-Money Laundering Policy and obtained the necessary 
documentation?

o Is the client an Irish resident or based overseas?
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o Have you ensured that any actual or potential conflicts of interest (either 
between clients or between the client and the firm, its Principal/Partners or 
staff) have been identified, recorded and notified if relevant?

o Is the client related to a member of staff? If so, fee earners should refer to the 
firm’s policy on acting for parties related to members of staff.

o Will the firm be acting for both parties? If so, fee earners should refer to the 
firm’s conflict of interest policy and the newly enacted 2013 Conflict of Interest 
Regulations.

o Has the client ever had judgements recorded against him/her, been declared 
a bankrupt or have a criminal record? 

o  Has the client ever made an unjustified complaint against the firm? 

o Has the client been particularly difficult to deal with, insists on dealing with 
one solicitor only, made unreasonable demands, behaved in an offensive or 
abusive way to members of staff?

o Does the prospective client have a good reputation?

o Is the client engaged in business activities with which the firm would not wish 
to be associated with?

o Was the client willing to engage truthfully with the firm by providing the 
necessary information or give instructions to enable the firm to handle a 
matter adequately?

o Would accepting instructions from this prospective client jeopardise the firm’s 
relationship with an existing valued client?

o Do you think that the client is giving instructions under duress or undue 
influence?

o Is this matter being taken over from another firm and if so, is the client making 
any allegations against his/her previous Solicitor?

o Is the client in a rational state of mind and likely to accept the advice the firm 
gives him/her?

• Matter Issues:

o Is the matter within the firm’s capability and capacity?

o Is there the necessary expertise in the firm to undertake the work?
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o Is there adequate time to complete the work and meet any critical/key dates?

o Does the matter have unusual or higher risk factors than normal?  If so, there 
should be a higher level of partner supervision and more frequent reviews 
should be carried out, with such reviews properly diaried and checks made for 
any corrective action required.

o Are there unusually high transaction values?

o Is an undertaking involved?

o Is the matter unusually complex and have any difficult issues relating to the 
work and/or client been identified, recorded and can they be managed?

o Have the instructions been reviewed against clearly defined risk criteria for 
both the client and the type of work?

o Have the firm’s exposure values been reviewed and highlighted and hence 
has the firms PII cover been extended to address such exposures?

o Are there a higher number of parties involved than normal?

o Are there any foreseeable difficulties or issues related to this work?

• No foal, no fee arrangements:

o Has a “no foal, no fee” arrangement been discussed with the client?

o Is a written risk assessment carried out in advance of accepting these 
instructions?

o Has specific principal/partner approval been sought for each “no foal, no fee” 
arrangement, before offering it to the client?

• The fee earner should have regard to this policy when designating the risk of the 
matter as either low, standard or high on the new matter form.  This risk designation 
must always be approved on the file opening form with a partner signature at the end 
of the form.  If not approved by the Principal/a Partner, the work will be refused, and 
a file will not be opened for the matter.  A letter of disengagement must then be sent, 
and a copy retained.

DOYLE & COMPANY LLP

Date: 23 October 2021
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DOYLE & COMPANY LLP
Conflict Checking Policy & Procedure

This document explains why we need to carry out a conflict search.  It also explains when 
and how a general conflict search should be carried out. 

Why do we need to do a conflict search?

The principle examples of when a conflict arises are as set out below.  Reference should 
also be made to the Guide to the Professional Conduct of Solicitors which will detail when a 
conflict arises.

1. A solicitor or firm of solicitors should not accept instructions to act for two or more 
clients where there is a conflict or significant risk of a conflict between the interests of 
those clients. 

2. If a solicitor or firm of solicitors has acquired relevant confidential information about 
an existing or former client during the course of acting for that client, the solicitor or 
the firm must not accept instructions to act against the client.

3. A solicitor or firm of solicitors must not continue to act for two or more clients where a 
conflict of interest arises between those clients. 

4. A solicitor must not act where his or her own interests conflict with the interests of a 
client or a potential client.

Our policy is to review new instructions to ensure that work is refused or referred elsewhere 
in accordance with compliant referral processes, where a full duty of care cannot be given or 
there are unmanageable conflicts, potential conflicts or other risks.

It is the firm’s policy that all new instructions are reviewed by a principal partner to ensure 
that :

1.
• Actual and potential conflict of interests between 

1. Clients
2. Clients and the firm
3. Clients and its Principal/partners
4. Clients and its staff

are systematically identified, recorded, notified if relevant and managed appropriately in 
accordance with procedures and specific training on this subject.

2. the correct level of due diligence checks have been applied to the client and any 
beneficial owners in line with the firms anti-money laundering policy. We also carry 
out checks to verify the source of funds and complete the appropriate records 
following our agreed procedures and law society guidelines.

It is the policy of this firm not to act for companies of which the principal or an employee is a 
director or major shareholder.

It is the firm’s policy not to act for both a vendor and a purchaser in a conveyancing 
transaction for full/partial value at arm’s length.
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New Conflict of Interest Regulations have been enacted on the 1st of January 2013 based on 
the recommendations of the Law Society’s Conveyancing Task Force with regard to acting 
for both sides in voluntary transfers in a conveyancing transaction. 

The regulations have introduced an outright ban on the same solicitor acting for both sides in 
a conveyancing transaction in the case of voluntary transfers and transfers for value subject 
to certain exceptions i.e. where both parties are associated companies or qualified parties, 
transfers into joint names of the family/shared home from its owner to the joint tenancy of the 
owner and his her spouse or civil partner and where the property being transferred is held 
under a bare trust. 
It is the policy of this firm not to act for both sides in a voluntary transaction subject to the 
permitted exceptions specified in the Regulations.

Identifying Conflicts of Interest

Undertaking a conflict of interest search is only one way in which potential conflict of interests 
can be spotted and avoided. Everyone should be vigilant and apply common sense. Conflicts 
are usually spotted by making a connection between two pieces of information.

If anyone makes such a connection, they should bring it to the attention of [a partner] [the 
principal] for further consideration.

Joint Instructions

If two or more people wish to instruct the firm then we have to consider whether a conflict of 
interest may exist between them. Remember that if a conflict of interest arises then we may 
have to cease acting for both clients.

A conflict of interest can arise because we enter into legal relations with two or more people.  
Whether we are acting for more than one person is not conclusively determined by the name 
of a client as appears on our file or in our letter of engagement.  So, for example, if we open 
a file in the name of a husband only, but also enter into legal relations with his wife, then we 
can expose ourselves to conflict of interest problems. 

What Are the Consequences of a Conflict of Interest?

If a conflict of interest exists or arises then it will not usually be possible to continue acting for 
the client.  If a conflict arises between two clients then usually we will have to stop acting for 
both clients.

Acting where a conflict of interest exists has three particular consequences.  Firstly, the client 
may refuse to pay our costs – either because the client considers those costs have been 
wasted or because the client incurs extra costs in instructing other solicitors.

Secondly, the client or successor solicitors may submit a complaint to the Law Society, which 
can result in disciplinary action and a direction to pay compensation to the client.

Thirdly, if acting in conflict has particular consequences for the client (e.g. disclosure of 
confidential information – loss of a business opportunity etc.); the client may well sue us.

What is a Conflict of Interest Search For?
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A conflict search is part of the risk management process by which we protect ourselves from 
the consequences of acting in conflicts of interest.  So a conflict search is primarily for our 
benefit rather than for the benefit of the client.  When undertaking a conflict search we are 
positively trying to find whether any risk of conflict exists.  It is therefore in our interest to 
make the search as extensive as possible.

Conflict searches will also benefit the client.  It is better to decline an instruction to act for 
someone at the outset than to discover later on that a conflict of interest exists.  

[The larger the firm, the greater the risk of conflict of interest arising].  A small firm has an 
advantage in that many people in the office will know most of its clients and their affairs.  
Notwithstanding, we are reliant on everybody carrying out proper conflict searches and to 
apply common sense.  We must be careful handling initial calls from prospective clients and 
initial client meetings.

Does the Client have an Obligation to inform us about Conflicts?

It is primarily our responsibility to spot conflicts of interest. Unless a client is acting 
mischievously or is particularly experienced in legal matters, it is unlikely they will appreciate 
the professional rules under which solicitors operate.  On the contrary, clients would often 
prefer one firm of solicitors to act for everybody in a non- contentious matter where they think 
there is agreement between them or where their interests coincide.  

Our terms and conditions of business/ client engagement letter should seek to impose an 
obligation on the client to inform us of all matters that might give rise to a conflict of interest.  
Fee earners should point out this obligation to the client and, if necessary, explain what it 
means.  However, fee earners should remember that many clients will need to be guided to 
identifying those matters which might give rise to a conflict.

What Do I Do if I Discover a Possible Conflict of Interest?

If the conflict is obvious and is spotted before we have accepted a retainer then the fee 
earner should tell the prospective client immediately that we cannot act.  It may not be 
possible to tell the prospective client why (other than to say there is a conflict of interest) 
because the disclosure of reasons might breach our duties to an existing client. For example, 
if Mr Smith consults us for the purposes of suing Mr Jones then we cannot tell Mr Smith that 
Mr Jones has already consulted us. 

In all other circumstances, the possible conflict of interest must be reported immediately to 
the [Partner] [the Principal].  The [Partner] [Principal] will make a decision as to whether we 
can continue acting for the client or not.  

If the [Partner] [Principal] decides that we can continue to act then consideration must be 
given as to what (if anything) we tell the client.  

If the [Partner] [Principal] decides that we cannot continue acting for the client then 
consideration must be given to the manner in which the client is told, what the client is told, 
and the consequences for the Firm. 

 If the [Partner] [Principal] decides that we cannot act then that decision is final.
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How Do We Carry Out A Conflict of Interest Search?

Step 1

A conflict of interest search must be carried out before:

1. Opening a new client on [the system]: or
2. Opening a new matter for an existing client on [the System]

The objective is to discover whether a conflict of interest exists before we accept a retainer 
from a client.  Opening a client or matter in [System] can be evidence that we have already 
entered into legal relations with somebody such as to create a conflict of interest – even if we 
have not yet sent out a letter of engagement.

Step 2 – New Clients

For most new clients it will be necessary to carry out a limited conflict check to begin with 
followed up by a more detailed conflict check, once the client has appraised us of the detail 
of the matter.

Ideally, a conflict check should be carried out before the client attends for interview. During 
the initial point of contact (usually by telephone when making the appointment) sufficient 
information should be obtained to carry out a basic conflict check against the client. The 
minimum requirement is to obtain a client’s full name and home address.

 Step 3 – Conflict Search

[The conflict search procedure of the particular case management system used by the firm 
should be set out, or details of the how searches should be conducted as required by the firm 
should be set out. What follows is therefore only by way of example]
  
[Our conflict search looks in the Name, Contact, Addressee and Salutation fields in the 
[System] database.  It does not search Matter descriptions.

This search will only indicate conflicts with other current or former clients   

Our conflict search does search the Addressee field.  This means that if a name and address 
has been entered into the Addressee field, the conflict of interest search would recognise it 
and show the conflict.  However, if the firm has written to the named party then he ought to 
be aware of our involvement and should not be approaching us in the first place!

Step 4 – Keyhouse Conflict Search

The [System] conflict of interest is accessed through the “?” button on the   tool bar.  This 
searches every field within the {System} database including the Matter description.

 It can produce vast numbers of results, which need to be interpreted.]

 
Step 5 – Record of Results
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If we continue acting for a client then this must mean we have satisfied ourselves that no 
significant risk of conflict of interest exists.  It is vital that we have a record of the search to 
prove:

1. That the search was carried out
2. That no serious risk of conflict of interest was identified

The results of the conflict search can be printed from screen – click on the printer button in 
{System} on the result screen. The best result is “0 records have been found that matched”.

If records have been found then it may be appropriate to write on the printed record as to 
why the results do not represent a conflict of interest. The printed record should be stored on 
the file.  It is also advisable to note the conflict search on the file opening form to verify that 
the search took place.

DOYLE & COMPANY LLP

Date: 23 October 2021
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CLIENT COMPLAINTS REGISTER

Client Ref &
Name Address Phone No. Nature of complaint

Date
Received

Fee earner
involved Handled By Reply Sent

Date
Concluded

Reviewer
Name

Review
Date

© Outsource RM Consultants Ltd 2012
Client Complaints RegisterSECTION B - 15/40
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DOYLE & COMPANY

FILE OPENING POLICY

Procedure for opening the hard copy file

The front of the file must clearly record the client and matter details. (All client information 
captured).

If files are colour coded by work type or fee earner please list here the colour of the file 
relating to each work type:

e.g. Conveyancing = Red 

Conveyancing Purchase = Green

Litigation = Tan

       Probate = blue

If and when an undertaking is given this must be noted on the outside of the file [and the 
case plan], the new client/matter form and the undertakings register.  All procedures relating 
to the giving of undertakings must be followed.  

If and when a critical date is on the file it must be clearly noted on the outside of the file, the 
new client/matter form and the critical dates register. All procedures relating to key dates 
must be followed.

Procedure for opening the soft copy file

All files must be opened on the Firm’s system (Proclaim) and it is the responsibility of the 
person who has charge of the file to make sure all appropriate procedures are followed.  In 
particular, it is his/her responsibility to make sure all the necessary information is correctly 
provided.  A separate file must be opened in respect of every separate matter of instruction.

Note: All steps and firm protocols on how a new client/matter is set up on the case 
management system and accounts must be clearly set out in order to ensure this is done in 
a consistent manner.

Procedure for allocation of file to appropriate fee earner

Note: Firm should set out areas of competence of each fee earner. 

Client Engagement

The firm’s conflict of interest, client credit worthiness, anti-money laundering and risk 
assessment procedures must be strictly followed, and compliance must be apparent on file 
review. 
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DOYLE & COMPANY LLP

Date: 23 October 2021 
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DOYLE & COMPANY LLP

NEW MATTER FORM

Accounts use only:

New Matter Number          ...................

Date received by Accounts ...................      
 Date processed by Accounts..................

Date: ...................................... Existing Client  Yes/ No

First file review date          --/--/---- Ensure fee earner puts reminder in diary 
 
Client(s) full names: 

.................................................................................................................

PPS Number: ................................................................................................................

Client Bank Account Number:

................................................................................................................

Address:
...........................................................................................................................
............................................................................................................................

............................................................................................................................

Contact Number: Work: .....................................................
Home: .....................................................
Mobile: .....................................................
Fax: .....................................................

Email Address: ...............................................................................................................

Description of 
Matter:...............................................................................................................

............................................................................................................................
............................................................................................................................

Principal/Partner: ................................................................................................................

Fee Earner: ................................................................................................................

Work Type [e.g. 
litigation/conveyancing]....................................................................................

Business Source 
[e.g. referral (state by 
whom)]........................................................................................................
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New File/Matter Mandatory Checks.

Reasons must be given for all ‘No’ answers.

Conflict of 
Interest

Yes No Reasons for no

Against:

Against

Anti-Money 
Laundering

Yes No Reasons for no

Date of Check Name of 
Checker

Location of client 
identification 
documents

Centralised 
Folder

On file

Client credit 
worthiness 
review

Yes No Reasons for no

Details of billing 
arrangement

Retainer Interim Billing Completion

Section 68 sent & 
copy on file?

Yes No Reasons for no

Critical/Key Date

Has critical dates 
register been 
updated?

Yes

Yes

No

No

Will undertakings 
be given?
Has undertakings 
register been 
updated?

Yes

Yes

No

No

Risk Assessment Section

Has risk assessment been carried out on this matter?

What level of risk is this matter        High           Standard           Low

If high risk what controls have been put in place to mitigate the risk profile of the matter?

File Review Section

Date of first file review Any action necessary Date of next file review
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Date of second file review Any action necessary Date of next file review

Date of third file review Any action necessary Date of next file review

Fee Earner’s Signature: ....................................................
.Date: ............................................
Partner’s Signature:   ........................................................
Date: ............................................
(to confirm matter is within the competency of the firm)
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Strictly Private & Confidential
[CNT:Name]
[CNT:Address]

Our Ref: [MAT:FECode]/[UDF:SecRef]/[MAT:ClientCode]
Date: [DATE:Today]

RE: [MAT:Description]

Dear [CNT:Salut],

We are writing to you about [MAT:Description] which we have been handling for you. 

Review of your instructions
[Solicitor should select relevant option] 
As we do not have the necessary instructions to continue with your case… or
As you are not happy to continue based on the advice we have given you… or
Due to circumstances that have arisen…

… we are now formally letting you know that we will no longer be acting for you and 
that we are now closing the file.

Time limits
It is essential that you employ a new solicitor without delay, to make sure that any 
rights you may have are protected. For example, time limits may apply to your 
transaction or claim, and if you do not meet them this could go against your case. 
You should therefore employ a new solicitor promptly so that they can do whatever 
is needed to protect your position.

In relation to personal injury claims, we have to advise you of the existence of the Statute 
of Limitations 1957.  This Act sets limits on the time one has to take a claim, the second 
anniversary of the incident or when it became apparent that the incident gave rise to a 
claim, your case becomes Statue Barred, this means that the Defendant can successfully 
say to a Court that you have no claim because your Court Summons did not issue within 
two years.  The Court would then be bound by the Statute of Limitations and would 
have to dismiss your claim.

Our bill
We will shortly send you a bill for our legal fees and for any other expenses that we 
incurred when handling your case. 
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The file 
Once you have paid us for our services and we have carried out our professional 
promises or undertakings to others, you can take the original file. We are entitled to 
copy this file to comply with solicitors’ regulations. Usually we keep files for at least 
six years and then destroy them. However, we never destroy deeds and wills. 

If you need the file, or information from the file, we can send this to you. We will 
charge you a fee for this service, based on the current rates at the time of your request. 

If you have any further questions about this, please contact us. 

Yours faithfully 

_________________________
[DIA:COMPANYNAME]
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DOYLE & COMPANY LLP

CLIENT ENGAGEMENT POLICY

Introduction

When we take on instructions, we need to ensure the scope of our instructions and 
the terms and conditions on which we are undertaking them are properly negotiated 
with the Client and recorded.  

We also need to ensure that we have a properly enforceable contract with the client.  
This is done through the medium of the ‘Client Engagement’ or ‘Client Care’ Letter.  
This document has been drafted to give guidance on the issue of Client 
Engagement/Client Care Letters and related issues.

Accepting Instructions – General principles

Before accepting any instructions and before becoming involved in any discussions 
on the matter, it is important to undertake a Conflict Search using the Keyhouse 
system.

Anti money-laundering checks must be undertaken in accordance with the firm’s 
procedures at the outset. Please refer to the firm’s anti-money laundering policy for a 
more detailed explanation of the firm’s policy and procedures.

Creditworthiness of the client, as well as their general desirability as a client should 
also be considered before taking instructions. Please refer to the firm’s client credit 
worthiness review policy.

If the potential client is a Company its bona fides should be established (by way of an 
online company search if appropriate).  If substantial instructions are anticipated a 
company search should be carried out. The results of those searches should be kept 
on file.

It is the firm’s policy to carry out a written risk assessment on any new set of 
instructions before acceptance in order to establish:

• that the matter is within the firm’s capability and capacity
• the matter has unusual or higher risk factors than normal
• the risk assessment is signed off by a principal/partner.

Please refer to the firm’s new instructions risk assessment policy and core business 
policy.

It is our responsibility, carried out principally by the Fee Earner, in consultation with 
the [Principal] [supervising Partner], to manage our client’s expectation as to the 
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likely cost of our services and the timing of our bills throughout the progress of a 
matter.

The Fee Earner should agree (and ensure it is recorded in the Client Engagement 
Letter or if separate, a Section 150 Notice) any fixed fee or estimate, and 
circumstances which might give rise to additional billing outside a fixed fee or outside 
the parameters of an estimate.  In particular our responsibilities and our client’s 
responsibilities in connection with the instructions should be clearly defined so that 
any extension of our responsibilities can be the subject of an additional bill.  If this is 
not contained in the Client Engagement Letter the Fee Earner should discuss the 
matter with the client and clarify the position in writing (a copy of such letter to be 
kept in the file).

Any change of instructions should be confirmed in writing in a supplemental 
engagement letter to the client. They should also be recorded in a formal attendance 
on the file in line with the firm’s attendance policy.

Whenever the work we do goes beyond the responsibilities which we agreed with our 
client at the outset or there has been a confirmed change of instructions in writing we 
should seek to obtain additional value at the time of billing.  This can only be done if 
the client has been kept informed of the progress of the file and the fact that we have 
done additional work, at the time at which we undertook it.   

Client Engagement Letters

Our aim is to keep such Letters as short as possible.  We do not want anything in the 
Letter other than the issues that are dealt with in our standard models.  This will 
ensure uniformity throughout the Firm.
  
The issue of the Letter is the responsibility of the person who oversees a file.   
 
Personal variations to the standard Letters should be avoided as much as possible 
and changes should only be those which are necessary to reflect the contractual 
arrangement with the client on a particular matter.

Letters should be issued on every matter, to record the detail of the particular 
instruction and specific terms, including data protection and limitation of liability 
clauses. 

Where a blanket/general Client Engagement Letters exist a simplified “Supplemental” 
letter format or specific supplemental Section150 Notice should be used.  In all other 
cases the standard form of Client Care Letter should be issued.  If in doubt, use the 
standard form.

Where a Supplemental Client Engagement Letter/Section 150 Letter is issued a copy 
of the general Letter or other contract document must be stored on that file.

As well as fulfilling our Section 150 requirements, the Client Engagement Letter 
represents our contract with the Client.  
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All Client Engagement Letters should be signed by [the Principal] [a Partner, ideally 
the main contact for that Client or the supervising Partner on that matter]. [It will be 
the responsibility of the signing partner to assure themselves that the financial terms 
agreed with the client are appropriate in each circumstance.]

Letters of Engagement should be signed by the client.  

A clause in relation to Limiting Liability under Section 44 Civil Law (Miscellaneous 
Provisions) Act 2008 should be included in the client engagement letter.

The Client Engagement Letter(s) must be stored on the file.  This is important as a 
file may remain open for a substantial period of time and both rates and other 
contractual terms may be varied.

Any further letters supplemental to the main file Client Engagement Letter, such as 
rates update letters, should also be stored on the file.

All client details should be captured in a file opening form pinned to the inside of the 
file and/or in the firm’s client/matter details section on the firms Case Management 
System. The date on which the Letter of Engagement/Terms and Conditions was 
returned signed by the client should be noted on the file opening form. 

DOYLE & COMPANY LLP

Dated: 23 October 2021
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File Set-up Procedure

1. Conduct conflict of interest search

- Search open and closed files seeking
1. Family Law: If we have acted for the spouse.
2. Litigation/Employment – If we have acted for the defendants.
3. Conveyancing – If we are acting for the other side (pur or vendor)

2. Set up file:

Key to enter both a file name and a file description.

File Name: 
- This is the file name as we see it.
- Surname of client first
- Key that both executor and deceased are named in file name
- Don’t put in comas.

Description: 
- This is the description that goes in the “Re:” bit of every letter.
- It is important to have this right, as the template will put it in automatically to all 

letters.

e.g. probate    File Name: Grace Colm Deceased – Thomas Grace executor  
- (surname, firstname) Deceased – (firstname, surname) Executor(or Executrix)

Description: The estate of Colm Grace Deceased

e.g. Lit-  File Name: - surname first
Doyle Patrick – RTA - 3 August 2017
Thomas Grace – Accident at Lidl - 3 August 2017

Description: 
Road Traffic Accident - 3 August 2017
Or Accident at Work - 12 September 2018
Or Fall in Tesco - 15 July 2018

e.g. Fam-  File Name: - surname first
Smith Nicola – Separation 

Description: 
You - & - Derek Smith - Separation

3. Enter Contacts.

1. Client: Full name, address, phone and email.
2. Barrister: When a barrister is briefed – enter as contact.
3. Litigation Only - Add: Doctor and Garda Station.
4. Conveyancing – Enter Mortgage Bank
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4.Enter Statute (expiry date)

Litigation: 2 years form the commencement date (date of accident) – unless minor
Employment/Defamation: 6 months from the cause of action.

5. Send Client

1. Initial Letter of advises/required documents (include AML docs).
o Letter (and e-letter) available in templates for Litigation, Conveyancing, 

Probate, Family and Employment.
2. S68 letter.
3. Doyle & Company Terms and Condition of Business.

6. Enter Undertakings

All undertakings to be entered: 1. On expd8
2. Left side of hardcopy folder

Should be ticked off as completed.
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File Closing Policy

Close files are to be stored in 3 different boxes:
Rona to enter on box:  i) Date the Box and

ii) date of destruction

1. 12 year boxes (Probate & Conveyancing)
- All Probate files 
- All Conveyancing files 

2. 6 years
- Family Law
- Litigation Files
- All other Files

3. Infant Ruling & Trust Probate
- Infant Ruling - Must be kept for 6 years after infant becomes 18 years
- Probate Trust- Probate files that involve a Trust been set up- to be kept 12 

years after expiry of Trust
- Pam /Solicitor to advise Rona on closing if any probate involves a trust

CD 20 July 2017
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 1.  Information about our firm
Name of firm: Doyle & Company LLP
Legal status:  We trade as a solicitors’ firm that provides legal services.
Address:  123 Cabra Road, Dublin 7 and 1 Main Street, Blanchardstown, Dublin 15
Phone number:  018383388
Fax: 0 1 838 2028
Email: mail@doyleandcompany.ie
Website: www.doyleandcompany.ie
Our VAT number is: IE F/3903016/B
Our qualifications
Each solicitor member of our firm, who provides legal services, has been admitted to the Roll of Solicitors held by the 
Law Society of Ireland and holds a current practising certificate, unless they have qualified abroad. We will give you 
information about the qualifications of other lawyers and support people on our staff, if you would like that 
information too.

How we are regulated

The Law Society of Ireland is the regulatory body for solicitors in the Republic of Ireland. It regulates solicitors as 
detailed in the Solicitors Acts 1954 to 2011 and in the regulations made under those acts. The address is George’s 
Court, George’s Lane, North King Street, Dublin 7.

On the Law Society website www.lawsociety.ie you can access:
• the Solicitors Acts;
• the regulations made under those acts; and 
• The Law Society’s publication ‘A Guide to Professional Conduct of Solicitors in Ireland’ (3rd edition).

Multi-disciplinary partnerships 

Multi-disciplinary partnerships are not currently permitted in this jurisdiction. These are partnerships with non-
lawyers such as auctioneers and accountants.  

Professional insurance 

We have the appropriate legal level of professional insurance in place. See the section for details at the end of this 
document, in the Members’ area of the Law Society’s website (www.lawsociety.ie), under Precedents. 

2.  Before you become our client 

Money laundering 

Assets
Under anti-money laundering regulations, we need to be sure of your identity and where you have got your assets 
from before we can take on your case.

Identity
You will need to give us evidence that proves your identity, like your driving licence or passport, even if we already 
know you. We will also need you to give us a document showing your permanent address, for example an electricity 
bill or a bank statement, which has been sent within the last three months. 

Source of assets 
If you ask us to deal with any funds or property, you must have obtained them legally. If we become aware or 
suspect that these assets come from an illegal source, we must notify the Gardaí and the Revenue Commissioners 
without telling you, except in limited circumstances. We will immediately stop acting for you if we have to report 
illegal assets. 
Even if you have not done anything that we must report to the authorities, we cannot transfer any assets or property 
funded by the proceeds of crime. This includes funds that have not been declared for tax purposes or that have been 
obtained by false means. In this situation, you would have to legalise your position before we could act on your 
behalf.
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Conflicts of interests 

We may not be able to act for you if there is a conflict of interests, or potential conflict between us, or between you 
and another client of the firm. For example, if before we accepted your instructions, we found out that we also acted 
for a person that you now wanted us to sue, then we could not act for you. 

We have internal procedures in place to make sure that we can identify a conflict before we accept your instructions. 

We aim to always give you independent advice. If, during the course of your case or transaction, we become aware 
of a potential conflict of interests we will tell you about it. We can then agree whether or not it would be 
appropriate for us to continue to act on your behalf.

3.  BANK DETAILS

We will hold any funds which you remit to us to be held on your behalf in our designated client account(s). We will 
only hold your money at a pillar bank, which is regulated by the central bank of Ireland, currently AIB. 

Whilst we monitor circumstances relating to our banks and take such action, we feel is necessary to protect our 
finances, we may not be liable to repay money lost through a banking failure. If you are acting in the capacity of a 
private individual or small business, you may be eligible to obtain compensation from the Deposit Guarantee Scheme 
(DGS) up to a maximum of €100,000 in the event of the bank failing. The compensation limit applies to one individual 
per failed entity, and so if you hold personal monies with the same bank (or member of a group to which it belongs), the 
limit remains at only €100,000. If at any time you wish your funds to be held in a specific account or in any particular 
bank or in any other way you should advise us as soon as possible and confirm any such instruction in writing. We 
undertake no responsibility to advise you where or how your funds should be held.

Payment of our fees and disbursements can be paid into the following account. [You may wish to specific different 
accounts for advance and arrears payments]

Payment of our fees and disbursements  and, if relevant to your transaction, funds relating to your purchase or other 
matters, be transferred at the appropriate time to this Client Account:

• Bank:                           AIB 
• Branch:                       140 Lower Drumcondra Road
• Account Name:          Doyle & Company LLP 
• Account Holder Address: 123 Cabra Road, Dublin 7
• IBAN:                           IE69 AIBK 9321 0808 0391 95
• SWIFT:                         AIBKIE2D

We will never email you to change our Bank Account details.  If you receive any email/s purporting to be from us and 
relating to financial transfers, you must assume these are fraudulent communications; do not act on them and report 
them as soon as possible to us and to the Gardai.  If you ignore this warning and send monies to a different account 
from the one set out immediately above, we will not be liable for any losses. If you  receive a request via email to 
make a change to any of their account details and/or to transfer any funds you must not respond to the email and 
you must contact us immediately

If relevant to your matter, we will ask you in our initial letter, for the account details of where funds should be 
transferred to you at the appropriate time. It is our policy to do this in person (as far as possible), and to obtain 
evidence in support (such as bank statements, which may be required in any case to comply with our Anti-Money 
Laundering regulations. 

It is our policy never to accept these instructions or any subsequent changes in bank account details by email and 
to only accept this and other non-face-to-face communications (letter, phone call etc) after authenticating this with 
you in person or by a telephone call initiated by us and using the agreed contact number you provide to us at the 
outset of this retainer.  We accept no liability for delays as a result of this due diligence and expect full cooperation 
and timely responses from clients in validating or refuting any such instructions.

4.  Our service to you
We agree to carry out the work on your case or transaction with care and skill, in line with good professional 
standards. 
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Confidentiality

We will always respect the confidentiality of your affairs. 
However, in the normal course of running a solicitor’s practice, we must give access to bodies with legal powers, like:

• the Revenue Commissioners; or
• the Law Society of Ireland
We also use professional and other services, which will involve some access to files, including:

• accountants;
• risk assessment auditors;
• quality control companies; and
• IT maintenance contractors.

This allows us to manage our firm properly. We always try to make sure that the provider of the services is reputable 
and, where appropriate, we will require them to sign letters of confidentiality.

Confidentiality – maintenance and offsite storage 
When we store files offsite, whether electronic or hard copy, we will take all reasonable steps to make sure that we 
keep your information confidential.

How to instruct your solicitor & what we expect from our clients

It is important that you give us clear and accurate instructions from the very beginning, and that you give us any new 
information as the case develops. We will do our best to carry out the agreed work and to give you a confidential 
and friendly service.
When you tell us what you need done, we will explain your options to you. If there is anything you do not 
understand, please tell us right away so that we can answer your questions. We will then agree with you the actions 
to take.
Updating your instructions 
We may need to update your instructions from time to time, for example if:

• new issues or information arise; 
• events take an unexpected turn;
• we need more information from you; or
• fees or expenses have not been paid. 

It is important that you give us instructions when they are needed. If you fail to do this, we cannot make progress. 
This may affect the outcome and, in some cases, may mean we have no choice but to stop acting for you.
We may need you to assist in chasing third parties for documents or reports (e.g. your doctor). If we are having 
difficulty in obtaining something we will let you know and we expect you to assist with our request.

Timescale for your case 

We will estimate how long your case or transaction is likely to continue. As your case proceeds we will let you know 
what stage we have reached and what and when the next steps will be. This will save you having to inquire about 
your case. If any event occurs that will delay your case, we will let you know and give you our best estimate of a new 
timescale.

Timescale for litigation cases
Please note that time limits may apply in the following two situations, so please make sure that we have all the 
correct information in good time to take any necessary actions.
Statute of Limitations: Certain actions must be taken by you or by us within a particular period or else your case will 
fail.  For example:

• A Personal Injury Litigation Case must be taken within 2 years of the date of the accident or else it will fail.
• An Unfair Dismissal Case must be started within 6 months of the date of the dismissal.
• A case arrising from a breach of contract must be brought within 6 years of the breach of contract.
• A Defamation case must be brought within one year of the defamation.
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Civil Liability and Courts Act 2004  - If you are making a claim under this Act, you must write a letter outlining the 
details of your claim within two months of the date of the accident. If you fail to do this, it may have a bad impact on 
your case and may also lead the court to award you only part, or none, of your costs.

Bank Transfer Policy:
It is our policy to pay sums due to the client by way of cheque.  With the rise of cyber-crime this is the safest form of 
payment.  We will pay by cheque unless instructed to do otherwise.  If you request us to be paid by way of Electronic 
Transfer, Doyle and Company LLP will not be liable for any loss arising from any cause beyond the company’s control. 
Doyle and Company LLP will only be liable through their negligence or wilful default. You will also be liable for any 
associated bank charges.

The customer must ensure all instructions contain the correct account numbers or International Bank Account 
number (“IBAN”).  The omission of the required number or IBAN, or inclusion of an incorrect number or IBAN, may 
result in delay or loss and the bank and the company cannot be responsible for same.  The Company is not 
responsible for checking the Beneficiary’s name or other account details.  The Company will not be liable for acting 
on an instruction if it is ambiguous, incomplete or inaccurate.  

Given the rise of email scams we will not accept Bank Account details by email if you wish to be paid by Electronic 
Transfer and you must attend the office personally with your identification and provide us with the account details 
noted on a sheet of paper.

Payments to Beneficiaries on the Administration of a Deceased Persons Estate - It is our policy to pay sums due to 
beneficiaries by way of cheque.  Cheques will be made out in the names of the various beneficiaries only and will be 
given to the Executor to disperse.  If the Executor requests that the cheques are sent to the address of the 
Beneficiaries, the executor must provide the Company with the names and addresses of the various Beneficiaries.   

5.  Your permissions
If we need you to give us specific permission to do something we will ask you to sign a separate document for the 
particular purpose or one of the relevant forms in the section for details at the end of this document.
Otherwise, when you give us instructions, you are giving us permission to take various actions on your behalf, as set 
out below.

Our professional promises or undertakings

If you instruct us to repay money or to give a certificate of title to a bank or Building Society and we have promised 
them we will do so, you cannot change these instructions later. Likewise, if you instruct us to do any act on your 
behalf and we make a professional promise to a third party that we are going to do this, you cannot change your 
mind later.  
Injuries Board
The Injuries Board is the independent government body which assesses the amount of compensation due to a 
person who has suffered a personal injury. By instructing us to handle an Injuries Board case and to deal with the 
Injuries Board for you, this means you are giving us permission to do this. You will be responsible for our fees and 
expenses, even if you are successful.
 Barristers and experts 
From time to time, it may be necessary to engage barristers and other experts on your behalf. We will select 
professionals whom we believe are competent. They will be directly responsible to you for the quality of their work. 
There are frequently shortfalls between the costs paid by the defendants and the actual costs paid. You are liable to 
make up this short fall so that the Barristers and experts are paid in full.

Fees of barristers and other experts 

When you employ us to handle a litigation case, the case may be settled between the parties before it comes to 
court, on the basis that the other side will pay your legal fees and expenses. Another possibility is that
your case will proceed to court and the court will order the other side to pay your legal fees and expenses. 
If the case proceeds in either of these ways, you are giving us permission to pay any barrister or expert whom we 
employ on your behalf, from the money received from the other side for their fees.  There are frequent short falls 
between the amounts paid by the defendants in a litigation action and the actual costs paid. You are liable to make 
up this short fall, so that barristers and experts are paid in full.
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Information from third parties

When you employ us to handle your case or transaction, you are giving us permission to get information from third 
parties to help us with your case or transaction, without asking for your permission again.

Data protection 

When you employ us to handle your case or transaction, you are giving us permission to hold information for our 
records, including ‘sensitive data’ such as your;
• Personal Public Service (PPS) number; or
• Medical reports.

We will also hold your name, address, date of birth, occupation, marital status.

We will only use any personal or ‘sensitive’ information to help your case. If you have any queries about how we 
retain, store or use your data, please contact us and we will give you further information.

Storing information in electronic format abroad

By asking us to handle your case or transaction, you are allowing us to store your data and other information abroad, 
for example, when we employ the services of electronic storage companies who use IT storage abroad. If you have 
any queries, please contact us and we will give you further information. 

By asking us to handle your case or transaction, you agree that we are not responsible for any loss of, or corruption 
of, information by any off-site electronic storage service that we use. We will try to make sure that the company we 
use is reputable.

Destroying the file

We are required by the Law Society, to follow Mandatory Periods of Retention in relation to your file. The retention 
time shall depend on the kind of transaction you have instructed us to carry out.  The following retention periods are 
currently applicable:

1. Probate & Conveyancing  - 12 years
2. Infant Ruling & Trust Probate - 

- Litigation involving minors - 6 years after infant becomes 18 years.
- Probate Trusts (Probate files that involve a Trust been set up)- 12 years after expiry of Trust.

3. All Other Files -  6 years

Usually we keep a client’s file for the retention period and then destroy it. However, we never destroy original deeds 
or wills. 
Files are kept in long term storage. In general, we do not charge for retention of files, but if you wanted to access the 
files for any particular purpose, we shall charge a reasonable fee. Similarly, a reasonable fee shall be charged for 
taking up deeds and wills from storage.

Your money

We will hold any money we receive on your behalf strictly in line with the Solicitors’ Accounts Regulations.
By asking us to handle your legal case, you agree that we may hold any money you give us, or which we receive on 
your behalf, in any bank, which is a bank approved by the Central Bank. We will just hold your money. We do not 
have any additional responsibilities around the protection or investment of your money. 
You also agree that we are not legally responsible for a loss or reduction in the value of the money because the bank 
at which the money is held becomes insolvent and does not have the money to pay back the full amount. 

By asking us to handle your case or transaction, you agree that if we have given a professional promise or 
undertaking on your behalf, which, because of the insolvency of the bank at which we had placed the money, we 
cannot carry out, you will refund us in full any loss we suffer if we are forced to carry out our
promise at our own expense.
You also agree that we are not legally responsible for a loss or reduction in the value of the money if the government 
were to legislate, empowering it to take part of deposit funds. 
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Authority to endorse cheques 

When we receive cheques made out in your name, we need your authority to sign the back of the cheques so that 
the bank will then accept these cheques for lodgement to our firm’s client account. A form giving us the authority 
that you have to sign is in the section for details at the end of this document.

Appointment and indemnity for payment of taxes

If we act for you in the sale of a property, and you are not resident in this country, because we handle the proceeds 
of the sale, we are legally responsible for the filing of a capital gains tax (CGT) return. We must discharge this on your 
behalf. We do this on the basis that you indemnify us. This means that you agree to pay us back in full  for any loss 
we suffer due to something you do, or omit to do, or some wrong-doing on your part.

If we act for you as a non-resident beneficiary of an estate, we are legally responsible for the filing of a capital 
acquisitions tax (CAT) return and payment of any tax. We must discharge this on your behalf. We do this on the basis 
that you indemnify us. This means that you agree to pay us back in full for any loss we suffer due to something you 
do, or omit to do, or some wrong-doing on your part.

Power to sign documents

When you employ us to handle your case or transaction, we may ask you to give us permission to re-sign documents 
already signed by you. This is just for convenience. It would happen if we needed to make typing or clerical 
amendments or other small changes, after you had signed the document. We would not make any changes that 
change the meaning of the document. If we need this permission, we will ask you to sign the form in the section for 
details at the end of this document. 

6.  Fees and expenses 

It is important that we carefully explain to you how we calculate our fees and that you fully understand this.
  
Our solicitors and other staff may have to spend a considerable amount of time to provide you with the legal 
services you need. This is the service for which you pay. 

Information about charges in your particular case

In the section for details at the end of this document, or in a separate letter, we will outline our fees and the other 
expenses that you may have to pay for your particular case or transaction. This is required by law. If we fail to agree 
the fees for our services to you, we will not act on your behalf. 

If we agree to charge you based on the time spent on your case, remember that we will charge for everything we do 
for you, including letter writing, phone calls and so on. We will tell you if we believe that you could appropriately 
carry out some of these tasks yourself.

If our fee is based on an hourly rate, we will give you a record of the hours spent on your case on request. 

Fees and expenses in litigation cases
In litigation cases, as in any other case or transaction, when we send you a bill for fees and expenses, you are 
responsible for paying that bill. This is still the position if you are successful and win your case and the judge orders 
the other side to pay your legal costs. Likewise, if there is a settlement of the case in your favour, which includes an 
agreement that the other side will pay your costs, you will still be responsible in the first instance. We will try to get 
as much as possible from the other side. Sometimes, however, this may not be enough to cover our bill. You are 
responsible for paying the rest of the money you owe us.  

If we have to do extra work to recover fees from the other side to the litigation, you will incur additional fees.
 
In litigation cases, there is always a risk that, in addition to paying our fees and expenses, you will also have to pay 
the fees and expenses of the solicitors for the other party to the litigation. This might happen if, for instance, you lost 
the case or it was part of a settlement agreement. It is important that you fully understand this risk.
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Payment in advance

We expect you to pay us a deposit towards our fees when we first start working on your behalf. We will agree this 
amount with you then. 

Payment at intervals

We may bill you for costs at intervals during your case or transaction. We will usually do this when cases or 
transactions are likely to take a long time to finish. 

Disagreements about bills

If there is a disagreement about any bill we send you, we will try to resolve the matter by agreement with you. 

If the matter cannot be resolved, we may have to stop acting for you.

If the matter is not resolved, you then have the right to refer the bill for review by a court official called a Taxing 
Master, or to make a complaint to the Law Society about the bill.

Fees and expenses for unexpected issues

In the course of a case or transaction, an unexpected issue may arise. This may mean we have to do considerable 
extra work on your behalf that is more than we expected when we first gave you information about our charges. 

If this happens, you must pay extra fees for this work, and you may also have to pay more expenses. If this happens, 
we will give you new information in writing about the fees and expenses for the additional work. It is a good idea for 
you to budget for this possibility. 

Final bill of costs 

We will issue our final bill of costs to you without delay.

‘Solicitor’s lien’ 

The law allows us to keep your original file, and not to provide you with a copy, as security for any costs until we 
have been paid for our services. This is called the ‘Solicitor’s lien’.

Our credit terms  

You must pay all our bills within 30 days following the issue of our bill. We reserve the right to charge interest on 
overdue accounts at the rate of 8% each year. 
In litigation cases, even if you win your case or your case is settled, our bill must be paid within our normal credit 
terms of 30 days. 

Fees for property transactions

In relation to property transactions, you should pay our fees on the date the property changes hands.

Fees for dealing with estates of deceased persons

If we are dealing with the estate of a deceased person for you, we may send you bills at different stages in the 
process. 

7.  Dispute resolution and complaints 

Good communication between us will guarantee the best possible outcome. However, if you wish to make a 
complaint about any aspect of our service, please send it in writing to us. We have set out our internal complaints 
procedure in the section for details at the end of this document. We will review your file without delay. We will then 
send you a written reply within 14 days, including replies to any requests for information, and advising you of any 
actions that we will take in relation to your case. 
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We hope that any complaint made to us will be resolved. However, if you are not satisfied with our response, you 
can make a complaint to the Complaints and Client Relations Committee of the Law Society. You can get more 
details about making a complaint from the Law Society website www.lawsociety.ie. 

Limit on liability 
• As solicitors we are permitted to put a reasonable limit on our liability to our clients provided that:

• The limit on our liability is not below the minimum level of our compulsory professional indemnity insurance cover; 
and We can only limit our liability to the extent that the law allows.  We do not limit our liability for death or personal 
injury resulting from our negligence.

Our liability to you shall therefore be limited as follows:
• Irrespective of the legal grounds on which any claim against us is made, unless we expressly state a higher 

amount in the engagement letter accompanying these terms of business, our liability to you shall be limited to 
€1.5 million (or the minimum amount of professional insurance cover, which solicitors’ firms are required to have 
from time to time), for all claims and losses resulting from one act error or omission or series of related acts, 
errors or omissions in one or more transactions. 

• Please note that we do not claim to have any particular expertise outside of a solicitor’s general expertise. 

• Any advice we provide is confined to Irish Law unless we give details of a broader service in the section for details 

at the end of this document. We will not be liable for any consequential, special, indirect or exemplary damages, 

costs or losses or any damages, costs or losses attributable to lost profits or opportunities.

• For the purposes of this clause, a claim against any one or more of our partners, assistant solicitors, employed 
barristers and any other members of our staff (whether employees or not) shall be regarded as a single claim against 
us and our liability to you shall be limited accordingly.

JOINT LIABILITY 
If you have a claim against us for any loss or damage for which someone else (including you) could also be liable, our 
liability to you in those circumstances shall be limited to a just and equitable proportion of the loss or damage in question 
after liability for it has been apportioned between everyone responsible and for the purposes of this clause:

• “loss or damage” shall include all recoverable amounts, including legal costs; and 
• the ability or otherwise of any person or entity to satisfy any legal claim for any reason including (but not limited 

to) death, bankruptcy, or insolvency shall be disregarded; and
• it shall be assumed that there are no agreements in force that exclude, limit or cap the liability of anyone else 

who might be liable to you. 

Transferring to another solicitor 

We hope to reach a successful result on your behalf. If you decide for any reason to transfer to another solicitor’s 
firm, you must pay us for any work done up to that point, together with any expenses we have paid on your behalf.

This requirement will apply even to litigation cases where we might have agreed to charge a fee only if your case was 
successful. If you change to another solicitor, this agreement automatically ends and we will require payment for the 
work we have actually done. We will issue a bill as soon as possible. Our fees must be discharged prior to the release 
of the file.

The files 

By asking us to handle your case or transaction, you are agreeing to accept a photocopy only of the correspondence 
file if you later want it. By law, we are entitled to keep a copy of the file, or the original, if you have agreed that we 
may have the original. We will charge a reasonable charge for each page of photocopying. See the section for details 
at the end of this document for the current rate.
If you are transferring to another solicitor, we will give you, or your new solicitor, the originals of all documents.
We will charge a reasonable administration fee for the transfer of the file to you or your new solicitor. This will also 
apply to deeds, wills and agreements, which we store for you.
We are required by law to keep a copy of the file for a certain period.

Ending our contract

You can end this contract at any time, but we must first carry out any professional promises we have made on your 
behalf to third parties. For instance, if we promised to pay money to a third party we must do this before the 
contract can end. You must pay our legal fees for doing this work. 
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We are also free to end the contract for a good reason, and on reasonable notice to you. We would do so if a client 
was acting unreasonably, unwilling to accept our advice or had not been truthful about facts relating to their case or 
transaction.

Enforcement of overall agreement

If a court decides that any part of this agreement between you and us is invalid, this will not affect the remaining 
terms of this agreement.

Use of Emails
Unless otherwise agreed, we may use conventional (unencrypted) email to communicate with you and anyone else that is involved 
in any matter on which you instruct us. You acknowledge that conventional email may present security risks in certain circumstances 
and you shall be taken to have accepted those risks unless you tell us not to use that means of communication.  If you would like us 
to use encrypted email for communication purposes you should notify us in writing. We will endeavour to do so, but this shall also 
be subject to us making the necessary arrangements with you and any other recipients.

Please note that in order to protect the integrity and security of our IT systems, we may prohibit the receipt and opening of certain 
types of electronic files by our staff and you should note our internal IT procedures may also impose a delay on our ability to open 
and deal with certain types of electronic files.

8.  Section for details 
• Professional indemnity insurance

Our professional insurance details are as follows:

Insurer:  QBE Insurance (Europe) LtdLtd

Contact details:  +44 (0)20 7105 4000 or enquiries@uk.qbe.com

Countries covered: Republic of Ireland
• Our firm’s complaints procedure

The following is our firm’s complaints procedure:
• The client should bring any issue of concern to the attention of the solicitor or fee earner handling their case 

or transaction and the solicitor or fee earner will make every effort to resolve the issue.
• In the event that the issue is not resolved, the client can avail of this internal complaints procedure.
• To avail of the procedure, the complaint should be made by letter or email, addressed to Finnian Doyle, 

Principal in charge of customer relations. If the complaint concerns the Principal/ Partner in charge of 
customer relations, the complaint should be addressed to Caolán Doyle, Office Manager.

• When the written complaint is received, it will be brought to the attention of the Principal/ Partner in charge 
of customer relations, or Office Manager, as appropriate.

• The complaint will then be recorded in the firm’s Complaints Register.
• The client will be sent a written acknowledgement of the complaint within seven days.
• The relevant file will be reviewed by the Principal/Partner in charge of customer relations, or Office 

Manager, as appropriate. He/she will discuss the matter with the solicitor or fee earner dealing with the case 
or transaction. 

• The client will be sent a full written response within 14 days of the receipt of the written complaint.
• Advice in relation to foreign law

We do not provide advice about law in countries outside Ireland.
• Information about our charges in your particular case

We will only fill this section in, if we are not writing to you separately about our legal charges. 

9. ENTIRE AGREEMENT 
This Contract incorporates and replaces all previous representations and agreements between us whether written or 
oral.  We and you acknowledge that in entering into this Contract we and you do not rely on any statement, 
representation, assurance or warranty (whether made innocently or negligently) that is not set out in this Contract.
10. GOVERNING LAW
Any dispute or legal issue arising from our terms of business will be determined by the law of England and Wales and 
considered exclusively by the English and Welsh courts.
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Doyle & Company Solicitors
Privacy Notice 

1. Who we are:

We are Doyle and Company LLP Solicitors of 123 Cabra Road, Dublin 7 and 1 Main Street, Blanchardstown, Dublin 15 
You can contact us at this address by post or by email at mail@doyleandcompany.ie

Our data protection representative is Caolán Doyle (018335067)

2. Why we process your data, the lawful basis for processing your data and who we share it with

A. For our clients, we process data: 
• in order to provide you with legal advice .
• to assist you with legal claims or legal proceedings. 
• to assist you with your legal rights

The legal basis for the processing of this data is processing necessary for the performance of a contract to which you 
are a party and for this processing is our legitimate interest in the administration and operation of our legal 
services as well as our legitimate interest in marketing and promoting our  firm’s legal services.

Where we process special categories of data relating to you, e.g. health data that we may process in connection with 
a legal claim where we are acting on your behalf, our legal basis for processing will be that the processing is 
necessary for the establishment, exercise or defence of legal claims.  

There may also be limited circumstances where our legal basis for processing is your consent (where we have sought 
it and you have provided it to us), in which case you can withdraw your consent at any time.
 
We share this data with our practice management system provider. We may also send you emails through our email 
service provider. They may only process this data for the purpose of providing us with their services, and no other 
purpose. 

We may also share certain parts of this data with your barrister, doctor or expert witness and with the counterpart 
solicitor. 

We will retain this data in accordance with law society recommended file retention periods.

B. For our potential, current and past clients, we process data:
• in order to market the services of our firm.
• to provide you with legal updates and newsletters to which you have subscribed.

The legal basis for this processing is our legitimate interest in the administration and operation of our legal services 
as well as our legitimate interest in marketing and promoting our firm’s legal services. We always include an 
unsubscribe button in our communications, so you can opt out of receiving such communications at any time. 

We share information such as your name and email address with our newsletter services provider who sends out our 
newsletters. This provider is not permitted to use this data other than on our behalf. 

We will retain this data for 5 years. 

3. Transfers of data outside the European Economic Area

We may transfer data to a service provider located outside the EEA. The safeguard we have put in place for this 
transfer is to enter into European Commission approved standard contractual clauses with the provider.

4. Information received from third parties and the source of that data
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We may receive third party sources of personal data from the internet, insurance companies, public records, court 
records or other solicitors or professionals. 

5. Your rights relating to personal data

You have the following rights under the GDPR, in certain circumstances and subject to certain exemptions, in 
relation to your personal data:

• right to access the data - you have the right to request a copy of the personal data that we hold about you, 
together with other information about our processing of that personal data.

• right to rectification- you have the right to request that any inaccurate data that is held about you is corrected, or if 
we have incomplete information you may request that we update the information such that it is complete.

• right to erasure - you have the right to request us to delete personal data that we hold about you. This is 
sometimes referred to as the right to be forgotten.

• right to restriction of processing or to object to processing - you have the right to request that we no longer 
process your personal data for particular purposes, or to object to our processing of your personal data for particular 
purposes.

•. Right to data portability - you have the right to request us to provide you, or a third party, with a copy of your 
personal data in a structured, commonly used machine readable format.

In order to exercise any of the rights set out above, please contact us at the contact details at the start of this privacy 
notice.

If we are processing personal data based on your consent, you may withdraw that consent at any time. This does not 
affect the lawfulness of processing which took place prior to its withdrawal. 

If you are unhappy with how we process personal data, we ask you to contact us so that we can rectify the situation. 

You may lodge a complaint with a supervisory authority. The Irish supervisory authority is the Data Protection 
Commission. 

6. Requirement to process personal data

If you do not provide us with your information for the purposes described above, we cannot provide you with legal 
advice, represent you in legal proceedings or send your our newsletter, 

7. Automated decision-making and profiling

We do not use any personal data for the purpose of automated decision-making or profiling.

Page 12 of 12

SECTION B - 40/40



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

To Sort by a column, click
on a single cell in that
column, and then click one
of the buttons to the right.
Client name should not be
blank for any entries.

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Sort Ascending

Sort Descending

Printed 11 Nov 2021 Page 1 of 68

SECTION C - 1/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 2 of 68

SECTION C - 2/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 3 of 68

SECTION C - 3/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 4 of 68

SECTION C - 4/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 5 of 68

SECTION C - 5/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 6 of 68

SECTION C - 6/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 7 of 68

SECTION C - 7/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 8 of 68

SECTION C - 8/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 9 of 68

SECTION C - 9/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 10 of 68

SECTION C - 10/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 11 of 68

SECTION C - 11/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 12 of 68

SECTION C - 12/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 13 of 68

SECTION C - 13/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 14 of 68

SECTION C - 14/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 15 of 68

SECTION C - 15/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 16 of 68

SECTION C - 16/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 17 of 68

SECTION C - 17/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 18 of 68

SECTION C - 18/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 19 of 68

SECTION C - 19/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 20 of 68

SECTION C - 20/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 21 of 68

SECTION C - 21/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 22 of 68

SECTION C - 22/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 23 of 68

SECTION C - 23/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 24 of 68

SECTION C - 24/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 25 of 68

SECTION C - 25/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 26 of 68

SECTION C - 26/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 27 of 68

SECTION C - 27/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 28 of 68

SECTION C - 28/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 29 of 68

SECTION C - 29/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 30 of 68

SECTION C - 30/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 31 of 68

SECTION C - 31/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 32 of 68

SECTION C - 32/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 33 of 68

SECTION C - 33/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 34 of 68

SECTION C - 34/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 35 of 68

SECTION C - 35/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 36 of 68

SECTION C - 36/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 37 of 68

SECTION C - 37/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 38 of 68

SECTION C - 38/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 39 of 68

SECTION C - 39/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 40 of 68

SECTION C - 40/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 41 of 68

SECTION C - 41/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 42 of 68

SECTION C - 42/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 43 of 68

SECTION C - 43/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 44 of 68

SECTION C - 44/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 45 of 68

SECTION C - 45/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 46 of 68

SECTION C - 46/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 47 of 68

SECTION C - 47/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 48 of 68

SECTION C - 48/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 49 of 68

SECTION C - 49/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 50 of 68

SECTION C - 50/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 51 of 68

SECTION C - 51/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 52 of 68

SECTION C - 52/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 53 of 68

SECTION C - 53/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 54 of 68

SECTION C - 54/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 55 of 68

SECTION C - 55/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 56 of 68

SECTION C - 56/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 57 of 68

SECTION C - 57/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 58 of 68

SECTION C - 58/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 59 of 68

SECTION C - 59/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 60 of 68

SECTION C - 60/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 61 of 68

SECTION C - 61/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 62 of 68

SECTION C - 62/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 63 of 68

SECTION C - 63/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 64 of 68

SECTION C - 64/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 65 of 68

SECTION C - 65/89



C:\Users\caolan\AppData\Local\Keyhouse\KHFramework\Temp\4f8fdc242ef44137a3d3242e5742b479\743227.XLS

Client Account No. F/E
Date of

Accident
PIAB

Deadline
Lodged with

PIAB
90-day Time

Limit PIAB Release
Statute
Expires

Proceedings
Issued Status

Printed 11 Nov 2021 Page 66 of 68

SECTION C - 66/89



Spreadsheet User Guide
(These notes pertain to the construction of the spreadsheet and are not legal definitions.)

Using the Spreadsheet
All dates may be entered in normal format, for example 17/03/11. The spreadsheet reformats these automatically.

In order for the Sort buttons to work, macros must be enabled.
  In Excel 2003 and earlier, choose Enable Macros when you open the file. If you don't see an Enable
Macros option, go to Tools menu, Macro, Security, and choose Medium. Click OK. Close and re-open the file.
  In Excel 2007 and later, when you open the file, click Options and choose Enable this Content. If you don't
see an Options button above column C, click on Office Button (top left), Excel Options, Trust Center, Trust
Center Settings, Macro Settings, and choose Disable all macros with notification. Click OK, and OK again.
Close and re-open the file.
Calculations
PIAB Deadline (column E) is calculated as two years from the Date of Accident (column D), where the Date of Accident counts as the first day of the 2 years.

90-Day Time Limit (column G) is calculated as 90 days from the Date Lodged with PIAB (column F), where the date lodged counts as the first of the 90 days.

Statute Expiry date (column I) is calculated as PIAB deadline, plus the number of days from Date Lodged with
PIAB to PIAB Release date, plus 6 months, where the Release date counts as the first day of the six months,
and on the last day of the 6 months the countdown to expiry begins again (i.e. plus 6 months minus 1 day).
    If PIAB Release Date or Date Lodged with PIAB (or both) are not entered, the Statute Expiry Date is calculated as the PIAB Deadline.
        (If Date Lodged with PIAB (column F) is entered but PIAB Release Date (column H) is not, the cell in column H turns orange to indicate the omission.)
        (If PIAB Release Date (column H) is entered but Date Lodged with PIAB (column F) is not, the cell in column F turns red to indicate the error.)

Formulas are continued to row 3000. If more rows are required, switch off protection and fill down the formulas, and format paint the formatting.

Information
This spreadsheet is not a legal document. No responsibility is accepted for any losses or damages incurred
through the use or misuse of the spreadsheet, or any errors or omissions therein.

Designed by the Law Society Practice Management and Client Care Task Force in conjunction with spreadsheetdeveloper@gmail.com
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All dates may be entered in normal format, for example 17/03/11. The spreadsheet reformats these automatically.

PIAB Deadline (column E) is calculated as two years from the Date of Accident (column D), where the Date of Accident counts as the first day of the 2 years.

90-Day Time Limit (column G) is calculated as 90 days from the Date Lodged with PIAB (column F), where the date lodged counts as the first of the 90 days.

    If PIAB Release Date or Date Lodged with PIAB (or both) are not entered, the Statute Expiry Date is calculated as the PIAB Deadline.
        (If Date Lodged with PIAB (column F) is entered but PIAB Release Date (column H) is not, the cell in column H turns orange to indicate the omission.)
        (If PIAB Release Date (column H) is entered but Date Lodged with PIAB (column F) is not, the cell in column F turns red to indicate the error.)

Formulas are continued to row 3000. If more rows are required, switch off protection and fill down the formulas, and format paint the formatting.

Designed by the Law Society Practice Management and Client Care Task Force in conjunction with spreadsheetdeveloper@gmail.com
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DOYLE & COMPANY LLP

Attendance Policy

The policy of this firm is to ensure that legible attendance notes confirming verbal 
instructions and/or written client instructions are held on the file.
Our policy is to confirm instructions in writing.
In general, our attendance records contain the following information where 
appropriate:

• We set out the client’s requirements and objectives

• We discuss and record agreed billing and charge out arrangements, in a 
format and level of detail sufficient to comply with the firm’s obligations under 
section 150. 

• We record the issues raised with and advice given to the client.

• We record our advice to the client concerning relevant key dates arising 
throughout the transactions.

• In attendances recording strategic stages of the transaction, we set out the 
options given to the client and advice on the associated risks arising in 
respect of the transaction.

• In our initial attendance, or in our initial letter of advice to the client, we record 
the action which the firm will take (or we give the client the relevant case 
plan).

• We identify the timescales required to complete these actions.

• We set out any action the client needs to take in the course of the transaction.
We keep file records and confirmations in writing of 

• instructions received by the firm and 
• advices furnished prior to accepting work, at the outset of and throughout the 

duration of the case
Our policy is to keep well kept attendances to provide a record of instructions 
received and advice given. 
Our firm policy is to ensure that attendances/file records:

1. Be completed in all instances, including for
a. Meetings – in person or by internet (a new one for Ireland!)
b. Telephone calls and
c. Conferences.

2. Be typed or processed, legibly written or electronically recorded
3. Include the date, time of the meeting, who was spoken to and its duration
4. Include adequate details of the discussion, including

a. Options
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b. Risks
c. Actions agreed, and 
d. Key dates.

5. Reflect the time spent in the meeting or discussion in terms of content 
recorded.

We use a template attendance set out in the Appendix to this policy. 

DOYLE M& COMPANY LLP 23 October 2021

Appendix

ATTENDANCE
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Name of Firm: Name of Client
Address: Telephone/Consultation/Conference:

File Ref:
 [Name of Fee Earner] Date:

Duration of meeting/call with Client: [Insert]   
People Present:       

Discussed: 
a. Clients Requirements and Objectives

b. Billing Rates

c. Issues raised

d. Advice given

e. Relevant key dates

f. Options and Risks

Action to be taken: 

� [Client] wants ……………………………………

Timescales for Action

Actions client needs to take
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DOYLE & COMPANY LLP

WILLS REGISTER

Client Ref Client Name Client Address Date of Will Executors Name Executors Address
Executors Phone
No. Location of Will

© Outsource RM Consultants Ltd 2012 18. Wills RegisterSECTION C - 72/89
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DOYLE & COMPANY LLP

UNDERTAKING POLICY

• It is the policy of this firm to always obtain our client’s unequivocal, irrevocable written 
authority before giving an undertaking on behalf of that client.

• All undertakings given by the firm must be in writing and signed by the Principal. No other 
person in this office has authority to sign an undertaking.

• All undertakings received by a third party must first be pre-approved by the Principal.  No 
other person in this office has authority to accept an undertaking.

• If the undertaking is financial in nature, all efforts should be made to limit the undertaking if 
at all possible, taking into account events and circumstances beyond the firm’s control.

• An undertaking should only be given by the firm provided it is within our control and power 
to fulfil. If the undertaking is reliant on a third party fulfilling an obligation, then the 
undertaking must not be given.

• It is firm policy to never request an undertaking from another solicitor when you know or 
ought to have known that it cannot be complied with.

• An open ended or general undertaking should never be given. Wherever possible, the 
undertaking should be limited to a certain time frame or amount. Undertakings should 
always be specific and refer to a particular task or action. 

• An undertaking given must be capable of being complied with within a reasonable time 
frame.

• About undertakings given in relation to mortgages, particular care should be taken with all 
sum’s due mortgages. The standard letter to the bank requesting redemption figures should 
be sent i.e. that we are looking for an amount in respect of all monies due to the bank which 
will procure the release of the mortgage.

• The undertaking must be unambiguous, clearly understood and agreed between the parties.
• In relation to litigation matters the following undertakings can only be given following 

agreement with the Principal:

o VHI undertakings – client must sign a form of authority / 
acknowledgment.

o Paying monies to Bank
o Discharge of costs and taking over a file.

• Once an undertaking has been given or received by the firm, [insert name] who is 
responsible for maintaining and updating the undertakings register should be notified by 
internal email correspondence by the fee earner who has given or received the undertaking. 

• A copy of the undertaking should be placed on the inside of the file [and scanned against the 
particular matter on the case management system]. The existence of the undertaking should 
be noted against the matter on the firms’ case management system.   The undertaking must 
be easy to locate on the file.
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• A colour coded undertaking sticker or another appropriate indicator should be placed on the 
outside cover of the file, so the existence of the undertaking is easily identifiable on the 
outside of the file.

• The conveyancing committee of the Law Society is of the view that undertakings to 
discharge net proceeds of sale should rarely be given.  If they are the following issues must 
be addressed:

• Has the full (and irrevocable) written authority of the client been obtained?
• In a probate/administration case, what is to happen if the instructing 

executor/administrator dies?
• Is the undertaking worded so as to apply only ‘if and when the property is sold’?
• Is the undertaking stated to be subject to the solicitor having carriage of sale?
• Is the undertaking stated to be subject to the sale proceeds coming through the 

solicitor’s office?
• If the undertaking relates to the sale of property, does the solicitor have possession 

of the deeds and does the solicitor have actual and unfettered control of the deeds? 
Check the wording of any ATR under which the deeds have been taken up from a 
lending institution – if the ATR requires ‘net proceeds of sale’ to be lodged, this 
should be negotiated with the lending institution to specify the exact agreed figure 
that the lender requires in order to release the deeds and to give a discharge/release 
of any charge/mortgage on the property.

• ‘Net proceeds’ should be clearly defined and quantified, that is, a specific figure 
should be agreed in advance.

• Any undertaking should be to pay the exact agreed figure rather than the ‘net 
proceeds of sale’.

• Do not give the undertaking where a sale has not already been agreed.
• Carry out searches against the client and the property before giving the undertaking.

• Solicitors are not obliged to give undertakings to discharge land registry queries in a 
compulsory registration conveyancing transaction. An undertaking should be given by the 
vendor pursuant to the provisions of General Conditions 28 and 29 of the Law Society’s 
standard Contract for Sale.

• It is the policy of this firm that when furnishing an undertaking to the bank to certify title 
with regard to a house in the course of construction or a stage payment transaction that 
such a certification will need to be qualified.

The Law Society of Ireland has set out basic principles with regard to undertakings 
and their meaning. They are as follows: -

• An undertaking is any unequivocal declaration of intention addressed to someone who 
reasonably places reliance on it and made by a solicitor in the course of his/her practice, 
either personally or by a member of the solicitors staff whereby the solicitor    (or in the case 
of a member of his/her staff, his/her employer) becomes personally bound.

• Failure by a solicitor to honour the terms of a professional undertaking is prima facie 
evidence of professional misconduct.

• An undertaking will normally be required to be honoured only as between the giver and the 
recipient.
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• An undertaking does not have to constitute a legal contract to be enforceable in conduct.
• An undertaking is still binding even if it is to do something outside the solicitor’s control.
• A solicitor is responsible for honouring an undertaking given by a member of the solicitor’s 

staff, whether admitted to the Roll of Solicitors or not.
• Where a solicitor in partnership gives an undertaking as a solicitor in the course of practice, 

all partners are responsible for its performance.
• A solicitor cannot avoid liability on an undertaking by pleading that to honour it would be a 

breach of duty owed to the client.
• A solicitor who gives an undertaking which is expressed to be dependent upon the 

happening of a future event must notify the recipient immediately if it becomes clear that 
the event will not occur.

• The High Court has power to enforce an undertaking because of its general jurisdiction over 
officers of the Court.

• Ambiguous undertakings are construed in favour of the recipient

• Undertakings should never be given regarding funds to be recovered for children, as the 
Court has exclusive jurisdiction over the determination of infant actions.  

• An undertaking is still binding even if it requires you to do something outside your control.

If there are any queries or concerns in relation to this policy, please contact [insert name].  Failure to 
follow this policy may lead to disciplinary action against the member of staff concerned.

DOYLE & COMPANY LLP

23 October 2021
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DOYLE & COMPANY LLP
KEY DATES REGISTER POLICY & PROCEDURES

At Doyle & Company LLP we operate a central diary / key dates register. This is a risk 
management tool and forms an important part of our professional indemnity insurance 
arrangements. 
 
General

 Key dates vary significantly according to the type of work which is undertaken. The 
starting point is that key dates must be record where failure to comply could result in a 
negligence action, but we should also record information where the firm may simply want 
to remind clients about issues. 

Examples of key dates are:
 

• signing and closure dates in contracts

• registration of charges within 21 days of their creation

• payment of stamp duty

• limitations dates

• expiry of periods for bringing litigation claims

• dates referred to in undertakings 

• court / tribunal deadlines/ hearing dates
 
These are only suggestions and they will differ depending on the nature of the file.  

 
Procedure
 
On receiving notification of a relevant time limit or on completion of any transaction you 
must notify Caolan DOyleof any relevant key date.Caolan Doyle will maintain the register 
and will remind you to complete the relevant task before the expiry of the notified time 
limit. 
 
When more than one fee earner is dealing with a matter involving key dates you must 
agree between yourselves who will prepare the relevant information and identify who 
should receive the appropriate reminder.  You must provide Caolan Doyle with:

 
• The file number
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• The client number

• The matter description

• The event giving rise to the key date

• The key date

• The date on which you would like to be reminded of the forthcoming key date.
 
The importance of the key date register cannot be overstated. A failure to record a key 
date will have an impact on the firm’s risk management policy and may result in 
disciplinary action being taken against you.
 

DOYLE & COMPANY LLP
23 October 2021
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DOYLE & COMPANY LLP
 

POST PROCEDURES

1. Receiving Post

• Delegate the opening of all incoming post to a responsible person (principal/partner) and a 
deputy.

• Date stamp incoming letters.

• If the identity of the intended recipient is not apparent, take prompt steps to find out who it 
is.

2. Sending Post

• Delegate the posting of mail to one or more staff members, and ensure that everyone knows 
the time(s) of the local postal collections.

• Outgoing mail should be posted in time for the evening collection.

3. Document Exchange

• If your practice belongs to the DX system, ensure that the practice has and uses the DX 
Directory of Members to address correspondence.

• Use the DX system in preference to the postal system, where possible.  The DX address must 
be clearly shown on the envelope.

4. Courier Service

• Establish a relationship with a courier service and agree rates and terms of service.  Display 
the name and contact number at reception so that everyone can find it when needed as well 
as including it in internal contacts list.

• Use the courier for urgent deliveries or collections where the cost can be justified.

• Ensure costs are recorded to the relevant client/matter.

• To control costs staff should get authorisation from the relevant fee/earner before ordering 
a courier.

DOYLE & COMPANY LLP
23 October 2021
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REGISTER OF UNDERTAKINGS

File Ref Client Name Matter Description
Date of
Undertaking Given to whom By Whom Pre-Registration In-Registration Post- Registration Status

Date
Discharged Review Date

Reviewer
Name

© The Institute of Legal Research and Standards  13. Register of UndertakingsSECTION C - 79/89
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FILE REVIEW REGISTER

File Ref Client Name Matter Fee Earner Reviewer Date Reviewed Corrective Action Verified

© Outsource RM Consultants Ltd 2012
16. File Review RegisterSECTION C - 80/89
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DOYLE & COMPANY LLP

FILE REVIEW POLICY
• It is the policy of this firm to review all files in rotation every three months as it is an 

important exercise in quality management.

• This is to ensure that files are being progressed at an adequate rate, updated where 
possible and as appropriate, reporting to the client on the current status of the 
matter. Clients should always be kept informed of the progress on their files 
including reasons for lack of progress, delays relating to key dates and the 
implications of such delays.

• Each fee earner, to include partners/the principal, should carry out a daily review of 
their tasks/reminders as recorded on the firm’s practice management system/MS 
Outlook diary.

• Each fee earner responsible for the day-to-day handling of the file is responsible for 
reviewing their own files, to include partners/ principal, in rotation every three 
months. A record of the file review should be clearly noted on the new client/matter 
form or alternatively recorded on the case management system.

• A random selection, preferably 10  of each fee earners files, including partner files, 
will also be subject to a bi-annual peer file audit by a person other than that person 
responsible for the day-to-day handling of the file (“the Reviewer”), i.e. 
{Partner/Supervisor/Risk Management Partner/another colleague of equal status}.

• These files will be reviewed using the File Review Checklist. The Reviewer will be 
entitled to review any files requested and restriction of the Reviewer’s access to any 
files will be regarded as a disciplinary matter. 

• A File Review Register will be maintained and the Reviewer will place the completed, 
signed and dated File Review Checklist on the file and a record of the file audit will 
be noted on the File Review Register. This Register will be reviewed at least quarterly 
by a Partner/Principal. Any corrective actions highlighted by the Reviewer on the File 
Review Checklist must be addressed by the fee earner within 14 days. This should be 
verified by the Reviewer.

• If there are any queries or concerns in relation to this policy, or any suggested 
improvements, please contact [insert name].  

DOYLE & COMPANY LLP 23 October 2021
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Name of fee earner:
Name of reviewer:
Date of review:
Client:
File Reference:
New Client/Existing Client:

Note: reasons should be given for any N/A answers

1. Is there a letter of engagement/client care letter on file? Yes   No   N/A

2. Does the letter of engagement contain a limitation of liability clause? Yes   No   N/A

3. Is there s.150 compliance on file? Yes   No   N/A

4. Has the firm complied with its AML obligations? Yes   No   N/A

5. Is there evidence of a conflict of interest check on file? Yes   No   N/A

6. Has a risk assessment been carried out? Yes   No   N/A

7. Has a client creditworthiness check been carried out? Yes   No   N/A

8. Have the client’s bank account details (if required) been securely received or 
verified?

Yes   No   N/A

9. Are the client’s instructions clearly documented? Yes   No   N/A

10. Were case plans/instructions check lists used? Yes   No   N/A

11. Is the file opening form fully completed and signed by a partner? Yes   No   N/A

12. Is the file label fully completed? Yes   No   N/A

13. Are attendance notes being made and recorded on file? Yes   No   N/A

14. Is all correspondence in date order? Yes   No   N/A

15. Is incoming correspondence date stamped? Yes   No   N/A

16. Has a client complaint been received, and if so, has it been notified to the Yes   No   N/A
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appropriate partner in accordance with the firm’s client complaints policy and 
recorded on the register?

17. Is the file maintained in good order, neat and tidy and easy to find your way 
around?

Yes   No   N/A

18. If an undertaking has been given or received, is there confirmation of this on the 
file?

Yes   No   N/A

19. Is there confirmation that the documented undertaking has been logged on the 
undertakings register?

Yes   No   N/A

20. Has the existence of the undertaking been noted on a prominent position on the 
file?

Yes   No   N/A

21. Are there any critical/key dates to be considered and if so, have these been 
updated into the central register?

Yes   No   N/A

22. Has the existence of the key date been noted on a prominent position on the file? Yes   No   N/A

23. If the file is ready for closing, has the closing procedure been fully adhered to? Yes   No   N/A

OVERALL ASSESSMENT OF FILE

Excellent 
Very Good
Good
Fair
Poor

Date:__________________________________

Signed by reviewer:_______________________

Signed by fee earner:______________________
(post corrective action)

• Any corrective action must be completed by the fee earner within 14 days of the review.
• One copy of the file review checklist to be retained on the file
• One copy of the file review checklist to be retained centrally and noted on the file review register 
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DOYLE & COMPANY LLP

FILE CLOSURE POLICY & PROCEDURES

1. Each fee earner is responsible for closing his/her file once fully completed.

2. The appropriate File Closure Form must be completed and submitted to [accounts] [name of 
bookkeeper]. This will confirm that all ledger balances have been dealt with and the file 
matter closed on the accounts system.  This form requires to be signed off by [partner] 
[principal].

3. A file closure/disengagement letter must be sent to the client to include any balance of 
monies due to the client.  This letter should also highlight to the client any important issues 
of which he/she should be made aware such as critical dates and file retention periods.  

4. A client satisfaction survey should be sent to the client with the file closure letter.

5. The file closure form/checklist must be completed and placed in the file.  All matters 
addressed in the checklist must be dealt with and ultimately the form must be signed off by 
a [partner] [principal].  This will ensure that all undertakings, both given and received, have 
been discharged.  Where we have dealt with the undertaking, for example by retuning deeds 
to a bank, written confirmation of discharge must be obtained and filed with the 
correspondence. 

6. All relevant documentation must be returned to the client, the lending institution or other 
party as appropriate.  Such deeds or documents must be scheduled with a copy of the 
schedule signed and returned by the recipient by way of acknowledgment of receipt. Any 
relevant documentation that is to be retained by us, such as deeds, wills, agreements should 
be scheduled, logged in the deeds register and sent for safe storage. 

7. The file should then be archived with an appropriate archive/closed file reference number 
allocated and noted in the archives/closed files register. 

8. The file should be allocated a file destruction date and this date should be diarised forward.

9. The file should be stored in a secure location where it can be protected against unauthorised 
or unlawful processing and against accidental loss, destruction or damage, using appropriate 
technical or organisational measures.

10. In circumstances where [name of firm] is outsourcing the storage of files/data to third party 
data storage service providers [insert name of data storage service provider], it is the firms’ 
policy to have a written agreement in place between the firm and the named data storage 
service provider which includes appropriate security measures. 

DOYLE & COMPANY LLP
23 October 2021
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DOYLE & COMPANY LLP

FILE CLOSURE CHECKLIST

Client Name:
File reference:
Matter details:

Fee earner:
[Principal][Partner][Supervisor]:

1. Has the case been closed on [case management system] Yes No 

2. Was the letter of engagement signed by the client . Yes No

3. Is there confirmation on file from accounts that matter is closed 
and all ledger balances cleared?

Yes No 

4. Has all surplus/duplicated paperwork been removed from file? Yes None 

5. Has a final statement of account and fee note been sent to the 
client?

Yes   No 

6. Have all client-supplied documents been returned to the client? Yes None 

7. Have all deeds, sensitive material or other assets been returned to 
client/institution/long term storage?

Yes None 

8. Has closing letter been sent to the Client? Yes No 

9. Have you received/attempted to obtain copy signed by Client? Yes No

10. Have all undertakings (both given and received) been discharged 
with appropriate written confirmation to this effect?

Yes None

11. Have all forward key dates been diarised?  Key dates should 
include the file retention period.

Yes None

12. Have all forward key dates been notified to client?  Key dates 
should include the file retention period. 

Yes None

13. Any intentions for case publicity involving client details have been 
agreed with the client?

Yes   None 

14. There is evidence of return and receipt of client and third party 
property?

Yes   None 

15. All other concluding steps specific to work-type (such as 
registering and filing) and anything specific to the client’s own 
service agreement have been completed?

Yes None 

16. Have all files been marked/stamped “closed” and signed off by 
the F/E?

 

17. Have all files been marked “1 of 3”, “2 of 3”, “3 of 3” and collated Yes Single File
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together for Archiving?

18. Have the contents of lever arch or other supplemental files been 
transferred to standard files and marked/stamped “closed” and 
signed off by the Fee Earner?

Yes Single File

19. Update system with any changes of address? Yes None 

20. Client Satisfaction Survey sent? Yes No

21. Have you determined the retention period and destruction date 
for both hard and soft copy personal data?
State File Retention period:-
State File Destruction date:-

Yes No

22. Have you determined a location where the physical file will be 
stored securely?  
Have you determined a location where the soft copy file will be 
stored securely?
If necessary, have you entered into a secure contract with a third- 
party storage provider?  

Yes No 

Fee earners comments (if any):

Signed by fee earner: Date: ___/___/___

Signed by Principal/Partner: Date: ___/___/___
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DEED REGISTER

Client Ref Client Name Client Address
Client
Telephone

Description
Property

Date
Purchased Lending Institute Location of Deeds

© Outsource RM Consultants Ltd 2012
Deed RegisterSECTION C - 87/89
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PARTNER MEETING AGENDA

Date and time:    

In attendance:

Agenda
[suggested items for inclusion]

1. Apologies

2. Minutes [approval of minutes of meeting of the _/_/_]

3. Partnership issues

4. Financial position/financial performance

a) Billing/ fee levels
b) Work in progress/ lock up
c) Bad debts
d) Cash flow

5. Strategic direction of the Firm

6. Development of staff

7. Recruitment 

8. Important administration and personnel issues

9. PII
• Claims reviews/notifications
• Complaints reviews
• Regulatory issues/update on any changes to regulatory compliance 

obligations
• Risk management 

10. Marketing and developing the Firm/ cross selling

11. Risk Management
• Update on review of all registers.
• Any risk management updates?
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12. Premises 

13. I.T. 

14. AOB
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DOYLE & COMPANY LLP
Data Protection Policy

Introduction 

Doyle & Company LLP needs to gather and use certain information about individuals. 
These can include clients, suppliers, business contacts, employees and partners and 
other people the firm may have a relationship with or may need to contact. 
This policy describes how this data may be collected, handled and stored to meet 
the firms’ data protection standards – and to comply with applicable data 
protection laws.  
Data protection definitions are set out at Appendix 1 below.                            

Why this policy exists

This data protection policy ensures Doyle & Company LLP
• Complies with data protection law and follows good practice
• Protects the rights of clients, staff and partners
• Is open about how it stores and processes individuals’ personal data
• Protects itself from the risks of a data breach 

This policy does not form part of any employee's contract of employment and it may 
be amended at any time. Any breach of this policy will be taken seriously and may 
result in disciplinary action up to and including dismissal. 

•
• Data Protection Law

The General Data Protection Regulation and the Data Protection Act [2018] 
describes how organisations, including Doyle & Company LLP– must collect, handle 
and store personal data. 
These rules apply regardless of whether data is stored electronically, in paper files or 
on other materials. 
To comply with the law, personal information must be collected and used fairly, 
stored safely and not disclosed unlawfully. 
The Data Protection Act is underpinned by the following principles; 

Personal data must be;  
1. Processed fairly and lawfully.
2. Processed for limited purposes and in an appropriate way.
3. Adequate, relevant and not excessive for the purpose.
4. Accurate, complete and up to date.
5. Not kept longer than necessary for the stated purpose.
6. Processed in line with data subjects' rights i.e. access and amendment rights.
7. Secure.
8. Not transferred to people or organisations situated in countries without adequate 
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protection. 

Policy scope
This policy sets out the firms’ rules on data protection and the legal conditions that 
must be satisfied in relation to the collecting, obtaining, handling, processing, 
storage, transportation and destruction of personal and sensitive information. 
This policy applies to all data that the firm holds relating to identifiable individuals. This 
can include:

•Names of individuals
•Postal addresses
•Email addresses
•IP addresses
•Telephone numbers
•Personnel/employment files
•Client correspondence (email and hard copy) 
•Application forms
•Financial information 
•Records of telephone calls
•Records of websites visited

Data Protection risks
This policy helps to protect Doyle & Company LLPfrom some very real data security 
risks, including; 

• Breaches of confidentiality

• Reputational damage

Responsibilities

Everyone who works for Doyle & Company LLPhas some responsibility for ensuring 
data is collected, stored and handled appropriately. 

Each person/team that handles personal data must ensure that it is handled and 
processed in line with this policy and the data protection principles. 

• The partners are ultimately responsible for ensuring that Doyle & Company 
LLP meets its legal obligations by; 

- Appointing a data protection officer (where required to under law) 

- Keeping the partners updated about data protection responsibilities, 
risks and issues

- Reviewing all data protection procedures and related policies, in line 
with an agreed schedule

- Arranging data protection training for the people covered by this policy
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- Dealing with requests from individuals to see the data Doyle & 
Company LLPholds about them (“subject access requests”. 

- Checking and approving any contracts or agreements with third parties 
that may handle the firm’s sensitive data.  

- Ensuring all systems, services and equipment used for storing data meet 
acceptable security standards

- Performing regular checks and scans to ensure security hardware and 
software is functioning properly

- Evaluating any third-party services the company is considering using to 
store or process data. For instance, cloud computing services. 

General staff guidelines

• The only people able to access data covered by this policy should be 
those who need it for their work. 

• Data should not be shared informally. When access to confidential 
information is required, employees can request it from their 
supervisor/manager

• Doyle & Company LLP will provide training to all employees to help them 
understand their responsibilities when handling data 

• Employees should keep all data secure, by taking sensible precautions and 
following the guidelines below

• In particular, strong passwords must be used and they should never be 
shared

• Personal data should not be disclosed to unauthorised people, wither 
within the firm or externally

• Data should be regularly reviewed and updated if it is found to be out of 
date. If no longer required, it should be deleted and disposed of. See file 
retention and destruction policy. 

• Employees should request help from a partner/principal or the data 
protection officer if they are unsure about any aspect of data protection

Data Storage

These rules describe how and where data should be safely stored. Questions 
about storing data safely can be directed to the IT manager/data 
controller/partner/principal. 

• When data is stored on paper, the paper or files should be kept in a 
locked drawer or filing cabinet. 

• Employees should ensure paper/printouts/files are not left where 
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unauthorised people could see them, like on a printer.

• Data printouts should be shredded and disposed of securely when no 
longer required. 

When data is stored electronically, it must be protected from unauthorised 
access, accidental deletion and malicious hacking attempts. In this regard, 
the firm has the following policies in place; 

• Information Systems Security policy 

• Password policy 

• Computer back-up policy 

• General email, intranet, internet and computer usage policy

Data use

Personal data should only be collected to the extent that it is required for the 
specific purpose notified to the data subject. Any data which is not necessary 
for that purpose should not be collected in the first place.

Data accuracy 

The law requires Doyle & Company LLPto take reasonable steps to ensure data 
is kept accurate and up to date. Information which is incorrect or misleading is 
not accurate and steps should be taken to check the accuracy of any 
personal data at the point of collection and at regular intervals afterwards. 
Inaccurate or out-of-date data should be destroyed. Employees should ensure 
that they notify their departmental manager/Office 
Manager/partner/principal of any relevant changes to their personal 
information so that it can be updated and maintained accurately. Examples 
of relevant changes to data would include a change of address.

.

Obtaining and processing data 

Data protection legislation is not intended to prevent the processing of 
personal data, but to ensure that it is done fairly and without adversely 
affecting the rights of the data subject. The data subject must be told who the 
data controller is, in our case it is [insert firm name], the purpose for which the 
data is to be processed by the firm and the identities of anyone to whom the 
data may be disclosed or transferred.

For personal data to be processed lawfully, certain conditions have to be met. 
These may include, among other things, requirements that the data subject 
has consented to the processing or that the processing is necessary for the 
legitimate interest of the data controller or the party to whom the data is 
disclosed. When special categories of data (previously referred to as sensitive 
personal data) are being processed, more than one condition must be met. 
In most cases the data subject’s explicit consent to the processing of such 
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data will be required.
We have inserted relevant consents to such processing in our template Letter 
of Engagement.  

Personal data may only be processed for the specific purposes notified to the 
data subject when the data was first collected or for any other purposes 
specifically permitted by the Data Protection Acts. This means that personal 
data must not be collected for one purpose and then used for another. If it 
becomes necessary to change the purpose for which the data is processed, 
the data subject must be informed of the new purpose before any processing 
occurs. Any employee personal data collected by the firm is used for ordinary 
Human Resources purposes. Where there is a need to collect employee data 
for another purpose, the firm will notify the employee of this and where it is 
appropriate will get employee consent to such processing.

Data Retention 
 
Personal data should not be kept longer than is necessary for the purpose. For 
further guidance in relation to data retention and destruction, we refer to our 
File Retention and Destruction policy. 

Processing in line with Data Subjects Rights

Data must be processed in line with data subject’s rights. Data subjects have a 
right to:

• Request access to any data held about them by a data controller.
• Prevent the processing of their data for direct-marketing purposes.
• Ask to have inaccurate data amended.
• Prevent processing that is likely to cause damage or distress to 

themselves or anyone else.

Dealing with Subject Access Requests

The firm has a Data Subject Access request protocol in place. 

Providing information over the telephone 

Any employee dealing with telephone enquiries should be careful about 
disclosing any personal information held by the firm over the phone. In 
particular the employee should:
 

• Check the identity of the caller to ensure that information is only given 
to a person entitled to that information.

• Suggest that the caller put their request in writing if the employee is not 
sure about the identity of the caller and in circumstances where the 
identity of the caller cannot be verified.

• Refer the request to their departmental manager for assistance in 
difficult situations. No employee should feel forced into disclosing 
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personal information.

Transfer of Data outside the EEA

If any personal data is being transferred outside the EEA, they must be 
compliant with EU law. Such transfer is required to be subject to “an adequate 
standard of protection” and an appropriate data transfer mechanism will be 
required to transfer personal data outside the EEA. 

The requisite contractual provisions must be in place and the client/employee 
/data subject must be notified of such a transfer. 

Providing information 

Doyle & Company LLPaims to ensure that individuals are aware that their data 
is being processed, and that they understand; 

• How the data is being used
• How to exercise those rights

To these ends, the firm has a privacy statement, setting out how data relating 
to individuals is used by the firm.
[this is available on request. A version of this statement is also available on the 
firm’s website]  

REVIEW OF POLICY

The firm will continue to review the effectiveness of this policy to ensure it is 
achieving its stated objectives on at least an annual basis and more frequently 
if required taking into account any changes to current data protection laws. 

Doyle & Company LLP
23 October 2021

    

Appendix 1

Definition of Data Protection terms 
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(as defined by the General Data Protection Regulation) 

1. Personal data means any information relating to an identified or 
identifiable natural person (‘data subject’); an identifiable natural person 
is one who can be identified, directly or indirectly in particular by 
reference to an identifier such as a name, an identification number, 
location data, an online identifier or to one or more factors specific to 
the physical, physiological, genetic, mental, economic, cultural or social 
identity of that natural person.

2. Sensitive personal data means personal data revealing racial or ethnic 
origin, political opinions, religious or philosophical beliefs, or trade union 
membership, genetic data or biometric data, data concerning health or 
data concerning a natural person’s sex life or sexual orientation.

3. Data controller means the natural or legal person, public authority, 
agency or other body which, alone or jointly with others, determines the 
purposes and means of the processing of personal data; where the 
purposes and means of such processing are determined by Union or 
Member State law, the controller or the specific criteria for its nomination 
may be provided for by Union or Member State law. 

4. Data processor means a natural or legal person, public authority, 
agency or other body which processes personal data on behalf of the 
controller.

5. Processing means any operation or set of operations which is performed 
on personal data or on sets of personal data, whether or not by 
automated means, such as collection, recording, organisation, 
structuring, storage, adaptation or alteration, retrieval, consultation, use, 
disclosure by transmission, dissemination or otherwise making available, 
alignment or combination, restriction, erasure or destruction;

6. Profiling means any form of automate automated processing of personal 
data consisting of the use of personal data to evaluate certain personal 
aspects relating to a natural person in particular to analyse or predict 
aspects concerning the natural person’s performance at work, 
economic situation, health, personal preferences, interests, reliability, 
behaviour, location or movements.

7. Pseudonymisation means the processing of personal data in such a 
manner that the personal data can no longer be attributed to a specific 
data subject without the use of additional information, provided that 
such additional information is kept separately and is subject to technical 
and organisational measures to ensure that the personal data are not 
attributed to an identified of identifiable natural person.
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8. Personal data breach means a breach of security leading to the 
accidental or unlawful destruction, loss, alteration, unauthorised 
disclosure of or access to, personal data transmitted, stored or otherwise 
processed.
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DOYLE & COMPANY LLP
Website Privacy Notice 

1. Who we are:

We are Doyle and Company LLP Solicitors of 123 Cabra Road, Dublin 7 and 1 Main Street, 
Blanchardstown, Dublin 15 You can contact us at this address by post or by email at 
mail@doyleandcompany.ie

Our data protection representative is Caolán Doyle (018335067)

2. Why we process your data, the lawful basis for processing your data and who we 
share it with

A. For people who view and interact with our website, we process data:
• to respond to your query when sent through our ‘contact us’ form 
• to sign up to our newsletter when you request subscription through our website
• in order to provide you with legal advice .
• to assist you with legal claims or legal proceedings. 
• to assist you with your legal rights

The legal basis for this processing is our legitimate interest in the administration and 
operation of our legal services as well as our legitimate interest in marketing and promoting 
our  firm’s legal services. We always include an unsubscribe button in our communications, 
so you can opt out of receiving such communications at any time.

We share this data with our client relationship management system provider. They may 
only process this data for the purpose of providing us with their services, and no other 
purpose. 

We will retain this data in accordance with law society recommended file retention periods.

B. For our potential clients, we process data:
• in order to market the services of our firm
• to provide you with legal updates and newsletters to which you have subscribed

The legal basis for the processing of this data is processing necessary for the purpose of the 
legitimate interests of our firm in promoting our services. We always include an unsubscribe 
button in our communications, so you can opt out of receiving such communications at any 
time. 
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We share information such as your name and email address with our newsletter services 
provider who sends out our newsletters. This provider is not permitted to use this data 
other than on our behalf. 

We will retain this data for 5 years. 

C. For solicitors and barristers that we liaise with on client matters, we process data:
• In order to liaise with you about our client matters

The legal basis for the processing of this data is processing necessary for the purposes of the 
legitimate interests pursued by our firm in representing our clients.

We share the information you provide with our practice management system in order to 
store your contact information with our client file. We may also send you emails through 
our email service provider. 

We will retain this data for 5 years.

D. For job applicants to the firm, we process data:
• to recruit new employees
• to ascertain your suitability for a specific role

The legal basis for this processing is processing necessary for the purpose of the legitimate 
interests of our firm in recruiting new staff. Please see the privacy notice in the job 
advertisement for further information about how we process applicant data.  

We share the information you provide in your application with our contracted recruiter in 
order to make a shortlist of candidates. This recruiter is not permitted to use this data other 
than on our behalf. We may also send you emails about your application through our email 
service provider. 

We will retain this data for 3 years. 

3. Transfers of data outside the European Economic Area

We may transfer data to a service provider located outside the EEA. The safeguard we have 
put in place for this transfer is to enter into European Commission approved standard 
contractual clauses with the provider.

4. Information received from third parties and the source of that data

We may receive third party sources of personal data from the internet, insurance companies, 
public records, court records or other solicitors or professionals. 
 
5. Your rights relating to personal data

You have the following rights under the GDPR, in certain circumstances and subject to 
certain exemptions, in relation to your personal data:
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• right to access the data - you have the right to request a copy of the personal data that we 
hold about you, together with other information about our processing of that personal data.

• right to rectification- you have the right to request that any inaccurate data that is held 
about you is corrected, or if we have incomplete information you may request that we 
update the information such that it is complete.

• right to erasure - you have the right to request us to delete personal data that we hold 
about you. This is sometimes referred to as the right to be forgotten.

• right to restriction of processing or to object to processing - you have the right to request 
that we no longer process your personal data for particular purposes, or to object to our 
processing of your personal data for particular purposes.

•. Right to data portability - you have the right to request us to provide you, or a third party, 
with a copy of your personal data in a structured, commonly used machine readable format.

In order to exercise any of the rights set out above, please contact us at the contact details at 
the start of this privacy notice.

If we are processing personal data based on your consent, you may withdraw that consent at 
any time. This does not affect the lawfulness of processing which took place prior to its 
withdrawal. 

If you are unhappy with how we process personal data, we ask you to contact us so that we 
can rectify the situation. 

You may lodge a complaint with a supervisory authority. The Irish supervisory authority is 
the Data Protection Commission. 

6. Requirement to process personal data

You may browse our website without providing us with any personal data and this will not 
affect your ability to view our website. 

If you do not provide us with your information for the purposes described above, we cannot 
send your our newsletter, respond to your queries sent through our contact us form, liaise 
with you on client matters or assess your suitability for a role within our firm. 

7. Automated decision-making and profiling

We do not use any personal data for the purpose of automated decision-making or profiling.

DOYLE & COMPANY LLP
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DOYLE & COMPANY LLP 
Confidentiality Policy

At Doyle & Company LLP Solicitors we have a professional duty to keep confidential all 
matters coming within the solicitor/client relationship. This also includes the existence of that 
relationship. 

Confidentiality relates to the transmission of personal, sensitive or identifiable information 
about individuals or organisations (confidential information), which comes into the possession 
of the firm through its work.  
 
We understand that the matters a client brings to us are often highly sensitive.  It is very 
important that the client feels free to fully discuss all aspects of the matter they are instructing 
us on with us. Accordingly, all discussions with us will be held in strictest confidence.

A solicitor’s duty of confidentiality should over-ride any inclination to report any matter to any 
authorities or co-operate with them against the interest of the client and should insist upon 
receiving a court order or warrant unless the client is prepared to waive their right to 
confidentiality.

Every fee earner should acquaint themselves with the Law Society’s guide to professional 
conduct for further detail on solicitor/client privilege and confidentiality.

The duty to protect client’s privilege and the duty to keep the affairs of the clients confidential 
extends to every member of staff in this firm. All staff have been informed that they should 
not disclose to any unauthorised party anything they learn in the course of their employment 
and it is a policy of this firm that this is acknowledged by the staff member in their contract of 
employment. This extends beyond the completion of the matter and termination of 
employment of the staff member.
 
In order to protect client information and preserve client confidences we have implemented 
the necessary physical, electronic and procedural safeguards that comply with professional 
standards.

• All personal paper-based and electronic data must be stored in accordance with the 
General Data Protection Regulation and the Data Protection Act and must be 
secured against unauthorised access, accidental disclosure, loss or destruction. 

 
• All personal paper-based and electronic data must only be accessible to those 

individuals authorised to have access. 

• We have installed the most up-to-date fire wall and anti-virus technology to protect 
the information stored on our server. Any remote access of client information is 
protected by the most up-to-date secure server technology. 

• The introduction of diskettes, CDs, DVDs, memory sticks, USB Devices or other 
media via the firm’s computer terminals can only be done with the prior knowledge 
and approval of Caolan Doyle.

• Our reception is enclosed and not within ear shot of the client waiting area in order to 
protect the confidentiality of our clients who contact the firm by telephone. All post is 
opened in a separate room away from the reception area.
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• All files are stored in secure filing cabinets. 
• All computer terminals are password protected.
• If a file is removed from the office for work purposes it is never carried openly by hand 

but stored in the fee earners brief case until arrival at the intended destination.
• The firm’s protocol in relation to the disposal of client information is very strict. All 

draft client related documentation is shredded and disposed of in accordance with 
the firms shredding procedure. All archived files are destroyed within the requisite 
time periods as recommended by the Law Society of Irelands destruction of files 
practice direction.

• Breaches of this policy will be dealt with under the Grievance and/or Disciplinary 
procedures as appropriate.

DOYLE & COMPANY LLP
23 October 2021
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Register of Systems/Processing Activity

Name Doyle & Company Solicitors
Address 123 Cabra Road, Dublin 7 and 1 Main Street, Blanchardstown, Dublin 15
Phone Number 018383388 and 018200666

Category of Personal Data Data Subjects Purposes and Lawfulness of Processing Transfers  outside EEA Time limits for erasure
Administritive: name, pps number
address, contact details, dates of
appointments etc.

A client, a
claimant,
witness or an
individual
otherwise
connected with a
case or other
legal matter

In order to collect, use, share, and otherwise process your information for the purposes described in this Notice,
we rely on a number of legal bases, some of which are mentioned above, including where:

• necessary to perform a contract we have with you, such as our Terms of Engagement, and to provide the
Services (we refer to this as contractual necessity above);
• you have consented to the processing (in which case you may revoke your consent at any time);
• necessary for us to comply with a legal obligation, or to establish, exercise or defend legal claims;
• necessary to protect your vital interests or those of others;
• necessary in the public interest;
•necessary for the purposes of D&CO’s or a third party’s legitimate interests, such as those of clients, partners,
staff or others, provided that those interests are not overridden by your interests or fundamental rights and
freedoms; and
The Irish Data Protection Act 2018 contemplates that the processing of special categories of personal data and
Article 10 data (broadly speaking, data relating to criminal convictions) shall be lawful where the processing:
• is necessary for the purposes of providing or obtaining legal advice or for the purposes of, or in connection
with, legal claims, prospective legal claims, legal proceedings or prospective legal proceedings, or
•is otherwise necessary for the purposes of establishing, exercising or defending legal rights.

We will rely on these exceptions in the 2018 Act and other exceptions in Article 9 of the GDPR when processing
special categories of personal data.

We do not currently
transfer data outside the
EEA.

We will retain this data
in accordance with the
recommendations of
the Law Society of
Ireland.

Sensitive Information
information relating to health
(e.g. medical records), genetics, race,
religious beliefs, sex life,
sexual orientation, criminal record
or trade union membership.

A client, a
claimant,
witness or an
individual
otherwise
connected with a
case or other
legal matter

In the course of providing the Services, particularly legal services, we may process certain information that attracts special protection under
EU law
We rely on exceptions contained in Article 9 of the GDPR and in the Data Protection Act 2018 to process this information.

We do not currently
transfer data outside the
EEA.

We will retain this data
in accordance with the
recommendations of
the Law Society of
Ireland.

Administritive: name, pps number
address, contact setails, dates of
appointments etc. Employees

Required to preform role as employer We do not currently
transfer data outside the
EEA.

Personal data retained
for as long as the
subject remains an
employee.

Recipients with whom we share personal data

Data Processers Online Data backup companies, Practice Software Vendors, IT Security Providers

Required for the provision of legal
services

Experts, advisors, lawyers, insurance companies and others connected to the provision of legal service,
Legal and safety reasons:
Courts, regulators and statutory bodies
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  REQUESTS TO ACCESS DATA UNDER DATA PROTECTION 

 
A LAW SOCIETY OF IRELAND CHECKLIST FOR SOLICITORS  

 
 

This checklist is designed for use in conjunction with the Law 
Society‟s Guidance Note for solicitors on requests to access data 
under data protection legislation and is intended as best practice 
guidance.  Further information and reference material in relation 
to data protection obligations generally is available in the 
members‟ area of the Society‟s website 
https://www.lawsociety.ie/dataprotection. 

 
Task Complete 

For access requests by non-clients, open a file for correspondence in 
relation to the data access request entitled „general data access requests by 
non-clients‟. 

 

Review the legislation –the GDPR and the Data Protection Act 2018  

 
HOW TO APPROACH A DATA ACCESS REQUEST WITHIN THE 
FIRST FEW DAYS 

 

1. If the request has been received orally, has the request from the 
data subject been documented? 

 

2. Is the person making the data access request the person they claim 
to be? 

If required, have you established that the person making the request is 
the person who they say they are by verifying, in person, by reference to 
photographic identification? If a face-to-face meeting is not possible (for 
whatever reason), you should request a certified copy of photographic 
identification. 

 

3. When must the data access request be completed? 
 You must respond to the request as soon as may be and within one 

month (unless extended). 
 

 Notify the data subject in writing, as early as possible, should you 
intend to require identification verification. 
 

 Notify the data subject if you intend to extend the response period. 
 

 Diary reminders for yourself from the date you receive the request 
right up until the end of the one month time limit  (unless extended) to 
ensure that you meet the deadline. 

 

4.   Write to the data subject – Letter 1 of 2 
Write an initial letter to the data subject along the lines suggested in the 
Guidance Note. 

 

SECTION D - 15/16

https://www.lawsociety.ie/dataprotection


 
HOW TO PROCESS THE DATA ACCESS REQUEST 

 

1.   How should I search for data in relation to a data subject? 
 Conduct a search of electronic data – along the lines suggested by 

the Guidance Note. 
 

 Conduct a search of manual data – along the lines suggested by the 
Guidance Note remembering the important definition of “filing 
system”. 

 

2.   Is the person entitled to access the data in relation to another 
individual? 
Consider whether Article 15(4) of the GDPR applies to the data or where 
appropriate, documentation should be redacted to remove data relating to 
other individuals. 
 

 

3.   Do I hold personal data in relation to the data subject? 
 Refer to the definition of personal data contained in Article 4(1) of the 

GDPR – personal data “means any information relating to an identified 
or identifiable natural person („data subject‟); an identifiable natural 
person is one who can be identified, directly or indirectly, in particular 
by reference to an identifier such as a name, an identification number, 
location data, an online identifier or to one or more factors specific to 
the physical, physiological, genetic, mental, economic, cultural or 
social identity of that natural person”; 

 
 Could the data be interpreted as falling within the meaning of personal 

data? 
 

 Is the data a type of personal data to which access is restricted 
(e.g. containing an expression of opinion about the person)? 

 

4.   Is the data exempted from the right of access? – primarily, section 
162 and section 60 of the Data Protection Act 2018 
Is the data exempt from disclosure under any of the exemptions set out 
under the Data Protection Act 2018? For example, is the data covered by 
legal professional privilege or does it consist of a confidential expression of 
opinion about the requester etc?  

 

5.   Inform the data subject of the results of the processing of their data 
access request – letter 2 of 2 

 Write a second letter to the data subject, along the lines suggested 
in the Guidance Note 

 
 Note, informing them of the outcome of the process, without undue 

delay and within the one month time-frame (unless extended). 
 

 If a solicitor decides to refuse access, the letter should outline the 
reasons why the solicitor believes that the data subject should not be 
allowed to access the data and should also information the individual 
about their right to complain to the Data Protection Commission 
about the refusal or seek judicial remedy 
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DOYLE & COMPANY LLP
Computer Backup Policy

Date of current issue:

Date of next review:

Confidentiality level: Those involved in Computer 
Backup

Distribution list
                       All [Firm Name] employees.

Signoff list

Name Signature

1         Introduction

It is the Practice policy that all programs and data are backed up daily 
to ensure that if there is a system failure that loss of information, time 
and resources are kept to a minimum.
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2 Frequency and Timing of Backups

• A full back up of Practice data and programs held on the server 
is taken every day.

• The backup is scheduled to run automatically at [time] daily.
• A separate backup routine will be required for any items not 

stored on the network server.

3 Backup Rota

         [Insert name of staff member] and [deputy] are responsible for:
1. Changing tapes: inserting tape at close of day and removal of 

tape first thing in the morning, from the backup unit
2. Storing the backup tapes
3. Checking the backup has been successful
4. Managing a backup failure
5. Maintaining the backup log.

The rota should include clear deputising arrangements for cover in the 
event of staff absence (both planned and unplanned).

4 Verification of Backup Status 

The designated member of staff must check the backup status on the 
system first thing each morning and report any failures to the practice 
manager and system supplier.

5 Backup Log

A daily backup log (see attached example) is issued to keep a report of 
backups, their status, which tapes are used and housekeeping of the 
backup system.  These logs are stored in [specify location].

6 House-keeping of the Backup System

Regular maintenance of the backup device is carried out to ensure it is 
kept in good working order.

Cleaning tapes are used in accordance with manufacturer’s 
instructions. Tape drives should be cleaned monthly or more often if 
the cleaning light is illuminated.

7 Managing Backup Failure

In the event of an unsuccessful backup, the staff responsible for 
checking the backup must immediately:
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1. Note any messages / information on the server monitor
2. Contact the relevant member of staff to report the failure
3. Record the failure in the backup log and any actions taken as a 

result
4. Clean the tape drive using the manufacturer’s recommended 

cleaning cartridge
5. Check the age of the tape used.  Destroy tape and replace if 

near or over its age limit
6. If the backup fails repeatedly, it may be necessary to perform a 

manual backup. This takes time, and must be performed when 
all users are logged out.

8 Storage of Backup Tapes

The backup tapes when removed from the server are stored securely 
in a locked fire-proof media safe in [specify location] at the Practice.

Every [specify day(s) of the week] the tape is taken off-site when 
removed from the server and stored in a fire-proof media safe at [name 
of custodian: b.  At the same time, the tape deposited [two or three] 
weeks previously will be collected and returned to the Practice media 
safe for reuse the following week.  A spare key / combination to the 
Practice media safe is stored at the off-site location.

9 Validation of Backup Tapes

IT Manager validates a backup tape every 3 month.  As part of this 
process they will check to ensure data can be fully restored from the 
tape.

10 Management of Tapes

Tapes are clearly labelled with a [number or day of the week] and used 
in strict rotation to ensure even wear and immediate identification of 
any problems with a specific tape.  

An example of a typical backup cycle:

All data is backed up to tape on a daily basis overnight Monday to 
Friday.  A cycle of three complete weeks tapes is used in rotation (15 
tapes).  Each month one tape is removed from the cycle and kept for 4 
months (4 tapes).  This means that a total of 19 tapes are required for 
this backup cycle.

Tapes must be replaced at the first sign of deterioration.  Tapes are 
labelled to show age, and date due for replacement, according to the 
manufacturer’s recommendations.

Old tapes are reformatted or physically disrupted so as to render any 
data on them unrecoverable.
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Tapes left in the server over the weekend are used three times instead 
of once a week.  This additional wear is taken into account when 
determining its replacement date

11. Cloud backup 
[Firm to include details of any cloud backup storage used by the 
practice.]  Under Article 28 of the GDPR , the firm, as data controller 
will be required to have a written contract in place with a data 
processor who is processing data on behalf of the controller. The cloud 
storage provider must be in a position to implement appropriate 
technical and organisational measures in such a manner that 
processing will mee the requirements of the GDPR and ensure the 
protection of the rights of the data subject. 
[Firm to confirm the location of the data and whether it is within the 
EEA]

DOYLE & COMPANY LLP
23 October 2021
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Appendix 1   Example Backup Log

Week 
Beginning

Day Drive 
Cleaned

Tape 
Inserted 
by

Date Tape 
No.

Tape 
Removed 
by

Date Location 
of tape

Backup 
Status 
(complete/Fail

Action 
taken 
where 
backup 
failed

Mon

Tue

Wed

Thurs

Fri

Sat

Sun
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DIGITAL & IT POLICY
Doyle & Company Solicitors

A). E-MAIL AND INTERNET POLICY

1). Introduction
The Company: Doyle & Company Solicitors
The purpose of the Internet and E-mail policy is to provide a framework to ensure 
that there is continuity of procedures in the usage of Internet and E-mail within 
the Company.  The Internet and E-mail system have established themselves as 
an important communications facility within the Company and have provided 
us with contact with professional and academic sources throughout the world. 
Therefore, to ensure that we can utilise the system to its optimum we have 
devised a policy that provides maximum use of the facility whilst ensuring 
compliance with the legislation throughout. Company E-mail and internet 
facilities are monitored on a regular basis. Excessive or inappropriate use of these 
facilities will result in disciplinary action, up to and including dismissal. 

2). Internet
Where appropriate duly authorised staff are encouraged to make use of the 
Internet as part of their official and professional activities. Attention must be paid 
to ensuring that published information has relevance to normal professional 
activities before material is released in the Company name.  Where personal 
views are expressed a disclaimer stating that this is the case should be clearly 
added to all correspondence. The intellectual property right and copyright must 
not be compromised when publishing on the Internet. The availability and 
variety of information on the Internet has meant that it can be used to obtain 
material reasonably considered to be offensive. The use of the Internet to access 
and/or distribute any kind of offensive material, or non-related employment 
issues, leave an individual liable to disciplinary action which could lead to 
dismissal.  These provisions apply to internet usage on Company mobile phones 
also. 

3).  E-Mail
The use of the E-mail system is encouraged, as is appropriate use of the facilitates 
efficiency. Used correctly it is a facility that is of assistance to employees. 
Inappropriate use however causes many problems including distractions, time 
wasting and legal claims. The procedure sets out the Company’s position on the 
correct use of the E-Mail system. 

4).   Procedures – Authorised Use.

a) Unauthorised or inappropriate use of the E-Mail system may result in 
disciplinary action which could include summary dismissal. 
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b) The E-Mail system is available for communication and matters directly 
concerned with the legitimate business of the Company. Employees 
using the E-Mail system should give particular attention to the 
following points:

(i)       All E-Mail messages comply with Company communication 
standards.

(ii)       E-Mail messages and copies should only be sent to those for 
whom they are particularly relevant.

(iii) E-Mail should not be used as a substitute for face to face 
communication or telephone contact. Flame mails (i.e. E-Mails 
that are abusive) must not be sent. Hasty messages sent without 
proper consideration can cause upset, concern or 
misunderstanding.

(iv) If E-Mail is confidential the user must ensure that the necessary 
steps are taken to protect confidentiality. The Company will be 
liable for infringing copyright or any defamatory information 
that is circulated either within the Company or to external users 
of the system. 

(v)       Offers or contracts transmitted by E-Mail are as legally 
binding on the Company as those sent on paper. 

c. The Company will not tolerate excessive use of the E-Mail/Internet 
system for personal use for unofficial or inappropriate purposes, including:-

(i)       Any messages that could constitute bullying, harassment or other 
detriment. 

(ii)       Personal use where this interferes with work (e.g. social invitations, 
personal messages, blogging, jokes, cartoons, downloading 
music/films/clips chain letters, buying or selling of goods, accessing 
social networking sites or other private matters.)

(iii) Use of social networking sites during your working hours is strictly 
forbidden. Due to the lack of confidentially of these sites contact with 
clients/customers or their employees outside your working hours 
must not refer to Doyle & Company Solicitors or discuss business 
related to Doyle & Company Solicitors. Failure to abide by this policy 
may lead to disciplinary action which could result in your dismissal 
depending on the seriousness of the breach. 

(iv) On-line gambling.
(v)       Accessing or transmitting pornography.
(vi) Transmitting copyright information and/or any software available to 

the user. 
(vii) Posting confidential information about other employees, the Company 

or its customers or suppliers. 
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5) Monitoring
We reserve the right to monitor all e-mail/internet activity by you for the 
purposes of ensuring compliance with our policies and procedures and of 
ensuring compliance with the relevant regulatory requirements. This includes 
monitoring of any additional accounts you may be requested to set up for the 
purposes of performing your work tasks, which are subject to the same rules as 
your work email account.  Information acquired through such monitoring may 
be used as evidence in disciplinary proceedings. Monitoring your usage will 
mean processing your personal data. You may read more about the data we hold 
on you, why we hold it and the lawful basis that applies in the employee privacy 
notice. 

B). VIRUS PROTECTION PROCEDURES

In order to prevent the introduction of virus contamination into the software 
system the following must be observed: -

a) Unauthorised software including public domain software, magazine 
cover disks/CDs or Internet/World Wide Web downloads must not be 
used. Be conscientious of what you plug in to your computer. Malware can be 
spread through infected flash drives, external hard drives, and even 
smartphones.

b) All software must be virus checked using standard testing procedures 
before being used. 

c) Links - Always be careful when clicking on attachments or links in email. If 
it’s unexpected or suspicious for any reason, don’t click on it. Double check the 
URL of the website the link takes you to: bad actors will often take advantage of 
spelling mistakes to direct you to a harmful domain. 

d) Non-business browsing should be done at home. Sensitive browsing, 
such as banking or shopping, should only be done at home. 

C). STATEMENTS TO THE MEDIA

Any statements to reporters from newspapers, radio, television, etc. in relation to 
our business will be given only by Finnian Doyle or Caolán Doyle. 

D). USE OF SOCIAL NETWORKING SITES

Confidentiality is a key requirement of working at a solicitor’s office. Any work-
related issue or material that could identify an individual who is a 
customer/client or work, must not be placed on a social networking site. This 
means that work related matters, must not be placed on any such site at any time 
either during or outside of working hours and includes access via any computer 
equipment, mobile phone or PDA. A breach of confidentiality is considered gross 
misconduct and subject to the disciplinary procedures. 
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E). USE OF SOCIAL NETWORKING SITES FOR COMPANY BUSINESS

In may be a requirement of your role that you must use social networking sites 
to promote and further the development of the business. Any work or material 
created during your employment remains the property of the Company. Upon 
termination of your employment you will be required to turn over all contacts 
obtained via social media outlets and delete any profiles created by you during 
the course of your employment.  

F). ABUSE OF ANY SOCIAL NETWORKING PROFILES

The company takes its responsibility towards its employees very seriously, and 
in light of this all employees should be aware that it will be considered an offence 
to abuse another employee’s social networking profile on Company time, by 
using Company equipment, or which implicates the Company in any way. Abuse 
of social networking profiles is considered to be the posting of offensive 
comments, pictures, links or otherwise on any employee’s social networking 
profile/page. 

As an employee you should not access social networking sites during working 
hours, however, if accessing these pages on designated rest breaks or outside of 
working hours you should not put yourself in a position where your profile is 
susceptible to hacking by any employee. 

Any employee who is found to have abused any employee’s account may be in 
breach of the Company’s Harassment and/or Equality policies and may be 
subject to disciplinary action, up to and including dismissal. 

G) USE OF COMPUTER EQUIPMENT

In order to control the use of the Company’s computer equipment and reduce the 
risk of contamination the following will apply:-

a) The introduction of new software must first of all be checked and 
authorised by a nominated senior member of the Company before general 
use will be permitted.

b) Only authorised staff should have access to the Company’s computer 
equipment. 

c) Only authorised software may be used on any of the Company’s computer 
equipment. 

d) Only software that is used for business applications may be used.
e) No software may be brought onto or taken from the Company’s premises 

without prior authorisation. 
f) Unauthorised access to the computer facility will result in disciplinary 

action. 
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g) Unauthorised copying and/or removal of computer equipment/software 
will result in disciplinary action, such actions could lead to dismissal.

H) EMAILS 

Your business email account must comply with Company policy. 

The Company’s uniform signature and font that should be applied to all email 
accounts. Auto-archiving of emails should be set at 6 months.

Private mail may be sent care of our address, however this must be kept to a 
minimum and only where necessary. No private mail may be posted at our 
expense except in those cases where a formal re-charge arrangement has been 
made. 

I) COMPANY’S RIGHT OF ACCESS

Please note that we reserve the right and will exercise the right, when 
appropriate, to review, audit, intercept, archive, access and disclose all messages 
created, received or sent over the computer system. If requested, your are obliged 
to provide the Principle with all passwords for your computer system. 

J). TELEPHONE CALLS/MOBILE PHONES

Telephone are essential for our business. Personal telephone calls are allowed but 
you are requested to ensure that such calls are kept to a minimum. Personal 
mobile phone use should be kept to a minimum and must not disrupt your 
working time. 

K). EMAIL ACCESS ON MOBILE PHONES

Some employees will be allowed access emails from their mobile phone and the 
same rules in relation to use of emails applies.

In the event that the phone is lost or stolen or you feel it has been compromised, 
the Company must be notified immediately in order for the matter to be rectified 
and the appropriate measures carried out. 

Upon termination of your employment, you must delete your email account from 
your phone.
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CYBER SECURITY POLICY

Updated 12 January 2021

1. Always be careful when clicking on attachments or links in email. If 
it’s unexpected or suspicious for any reason, don’t click on it. Double 
check the URL of the website the link takes you to: bad actors will 
often take advantage of spelling mistakes to direct you to a harmful 
domain. 

2. Doyle & Co - Client Account details:

i)  to be exchanged by post/fax and 

ii) Double Verified by phone. 

Client Account details are not to be sent by email (unless the email is 
encrypted and as a last resort)

3. Details provided by client

Must always be double verified.

i) Ask for evidence of their bank account (i.e. top of their bank 
statement)

ii) You have to verify the details over the phone (on the number 
they initially gave us at instructions) before transferring funds.

4. Cash Accounts & Executor Accounts must be sent by post or if going 
by email by encrypted email.

- Just type “secure” at the start of your email

5. Non-business browsing should be done at home.

6. Sensitive browsing, such as banking or shopping, should only be done 
at home. 
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7. Be conscientious of what you plug in to your computer. Malware can 
be spread through infected flash drives, external hard drives, and even 
smartphones. Only take a USB from a client that you know and has 
verified his/her identity.

8. Be sure to monitor your accounts for any suspicious activity. If you see 
something unfamiliar, it could be a sign that you’ve been 
compromised. Contact Zenotec Support and CC Caolan.

Suspected Hack

9.. If you think your computer or emails may be compromised.

i) Take a screen shot of the suspected item or email.

ii) Contact Caolan Doyle (or Finnian Doyle)

iii) Notify Zenotec immediately. Forward the screenshot of the 
document or email to Zentoec.

iv) Log out of your email and all applications and unplug the 
computer.

v) Follow advices of Zenotec.

DOYLE & COMPANY LLP

Updated 23 August 2021
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This is an example of a Fraud Prevention Policy document 
which contains the key aspects to support an effective 
process which will serve to mitigate fraud risk.  It can be 
adapted by client firms / policy holders and it may also 
be of use to our broker clients in promoting a consistent 
approach to the management of fraud risk by their clients.  

Those who commit fraud, especially internet-enabled fraud, ensure their 
techniques are always changing so that their methods are as successful as 
possible, and they can evade detection and apprehension by law enforcement.  
As a result, this policy is suitably positioned to be agnostic of such rapid 
changes in modus operandi. However, it is still important that this policy is 
reviewed at least annually to ensure continuing applicability and effectiveness 
in reducing fraud risk for your business.

This document has been designed to cover a broad range of company sizes, 
and although much of the work has been done for you, it is unlikely that it will 
suit everyone without some adaptation.  You should consider the risks that are 
being addressed and the most suitable means of managing those risks within 
your practice.  When using QBE template documents, you should review them 
in their entirety and amend where necessary, to suit your own company size, 
structure, culture, and local legal/regulatory requirements.

Fraud Prevention Policy 
DOYLE & COMPANY 
LLP
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Key principles
Leading by example, Doyle & Company LLP will: 

• introduce appropriate measures to assess and minimise the risk of fraud;

• proactively monitor fraud alerts provided by local, national and global 
authoritative bodies and update staff promptly;

• use technology, processes, provide training, and promote awareness in order 
to detect fraud attempts;

• provide appropriate mechanisms for employees to voice their genuine 
concerns and protect those who do so; 

• adopt formal procedures to investigate fraud when it is suspected and refer 
cases of suspected fraud to the attention of the police and any regulators 
and work closely with them and external agencies to combat fraud.

Measures to minimise the risk of fraud
In order to maintain Doyle & Company LLP’s high standards, procedures 
and controls have been established to provide an environment which 
will minimise the opportunity for fraud. These procedures and controls help 
Doyle & Company LLP conduct its business in a manner beyond reproach. 
They establish the rules to which partners, directors and employees must 
adhere 
and are supported, as necessary, by detailed procedures which have been 
prepared for the key functions of Doyle & Company LLP.

Particular attention is paid to the application of effective fraud prevention 
controls in:

• new client screening (‘Know your Customer’ / KYC), applicable Anti-Money 
Laundering (AML) and other checks;

• accounts payable and reconciliation activities, including management of 
payees, interactions with Doyle & Company LLP’s bank(s) and secure use of 
online/mobile banking and payment facilities;

• ensuring the integrity of staff, especially those employed in client screening, 
financial duties and IT (where technical access levels raise fraud risk), with 
thorough background checks, monitoring of ongoing duties and work, and 
annual leave trends;
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• the use of information technology including secure email and file transfer 
and protection against a range of cyber threats;

• the notification of clients, counterparties and other third parties that the 
<organisation>’s banking details will not change;

Fraud risk management responsibilities
It is the responsibility of Partners, Directors and Managers to operate 
internal systems to ensure that high standards are applied and brought 
to the attention of their employees. Procedures are operated throughout 
Doyle & Company LLP to ensure: 

• a full understanding and communication to employees of secure practices 
required by banks and other payment providers;

• an adequate separation of duties (more than one employee being involved 
in key tasks where fraud might occur);

• proper authorisation procedures (transactions being approved appropriately 
regardless of hierarchy);

• independent monitoring and checking of data and documentation 
(checks and balances),

• the regular review of fraud prevention and risk management policy 
and procedures.

Audit and review
Doyle & Company LLP employs rigorous audits and reviews (both 
internal and external) to monitor compliance compliance with regulations 
and our own procedures, and undertakes a rolling programme of checks 
to detect, deter and prevent fraud and corruption. Monitoring systems and 
procedures are used to ensure that fraud prevention procedures are observed 
and remain appropriate and practical.
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Monitoring and detecting fraud
All staff must be provided with at least annual, but as needed, updates on 
fraud risk including but not limited to:

• an analysis of trends in fraud and those which are most applicable 
to Doyle & Company LLP;

• information on case studies designed to impart knowledge as to how 
the frauds were perpetrated;

• a description of the precursors and indicators of applicable frauds;

• a reminder of the monitoring, detection and reporting technologies 
and processes which staff must use.

Mechanisms for employees to voice concerns
Employees are vital to the successful implementation of measures 
against fraud. Doyle & Company LLP, therefore, encourages employees to 
report any concerns they have, without fear of being penalised. Normally, 
employees should raise such concerns with their line Managers, who have a 
responsibility to investigate and keep the Partners and/or Directors fully 
informed. However, other routes are available and employees are free to 
discuss the matter with any of the following:

• their Senior Partner, Partner or Director;

• the Managing Partner; 

• the <designated post>.

All concerns reported will be treated in confidence and fully investigated. If 
anonymity is requested, every effort will be made to ensure such confidentiality.  
The Manager, (Partner or Director) to whom the concerns are expressed will 
take prompt action and the employee will be notified quickly of any action 
taken. Where action is not considered appropriate, the employee will also be 
given a prompt and thorough explanation of the reasons for this. In the event 
of a disagreement, the employee will be advised how to pursue the matter 
formally.   Employees should be aware that, if a suspicion is reported and 
results in a prosecution or disciplinary hearing, their involvement as a witness in 
those processes may be necessary, unless other substantial reliable evidence 
is available.
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QBE European Operations 
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There is also a need to ensure that the investigative process is not misused. 
Therefore, any abuse, such as raising unfounded or malicious allegations, may 
be dealt with as a disciplinary matter in itself. This should not deter employees 
from raising genuine concerns (even if subsequently unfounded but made with 
good intent), as, in so doing, they will be supported in every possible way.

Procedures when a fraud is suspected
< Doyle & Company LLP> requires suspected irregularities to be referred 
to <name/designated post>. All reported irregularities will be thoroughly 
investigated. The normal sequence of events, should an irregularity be 
suspected, will be as follows: 

• If employees suspect an irregularity has occurred, or is likely to occur, they 
should normally report this to their line Manager who will in turn inform the 
appropriate Partner or Director (unless the concerns relate to that individual, 
in which case employees should refer direct to the <designated post>. 

• Should preliminary investigations suggest the suspicion is reasonable, the 
<designated post> should be informed, without delay.

• If the suspicions stem from an attempted contact by a client or supplier, 
including Doyle & Company LLPs bank, Police, regulator or other public or 
normally trustworthy source and there is any question as to the identity of 
such, the <designated post> will inform the appropriate Partner or Director.

• If the suspicions stem from an audit, the <designated post> will inform the 
appropriate Partner or Director. 

• Doyle & Company LLP should implement a method which advises their 
clients of their fraud prevention practice and which encourages them to report 
any concerns of fraud in relation to their dealings with the firm to the 
<designated post>.

• Where further investigations indicate an offence or loss may have occurred, 
the <designated post> will consult with the Partners. This may result in a 
decision to handle the matter according to Doyle & Company LLP's fraud 
reporting procedures and/or disciplinary procedures, to advise the regulators, 
Doyle & Company LLPs insurers and/or to involve the Police. 
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Doyle & Company LLP

Disaster Recovery/Business Continuity Plan

Aim of this plan

To prepare Doyle & Company LLP to cope with the effects of emergency or other 
disaster.

Objectives

• To enable the business to carry on functioning should the unexpected occur

• To set out a plan to ensure people know what is expected of them

• To set out who is responsible for a particular role or procedure

The maintenance of this plan is the responsibility of [Partner/Named Party].  This 
plan will be updated on a regular basis and includes the key details and actions 
needed to continue all business operations.

1. Business Continuity Manager

This section needs to include the name and contact details (including office, 
mobile and home contact telephone numbers) of the person responsible for 
this role.  

2. Business Continuity Team

The team comprises of the key decision makers within the business. Ideally, 
they should congregate at the designated contact point.  They will be 
responsible for authorising any variations to the continuity plan.  Again, this 
section needs to include the name and contact details (including office, mobile 
and home contact telephone numbers) for each member of the management 
team. 

3. Designated Contact Point/ Recovery Site

Should our normal business premises be un-useable for whatever reason, our 
initial designated contact point will be [NAMED PARTIES] home.  

An appropriate recovery site should be arranged as necessary, the location 
depending on the circumstances.  Staff should be relocated to this site as 
soon as possible.  State the location of what has been arranged or list 
potential locations.  These may be hotel, serviced office or other suitable 
venue.  
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4. Vital Records

This section includes details covering the following issues: -

• Disaster pack stored at [NAMED PARTIES] home
• Back up computer records stored at [LOCATION]
• Critical paper records stored at [LOCATION]

5. Staff Contact Details

Appendix A includes staff contact details.  A contact list highlights all first 
aiders. 

Set out in this section who is responsible for contacting which staff in the first 
instance, including a cascade plan if you have enough staff to make this 
necessary.  A record should be kept of any staff it has not been possible to 
contact.  

6. Key Contacts

See Appendix B

7. Critical Business Processes

This section needs to list examples of critical business processes which could 
be affected in the event of an incident.  This could include client related issues 
such as hearings, key dates, appointments, lodgement documents, financial 
transactions, payment of staff, payment of suppliers. {this section needs to be 
completed by each firm)

8. Incident Recovery Log

It is the [NAMED PARTIES] responsibility to maintain a recovery log (see 
Appendix C).  The purpose of this log is to track all decisions made and 
actions taken.

9. Activity Checklist

This checklist should be adapted depending on the precise circumstances.  
(All tasks will not always be needed):

• Evacuate premises if applicable and alert the emergency services

• Alert business continuity team

• Initiate recovery of disaster pack from offsite location

• Obtain essential items/records from offsite location
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• Agree with [NAMED PARTY] the recovery actions to be followed and 
implement the recovery action plan

• Establish immediate business needs and necessary actions

• Advise staff required to carry out actions to report to the designated 
point at an appointed time or to be available for briefing

• Advise all remaining staff to remain at home until they are contacted

• Notify the appropriate critical contacts

• Establish operations at the designated recovery point

• Re-establish telephones and IT/computers

• Contact landlord regarding property security, recovery of items, 
arrangements for returning etc

• Obtain authorisation for business recovery expenditure 

• Prepare amended cashflow forecasts

• Contact bank and accountant

• Make arrangements for payment of wages and bills

• Contact Insurers and arrange appropriate claims, checking what we 
can and cannot do

10.Rehearsals, Briefing and Training

This plan is available to all staff via [NAMED PARTY] and staff will be alerted 
when any significant changes are made.  New staff should be briefed as part 
of their induction.  All staff should be updated annually.  The plan should be 
rehearsed annually.

11.Threats
These may include one or a combination of: -

• Fire
• Flood
• Power cut
• Other utilities outage
• IT systems failure
• IT security breach
• Data breach 
• No or restricted access to premises 
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• Illness/ loss of key staff
• Terrorist attack
• Outbreak of disease/infection
• Disaster affected suppliers
• Disaster affected clients
• Loss of telecoms
• Other equipment failure

12.Preventative Action

The following actions have been prepared to minimise the effects of likely 
threats to include: -

• Computer systems/IT backup policy
• Health and Safety policy
• Insurance
• Storage arrangements for/copies of key documents and information
• Evacuation arrangements
• Regular fire drills
• Staff induction

13.Media Strategy
In the event of a disaster occurring in the firm that attracts media interest, 
[insert name] will coordinate with the media and will work according to 
previously approved guidelines for dealing with post disaster communication.
The main aim will be to – 

1. Avoid adverse publicity;
2. Take advantage of opportunity for useful publicity;
3. Have answers to the following basis questions – 

• What happened?
• How did it happen?
• What is the firm now going to do about it?

14.Appendices 

A – Staff Contact List

This should include a list of: -

• Staff, office telephone, mobile telephone, email, home address and 
home telephone.

• List of first aiders
• Organisational chart

B – Key Contact List

Add company and contact name telephone number, postal and email 
addresses for - e.g. -
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• IT providers including emergency out of hours contact details
• Accountants
• Landlord
• Insurance company 
• Utility suppliers
• Telephones
• Key suppliers
• Key clients

C – Recovery Log 

Doyle & Company LLP
23 October 2021
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Appendix A - Staff Contact List 

• Staff, office telephone, mobile telephone, email, home address and 
home telephone.

• List of first aiders
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Appendix B – key contact list 

Add company and contact name telephone number, postal and email 
addresses for - e.g. -

• IT providers
• Accountants
• Landlord
• Insurance company 
• Utility suppliers
• Telephones
• Key suppliers
• Key clients
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Appendix C – Recovery Log 

To track all decisions made and actions taken
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Doyle & Company LLP

Electronic Banking Policy and Best Practice Procedural Guidelines

In February 2012, the European Legislator adopted EU Regulation No. 260/2012 which 
established 1st February 2014 as the mandatory deadline for migration to SEPA for 
electronic payments in countries where euro is the domestic currency (i.e. the Republic of 
Ireland). This deadline was extended to the 31st of March 2014. 

In 2015 the Single Euro Payment Area (SEPA) initiative has been adopted domestically and 
internationally and allows users to make a non-urgent (non-same day) euro credit transfer to 
any account or execute a euro direct debit on any account in SEPA that is reachable for 
national payments or debits that day. 

When making a domestic transfer by direct debit or credit transfer, BIC (Bank Identifier 
Code) and IBAN (International Bank Account Number) have replaced National Sort Code 
(NSC) and Account Number as the main payment identifiers for all SEPA payments.

You can find your BIC & IBAN information on the top right hand corner of your business 
account bank statement. Existing domestic beneficiaries/payees in e-banking will have been 
converted to BIC and IBAN on your behalf by your bank at this stage.

Electronic Banking is now increasingly used as a payment tool in law firms.  In this regard, 
the setting of internal controls will be imperative for all businesses small, medium or large.  
The same internal controls implemented in the firm that are applicable to manual banking 
transactions should apply for e-banking transactions, at a minimum.  

Law firms face considerable risks with regard to paying money out to third parties and 
beneficiaries and it is very important that they take as many precautions as they can in order 
to mitigate these risks.  Where possible dual authorisation should be in place so that two 
people are involved in both setting up and making payments in e-banking.  

Best Practice Internal Controls

1. Assigning of rights

The assigning of rights to electronic banking administrators and users is the first 
critical step. This is where the controls and payment limits are set. Ideally a minimum 
of two administrators / users should be set-up one of which should be an authorised 
signatory e.g. a principal or partner. 

2. Setting up a Beneficiary: 

When creating a beneficiary in e-banking it is crucial to ensure that the correct bank 
account is assigned to the correct beneficiary.  Verification of the correct beneficiary 
is not always carried out by banks and should not be relied upon.  The account 
number and sort code of the beneficiary has now been replaced with a BIC and IBAN 
code.  
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• The bank account details should be communicated by the payee on formal 
headed note paper where possible or if emailed they should not be contained 
in the body of the email.

• Administrator / User 1 sets up the account in e-banking. 

• Administrator and Authorised Signatory / User 2 approves the beneficiary, 
ensuring the correct bank account details are assigned to the correct 
beneficiary. 

• Once the first payment is made, a follow up phone call should be made to the 
beneficiary to confirm the safe receipt of the funds.

3. Making a payment: 

• Ensure that there are cleared funds in the client account prior to making the 
payment.

• Ensure that typed written instructions are received to include the name of the 
third party to whom payment is being made and all relevant bank account 
details of the payee.

• User 1, with the approved invoice / cheque requisition to hand, inputs the 
value to be paid. A payment date can often be specified.  

• User 2 should authorise the payment, checking the value back to the invoice / 
documentation.

4. Physical Security: 

Do not share Digi passes / Fobs or Pin codes. These physical means of security 
should be locked away in the firm’s safe at the end of each day as was done with 
cheque books and cheque stationery in the past.   

Any separate handheld electronic devices that form part of the banking system (i.e. 
devices that provide unique transaction codes for subsequent input to the computer 
system) should be securely stored under lock and key.

5. Passwords: 

All passwords / user names / codes must not be stored within the office environment 
to prevent unauthorised individuals from accessing them. Passwords should be 
memorised and destroyed rather than stored where they could be accessed.

Passwords / user names / codes should be confidential; therefore they must never be 
shared between individual users. They should be unique and individual to named 
authorised users of the Electronic Banking System.
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Passwords / user names / codes should be changed regularly. They should 
automatically lapse after the expiration of a given time period e.g. 90 days. This will 
automatically require them to be changed.

6. Other safeguards: 

The firm should incorporate into the terms and conditions of the engagement letter 
and/ or Section 68(1) letter the responsibility of the recipient of funds to provide the 
correct client and other third party bank account details.

Ensure that anti-virus software is in place and up to-date and that a firewall and/or 
other appropriate network safety security safeguards are in place.

Online payments should be made from within the office to avail of the network safety 
security safeguards in place.

Ensure a receipt or acknowledgment of receipt of payment is obtained from 
clients/third parties and retained on file.

Ensure that online payments are authorised by the principal or one or more of the 
partners with appropriate supporting documentation.

Are all instructions subject to authentication by the employee receiving the request by 
one of the following:-

a. Making a call back to the requestor using a predesignated telephone number 
that is held on file for the purpose of call back.

b. Verifying that the requestor has the authority to make such instruction.

c. Prior to payment of request being actioned, ensuring supporting 
documentation of the payment transfer request is provided.

d. Verifying that any signature provided on any written instruction or 
telefacsimile matches that held on file.

e. For email instructions verifying the requestors work email address has been 
used.

f. For telex or telefacsimile, ensuring the test key/algorithm matches that held 
on file.

With respect to vendors/suppliers all requests for payment should be subject to 
verification that such vendor/supplier is owed such funds.

Prior to payment, payment details should be verified with the supplier with those 
held on file.

Notify the bank, without delay, in the event of any suspicious online activity.
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The firm should consider putting in place an insurance policy to cover theft and 
possible online fraud.

Take a printout (from the banking online system) of the transaction at the time of 
making the payment.

Retain all subsequent correspondence relating to the payment on file, e.g. 
outward payment advice note.

Ensure that the correct bank account is chosen to make the payment from. 

Ensure regular staff training is provided to all staff and that up to date best 
practice guidelines are followed.  

Note: As part of the National Payments Plan, Government Departments/Offices, Local 
Authorities and State Agencies will no longer use cheques in their dealings with businesses. 
This is to encourage Small and Medium Sized Enterprises to migrate from cheque usage to 
electronic payment methods. A shift to electronic as a preferred method of payment will 
result in reduced costs and improved cash-flow for the overall business sector.

As part of best practice standards firms are encouraged to use electronic banking in the 
legal transaction as much as possible i.e. in conveyancing, litigation etc. It would reduce the 
time it takes to complete transactions which would increase client satisfaction and 
profitability for the firm. 

Doyle & Company LLP
23 October 2021
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Doyle & Company LLP
Bank Transfer Policy:

1. It is Doyle and Company’s policy to pay sums due to the client by way of 
cheque.  With the rise of cyber crime this is the safest form of payment and it’s 
Doyle and Company’s policy to pay by cheque unless instructed to do 
otherwise. 

2. If you request to be paid by way of Electronic Transfer, Doyle and Company 
will not be liable for any loss arising from a cause beyond the company’s 
control, unless caused by the Company’s wilful default.  You will also be 
liable for any associated bank charges.

3. The customer must ensure all instructions contain the correct account number 
or International Bank Account number (“IBAN”) as required by the 
Company.  The omission of the required number or IBAN, or inclusion of an 
incorrect number or IBAN, may result in delay or loss and the bank and the 
company cannot be responsible for same.  The Company is not responsible for 
checking the Beneficiary name or other account details.  The Company will 
not be liable for acting on an instruction if it is ambiguous, incomplete or 
inaccurate.  

4. Given the rise of email scams we will not accept Bank Account details by 
email if you wish to be paid by Electronic Transfer and you must attend the 
office personally with your identification and provide us with the account 
details noted on a piece of paper. 

5. Keeping our clients monies safe is paramount and of the fundamental values 
of Doyle and Company Solicitors being in the practice for 35 years and our 
policies are followed strictly and formulated of keeping our clients monies 
safe.  Please note that staff members will not be allowed to deviate from these 
policies and if you have any issue with the policy please direct your 
complaints to Mr. Caolán Doyle. 

February 2018
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Doyle and Company LLP Policy of Payments to Beneficiaries 
on the Administration of a Deceased Persons Estate

1. It is Doyle and Company’s policy to pay sums due to Beneficiaries by way of cheque.  
Cheques will be made out in the names of the various beneficiaries only and will be 
given to the Executor through disperse.  If the Executor requests that the cheques are 
sent to the address of the Beneficiaries, the executor must provide the Company with 
the names and addresses of the various Beneficiaries.  With the rise of cyber-crime 
this is the safest form of payment and it is Doyle and Company’s policy to pay by 
cheque unless instructed to do otherwise. 

2. If you request to be paid by way of Electronic Transfer, Doyle and Company will not 
be liable for any loss arising from a cause beyond the company’s control, unless 
caused by wilful default. You will also be liable for any associated bank charges.

3. The customer must ensure all instructions contain the correct account number or 
International Bank Account number (“IBAN”) as required by the Company.  The 
omission of the required number or IBAN, or inclusion of an incorrect number or 
IBAN, may result in delay or loss and the bank and the company cannot be 
responsible for same.  The Company is not responsible for checking the Beneficiary 
name or other account details.  The Company will not be liable for acting on an 
instruction if it is ambiguous, incomplete or inaccurate.  

4. Doyle and Company will only accept the Beneficiaries Bank details from the 
Executor.  If the Beneficiary requires to be paid by electronic transfer, the Executor / 
Executrix must attend the office with the Bank details noted on a piece of paper and 
produce identification.  

5. Keeping our clients monies safe is paramount and of the fundamental values of 
Doyle and Company Solicitors being in the practice for 35 years and our policies are 
followed strictly and formulated of keeping our clients monies safe.  Please note that 
staff members will not be allowed to deviate from these policies and if you have 
any issue with the policy please direct your complaints to Mr. Caolán Doyle. 

February 2018
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Doyle & Company LLP
Cheque Writing & Electronic Transfer (ET) Policy 

Updated 25 Nov 2020

The following policies to be followed when transferring funds.

1. Cheque Requesters must provide accounts with the 
following when sending a cheque request.

2. Cheque Writer to require sight of these documents before 
signing cheque or ET request.

Purchase 
1. Cash Account.
2. BCL Printout 
3. Original evidence of bank details

-  bank statement or Headed Paper or attached to 
contract.

4. Signature from Solicitor that details have been double 
verified by phone.

Probate (Payment of Funds to client)
1. Executors Account signed by client and solicitor.
2. A/c Account
3. ET request - Original letter from client with bank details or 

original bank statement or Signature from Solicitor that 
details have been double verified by phone. 

Sale (Closing)
1. Cash Account
2. BCL Print out.
3. Redemption Statement.
4. ET request - Original Headed Paper (or Fax or attached to 

contract) of Bank Details.

Sale (Payment of Funds to client)
1. Cash Account.
2. BCL Print out.
3. ET request - Original letter from client with bank details or 

original bank statement or Signature from Solicitor that 
details have been double verified by phone. 
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ELECTRONIC TRANSFER FOR CLOSING PURCHASE POLICY

TO: All Staff

FROM: Finnian & Caolan

DATE: 2 January 2021

FILE REF: MIS001/4225/CD/

RE: OPD - Office Policy & Procedures - 

The following policies to be followed when transferring funds.

1. EFT or Cheque Requesters must provide accounts with the following when sending a 
cheque/EFT request.

2. Cheque or EFT Writer to require sight of these documents before signing cheque or EFT 
request.

Document Included

1. Cash Account i) Fee Earner Client
                 ii) Accounts

                 iii) Client
2. Account Ledger

3. Document Schedule (in Word)

4. Undertakings logged on Keyhouse

If paying by EFT

5. AIB Same Day Value Form
6. Evidence of Bank Details (i.e. headed 

letter or contract)
7. Fee Earners Signature that details 

Double Verified
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DOYLE & COMPANY LLP

CASH ACCOUNT 
with

[CNT:Name][SYS:iif(LCN:ClNameCon='', '', ' and ')][LCN:ClNameCon#01]
Property: [UDF:PropertyDesc]

Our Ref: [MAT:FECode]/[MAT:Code]

BREAK DOWN OF CLOSING FUNDS

Purchase Price 
Less Booking Deposit paid

Less Contract Deposit Paid 
Balance €0.00

Plus service charges apportionment 
Plus Local Proeprty Tax apportionment 
Total amount due to vendors on closing €0.00

Less mortgage funds 
Balance to complete €0.00

Plus Legal Costs and Outlay 
Stamp Duty 

Total  amount due from client to complete €0.00

DOYLE & COMPANY CASH ACCOUNT

Received Out In
Funds from clients for contract deposit

Loan funds received from lender

Funds from client to complete 0.00
Disbursements 

Paid Contract Deposit to Vendor's Solicitor
Paid Balance funds to Vendor's Solicitor
Paid Doyle & Company Costs and Outlay

Paid Stamp Duty
Stamp Duty 

€0.00 0

I agree to the amounts outlined above:   __________________
[CNT:Name]

SYS:CON:Name] Solicitors ________________
Date: [DATE:Today]
Our Ref: [MAT:FECode]/[MAT:Code] ___________________

SECTION F - 10/23



ELECTRONIC TRANSFER FOR CLOSING SALE POLICY

TO: All Staff

DATE: 2 January 2021

FILE REF: MIS001/4225/CD/

RE: OPD - Office Policy & Procedures - 

The following policies must be followed: 

1. Funds request made through keyhouse only. Emails will not be accepted.
2. Funds Requesters must provide accounts with the below documents.
3. Cheque Writer requires sight of these documents before signing funds request.

Document Included

1. Cash Account Signed by i) Fee Earner
                 ii) Accounts 

                 iii) Client 
2. Account Ledger

3. Lender Redemption Statement

4. Undertakings Logged on Keyhouse

If paying by EFT

5. AIB Same Day Value Form 

6. Evidence of Bank Details (i.e headed 
letter or contract)

7. Fee Earners Signature that details 
Double Verified
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DOYLE & COMPANY LLP
SALE CASH ACCOUNT

with
CLIENT: [CNT:Name][SYS:iif(LCN:ClNameCon='', '', ' and ')][LCN:ClNameCon#01]

SALE OF: [UDF:PropertyDesc]
Our Ref: [MAT:FECode]/[MAT:Code]

BREAKDOWN OF FUNDS

Sale Price 
Less Deposit Held By Estate Agent 

Balance €0.00
Plus Local Property Tax apportionment 

Total Sale Proceeds €0.00
Less Legal Fees and Costs to Doyle & Company 

Less Mortgage Redemption
Less Repayment of LPT

Less Repayment of NPPR
Balance €0.00

Plus Auctioneers Refund 
Total Sale Proceeds due to client €0.00

DOYLE & COMPANY CASH ACCOUNTS

I agree to all amounts outlined above  : ______________________
[CNT:Name]

[SYS:CON:Name] Solicitors _______
Date: [DATE:Today] ___________

Our Ref: [MAT:FECode]/[MAT:Code] _

Received Out In
Deposit from Purchasers Solicitor

Balance Closing Funds from Purchasers Solicitor
LPT from Purchasers Solicitor

Disbursements 
Paid Lender to Redeem Mortgage

Paid Local Property Tax
Paid NPPR

Less Legal Fees and Costs to Doyle & Company 

Balance to Client €0.00
€0.00 0
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ELECTRONIC TRANSFER FOR CLOSING SALE POLICY

TO: All Staff

DATE: 2 January 2021

FILE REF: MIS001/4225/CD/

RE: OPD - Office Policy & Procedures - 

The following policies must be followed: 

1. Funds request made through keyhouse only. Emails will not be accepted.
2. Funds Requesters must provide accounts with the below documents.
3. Cheque Writer requires sight of these documents before signing funds request.

Document Included

1. Cash Account Signed by i) Fee Earner
                 ii) Accounts 

                 iii) Client 
2. Account Ledger

3. Lender Redemption Statement

4. Undertakings Logged on Keyhouse

If paying by EFT

5. AIB Same Day Value Form 

6. Evidence of Bank Details (i.e headed 
letter or contract)

7. Fee Earners Signature that details 
Double Verified
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DOYLE & COMPANY
SALE CASH ACCOUNT

with
CLIENT: [CNT:Name][SYS:iif(LCN:ClNameCon='', '', ' and ')][LCN:ClNameCon#01]

SALE OF: [UDF:PropertyDesc]
Our Ref: [MAT:FECode]/[MAT:Code]

BREAKDOWN OF FUNDS

Sale Price 
Less Deposit Held By Estate Agent 

Balance €0.00
Plus Local Property Tax apportionment 

Total Sale Proceeds €0.00
Less Legal Fees and Costs to Doyle & Company 

Less Mortgage Redemption
Less Repayment of LPT

Less Repayment of NPPR
Balance €0.00

Plus Auctioneers Refund 
Total Sale Proceeds due to client €0.00

DOYLE & COMPANY CASH ACCOUNTS

I agree to all amounts outlined above  : ______________________
[CNT:Name]

[SYS:CON:Name] Solicitors _______
Date: [DATE:Today] ___________

Our Ref: [MAT:FECode]/[MAT:Code] _

Received Out In
Deposit from Purchasers Solicitor

Balance Closing Funds from Purchasers Solicitor
LPT from Purchasers Solicitor

Disbursements 
Paid Lender to Redeem Mortgage

Paid Local Property Tax
Paid NPPR

Less Legal Fees and Costs to Doyle & Company 

Balance to Client €0.00
€0.00 0
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ELECTRONIC TRANSFER FOR CLOSING SALE POLICY

TO: All Staff

DATE: 2 January 2021

FILE REF: MIS001/4225/CD/

RE: OPD - Office Policy & Procedures - 

The following policies to be followed when transferring funds.

1. Cheque or EFT Requesters must provide accounts with the following when 
sending a cheque or EFT request.

2. Cheque Writer to require sight of these documents before signing cheque or EFT 
request.

Document Included

1. Cash Account Signed by i) Fee Earner
                 ii) Accounts 

                 iii) Client 
2. Account Ledger

3. Lender Redemption Statement

4. Undertakings Logged on Keyhouse

If paying by EFT

5. AIB Same Day Value Form 

6. Evidence of Bank Details (i.e headed 
letter or contract)

7. Fee Earners Signature that details 
Double Verified
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DOYLE & COMPANY
SALE CASH ACCOUNT

with
CLIENT: [CNT:Name][SYS:iif(LCN:ClNameCon='', '', ' and ')][LCN:ClNameCon#01]

SALE OF: [UDF:PropertyDesc]
Our Ref: [MAT:FECode]/[MAT:Code]

BREAKDOWN OF FUNDS

Sale Price 
Less Deposit Held By Estate Agent 

Balance €0.00
Plus Local Property Tax apportionment 

Total Sale Proceeds €0.00
Less Legal Fees and Costs to Doyle & Company 

Less Mortgage Redemption
Less Repayment of LPT

Less Repayment of NPPR
Balance €0.00

Plus Auctioneers Refund 
Total Sale Proceeds due to client €0.00

DOYLE & COMPANY CASH ACCOUNTS

I agree to all amounts outlined above  : ______________________
[CNT:Name]

[SYS:CON:Name] Solicitors _______
Date: [DATE:Today] ___________

Our Ref: [MAT:FECode]/[MAT:Code] _

Received Out In
Deposit from Purchasers Solicitor

Balance Closing Funds from Purchasers Solicitor
LPT from Purchasers Solicitor

Disbursements 
Paid Lender to Redeem Mortgage

Paid Local Property Tax
Paid NPPR

Less Legal Fees and Costs to Doyle & Company 

Balance to Client €0.00
€0.00 0
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32964
MEMO

PROBATE TRANSFERS

TO: All Staff

DATE: 5 February 2021

FILE REF: MIS001/4225/CD/

RE: OPD - Office Policy & Procedures

Executors Account

i) Must be done on excel.
ii) Must be reviewed and approved by Fee Earner.
iii) Must be reviewed and approved by Accounts.
iv) Must be signed by the client(s).

Funds Requisitions

The following policies to be followed when transferring funds.

1. EFT or Cheque Requesters must provide accounts with the following when sending a funds 
request.

2. Partner to be given these documents before signing cheque or ET request.

Required Documents Included

1. Executors Account (On excel)
- Signed by i) Fee Earner

                 ii) Accounts
                 iii) Client

2. Account Ledger

If paying by ET

3. Evidence of Bank Details (i.e. 
headed letter or contract)

4. Fee Earners Signature that details 
Double Verified

5. AIB Same Day Value Form
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The Estate of [CAN:Name.Deceased#01] (Deceased)
Late of [CAN:LinearAddress.Deceased#01]
Executors AccountOur Ref: [MAT:FECode]/[MAT:Code]

Incoming Funds€ OUT € IN

Bank A 20000
Bank B 500
TOTAL INCOME 20500

DISBURSMENTS
Doyle & Company Fee Note (attached)600
Funeral 600
TOTAL DISBURSMENTS 1200
Residue 19300

RESIDUAL BENEFICIARIES
Child 1 #DIV/0!
Child 2 #DIV/0!
Child 3 #DIV/0!
I hereby approve the above Executors Account
Dated this day of 202
Signed: ____________________________________

[CNT:Name] LCN:ClNameCon#01]

[SYS:CON:Name] Solicitors _______________
Date: [DATE:Today]
Our Ref: [MAT:FECode]/[MAT:Code] ________________

SECTION F - 18/23



ELECTRONIC TRANSFER FOR CLOSING PURCHASE POLICY

TO: All Staff

FROM: Finnian & Caolan

DATE: 2 January 2021

FILE REF: MIS001/4225/CD/

RE: OPD - Office Policy & Procedures - 

The following policies to be followed when transferring funds.

1. EFT or Cheque Requesters must provide accounts with the following when sending a 
cheque/EFT request.

2. Cheque or EFT Writer to require sight of these documents before signing cheque or EFT 
request.

Document Included

1. Cash Account i) Fee Earner Client
                 ii) Accounts

                 iii) Client
2. Account Ledger

3. Document Schedule (in Word)

4. Undertakings logged on Keyhouse

If paying by EFT

5. AIB Same Day Value Form
6. Evidence of Bank Details (i.e. headed 

letter or contract)
7. Fee Earners Signature that details 

Double Verified
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DOYLE & COMPANY

CASH ACCOUNT 
with

[CNT:Name][SYS:iif(LCN:ClNameCon='', '', ' and ')][LCN:ClNameCon#01]
Property: [UDF:PropertyDesc]

Our Ref: [MAT:FECode]/[MAT:Code]

BREAK DOWN OF CLOSING FUNDS

Purchase Price 
Less Booking Deposit paid

Less Contract Deposit Paid 
Balance €0.00

Plus service charges apportionment 
Plus Local Proeprty Tax apportionment 
Total amount due to vendors on closing €0.00

Less mortgage funds 
Balance to complete €0.00

Plus Legal Costs and Outlay 
Stamp Duty 

Total  amount due from client to complete €0.00

DOYLE & COMPANY CASH ACCOUNT

Received Out In
Funds from clients for contract deposit

Loan funds received from lender

Funds from client to complete 0.00
Disbursements 

Paid Contract Deposit to Vendor's Solicitor
Paid Balance funds to Vendor's Solicitor
Paid Doyle & Company Costs and Outlay

Paid Stamp Duty
Stamp Duty 

€0.00 0

I agree to the amounts outlined above:   __________________
[CNT:Name]

SYS:CON:Name] Solicitors ________________
Date: [DATE:Today]
Our Ref: [MAT:FECode]/[MAT:Code] ___________________
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32964
MEMO

PROBATE TRANSFERS

TO: All Staff

DATE: 5 February 2021

FILE REF: MIS001/4225/CD/

RE: OPD - Office Policy & Procedures

The following policies must be followed: 

Executors Account

i) Must be done on excel.
ii) Must be reviewed and approved by Fee Earner.
iii) Must be reviewed and approved by Accounts.
iv) Must be signed by the client(s).

Funds Requisitions

1. Funds Requesters must provide accounts with the following when sending a funds request.
2. Funds request made through keyhouse only. Emails will not be accepted.
3. Partner to be given these documents before signing cheque or ET request.

Required Documents Included

1. Executors Account (On excel)
- Signed by i) Fee Earner

                 ii) Accounts
                 iii) Client

2. Account Ledger

If paying by ET

3. Evidence of Bank Details (i.e. 
headed letter or contract)

4. Fee Earners Signature that details 
Double Verified

5. AIB Same Day Value Form
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The Estate of [CAN:Name.Deceased#01] (Deceased)
Late of [CAN:LinearAddress.Deceased#01]
Executors AccountOur Ref: [MAT:FECode]/[MAT:Code]

Incoming Funds€ OUT € IN

Bank A 20000
Bank B 500
TOTAL INCOME 20500

DISBURSMENTS
Doyle & Company Fee Note (attached)600
Funeral 600
TOTAL DISBURSMENTS 1200
Residue 19300

RESIDUAL BENEFICIARIES
Child 1 #DIV/0!
Child 2 #DIV/0!
Child 3 #DIV/0!
I hereby approve the above Executors Account
Dated this day of 202
Signed: ____________________________________

[CNT:Name] LCN:ClNameCon#01]

[SYS:CON:Name] Solicitors _______________
Date: [DATE:Today]
Our Ref: [MAT:FECode]/[MAT:Code] ________________
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CONVEYANCING FULL CLOSING POLICY

TO: All staff

FROM: Finnian & Caolan

DATE: 2 January 2021

FILE REF: MIS001/4225/CD/

RE: OPD - Office Policy & Procedures

Full Closing

We have to change our closing policy to address a number of issues:

i) Release of Undertakings – Putting the registration and return of title on the back 
burner means we have an inflated amount of undertakings open to the bank , 
increasing the level of PI insurance. 

ii) Delay in payment of stamp duty – leaving the payment of stamp duty until after 
the day of closing leaves us open to human error that the 40 days will pass and 
interest/surcharges occur.

A Full closing means we don’t just close the transaction to the point the client gets the keys, we 
also bring the file to the point for its practically closed from the office’s perspective. 

New Full Closing Policy means we do all of the following on the day of closing:

i) Close the purchase.
ii) Pay the stamp duty.
iii) Send transfer to land registry.
iv) Prepare schedule for returning deeds to bank.

- To do this we must ask the vendor to send the document schedule in word by 
email. We have entered this in the req 44 to remind you.

We will be ensuring compliance at fee earner meetings that we will be doing each Monday 
morning.

DOYLE & CO LLP
2/1/20
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MEMO

TO: All
FROM: Caolan
DATE: 25 January 2021 (amended 22 Sept 21)
FILE REF: MIS001/4225/CD/ OPD - Office Policy & Procedures
RE: Labelling Post and Attaching Emails Policy

Hi all incoming post and emails must be attached correctly.

The type of correspondence should be set out first a followed by “re” and followed by the subject.

Examples are as follows:

Correspondence.

• Letter to Ryan Solicitors 22 May 21 re access
• Letter from Ryan Solicitors 12 Dec 21 re Christmas Access
• Email from client re fees.
• Email to client re fees

Advice on Proofs
• Advices from Alannah McGurk BL dated 25 Jan 21

Conveyancing

• Contracts for Sale.
• Loan offer from Bank of Ireland
• Land Registry Compliant Map
• Deed of Transfer dated 22 May 21

Pleadings
*always name the pleading, and which defendant.

• Circuit Court Order of 12 July 21 re Divorce Decree
• Personal Injury Summons (As Filed)
• Appearance of 3rd Named Defendant.
• Notice for Particulars 3rd Named Defendant.
• Defence of 4th Named defendant.

Reports
*always have doctor name and date of report

• Medical Report of Dr. Marcus Timlin dated 22 Feb 21
• Engineers Report of Paul Romeril dated 2 Jan 2020

SECTION G - 1/71



Health & Safety Statement. 
February 2018

Safety Statement:

 This statement sets out the health & safety policy of Doyle & Company Solicitors and the means through 
which that policy is to be implemented. Our objective is to provide a safe and healthy place of work for all 
staff members and to meet all our duties and obligations to our clients. It is Doyle & Company Solicitors’ 
intention to protect our employees from accident or ill health at work. The company will seek to ensure that 
all our equipment and systems do not constitute a risk to the Health & Safety of our employees and we will 
consult with employees on risk improvements. 
Our approach to Health & Safety as far as is reasonably practicable will be: 
1. To Provide a Safe Place of Work. 
2. To continue to identify and control hazards. 
3. To prevent as far as is reasonably possible, any improper conduct or behaviour likely to put the Safety, 
Health & Welfare of employees at risk.
 4. To consult with staff on all Health & Safety matters. 
5. To provide protective clothing and equipment where necessary. 
6. To provide a safe means of entering and leaving the building.
 7. To provide a safe system of work practices. 
8. To provide appropriate information and training to staff members on a continuous basis. 
9. To make Health & Safety a key issue. 

Employer Responsibilities:

The responsibility for the provision of a safe place of work rests with the Management of Doyle & Company 
Solicitors. Specifically these responsibilities are: 
• To maintain a safe and healthy work environment for employees, in addition to conforming to all current 
statutory requirements. 
• To provide the appropriate type and level of training to enable employees perform their work safely and 
efficiently. 
• To make available to every employee appropriate equipment to ensure Health & Safety. 
• To maintain a vigilant and continuing interest in all Health & Safety matters relevant to both the company 
and staff. 
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Employee Responsibilities:

As a valued employee of Doyle & Company Solicitors you have a responsibility to yourself and your fellow 
workers to carry out your work in a safe and considerate manner. 
Employees must: 
1. Co-Operate with the company in maintaining a safe work place.
 2. Report any potential hazards to management and not work in any hazardous conditions should they; in 
the employee’s opinion exist. 
3. Be aware of the nearest emergency exists and fire fighting / first aid equipment. 
4. Never interfere with or misuse anything provided by the company in the interests of Health & Safety. 
5. Read the company Health & Safety statement and obey all mandatory signs. 
6. Not partake in any form of horseplay or prank likely to lead to injury to you or others. 

Smoking/Alcohol and Drugs:

It is not permissible to attend work under the influence of intoxicating liquor or drugs.  Drinking liquor or 
taking drugs at work is strictly prohibited and will be considered gross misconduct. 

The smoking of tobacco products is prohibited in the offices of Doyle & Company Solicitors. Smoking can 
take place outside the company building at least 1 metres distance away from door entrances and windows. 
Smoking is permissible in the smoking area of the Cabra Carpark and the back yard, as long as the kitchen 
door and back door are closed. This smoking policy forms part of the overall Health & Safety Policy and any 
breach will be dealt with under the Company’s disciplinary procedure. Visitors, contractors and temporary 
members of staff are expected to abide by the terms of this policy. 

Manual Handling:

Manual Handling is defined as the “transporting of a load by one or more employees and includes lifting, 
putting down, pushing, carrying or moving a load, which by reason of its characteristics or of unfavourable 
ergonomic conditions involves risks, particularly of back injury to employees”. This is a priority issue because 
it is a major cause of accidents in the workplace. It is Doyle & Company Solicitors’s policy to minimise the 
need for manual handling of loads and so therefore should be avoided as far as is reasonably practicable. 
Employees must check the weight of the load before attempting to lift it and if the load is too heavy get 
help. Caolán Doyle should be called to lift anything that the employee considers significantly heavy.
When lifting, follow the following basic principles. 
1. Relax the knees. Lowering movements should start at the knees not the head. 
2. Get close to the object to be lifted. Get a good balance by keeping the feet apart. One foot will 
automatically be ahead of the other. 
3. When in position, bend the knees and lift with the strong muscles in the legs.
 4. Lift gradually, smoothly and without jerking, keeping the object close to the body and the back straight. 
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Training:

The company is committed to identifying the safety training needs on an ongoing basis. Staff will be involved 
in the identification of hazards in the office and advised of the particular hazards pertaining to their area. 
Staff will be trained to respond to such hazards in order to prevent accidents/injury to themselves, their 

colleagues and clients. All staff will be trained in emergency procedures and where appropriate, staff will be 
trained in the use of special machinery and equipment. All staff will be trained in the correct techniques 
involved in safe manual handling. 

Consultation:

The company is committed to consulting with its staff members regarding safety, health and welfare in the 
office. Staff is involved in the identification of hazards and are trained in dealing with the hazards identified. 
The safety statement will be included in Induction Training and staff will be advised on how to deal with any 
problems that arise. 

Reporting of Accidents:

Staff are required to report all accidents and near misses, whether resulting in injury or not, to management. 
Under the Safety, Health & Welfare at Work General Application Regulations 1993, employers must report 
certain occurrences to the Health & Safety Authority and ensure records are kept on site for a period of 10 
years. The following details are required: 
• Date, Time and Place of the incident. 
• Name, Address, Occupation and Age of the injured person. 
• Circumstances, including cause and nature of the injury and the arrangements made for its treatment. All 
accidents will be investigated by a member of management and a written report prepared. Corrective action 
will be taken where necessary to avoid a reoccurrence. Accidents involving persons who are not members of 
staff but are visiting or working on the premises must also be reported. 

Fire Procedures:

 In the event of a fire and providing there is no danger to the persons concerned every effort should be 
made to extinguish or contain the fire pending the arrival of the fire brigade. The magnitude of the outbreak 
must dictate whether attacking the fire should take priority over reporting and evacuation. All staff should 
be familiar with the exit routes and should also know the location and type of fire extinguishers in the office.
If you discover a fire you should: 
• Activate the fire alarm. 
• If there is a reasonable hope of extinguishing the blaze, attack the fire immediately. 
• Do not under any circumstances, expose yourself to danger. 
• Leave the building by the nearest fire exit and proceed to your designated assembly point. If you hear the 
alarm you should: 
• Switch off any equipment under your control and leave the building by the nearest fire exit. 
• Do not stop to collect personal belongings. 
• Once outside, do not enter the building until you are told it is safe to do so. 
• Management will on occasion perform fire drills to ensure that procedures are known and followed in the 
event of a real fire. 
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Guidelines for VDU users.

As part of their duties some employees spend long periods of time using visual display screens. Any 
necessary adjustments will be made to avoid RSI, eyestrain and other ailments associated with work on 
screens, which must be adjustable for height, tilt and brightness. No employee will be asked or expected to 
work any computer which is not in proper working condition, or does not meet the highest specifications. 
Employees working continuously on-screen should alternate tasks so that at least 10 minutes during each 60 
minutes of work is spent doing off-screen type of work. This work is to be undertaken away from the screen, 
but does not constitute a break. Employees who habitually use VDU’s have the right to an eyesight test, the 
cost of which will be met or reimbursed by the company. 

Hazard Analysis:

A hazard is anything at work that might cause harm e.g. Electricity, Hot Surfaces, Lifting Heavy Loads, 
Slippery Floors, and Poorly Lit Stairways etc. Staff must be aware of the potential hazards and risks involved 
and report specific hazards to management. A hazard analysis will be carried out once a year by 
Management. Particular attention will be paid to areas of high risk i.e. Floors, Stairs and Manual Handling. 
The company will remove hazards by engineering means where necessary. 

First Aid:

 First Aid boxes are provided to ensure that first aid supplies are easily accessible when required in an 
emergency. First Aid boxes are located on the shelf over the dish washer in Cabra, and in the drawer in the 
toilet in Blanchardstown. They are to be checked weekly and shortages replaced. Employees have an 
obligation to ensure that First Aid Boxes, like any safety equipment, are not tampered with. Free access to 
First Aid Boxes must be maintained at all times. Painkillers cannot be provided in the First Aid Boxes. 

Security:

Last personal to leave the office needs to ensure the following:
1. Make sure all doors are closed, and all doors are locked (including the chublock). 
2. Shutters are down fully and locked.
3. Security alarm should be engaged before leaving the building.
4. Gate is close over (Cabra Office only).
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Doyle & Company LLP
CPD Policy

2019

1. Solicitors Required to complete their CPD requirements 
and enter them on an excel expd8 file for audit purposes. 
- See “Caolan Doyle CPD timetable” as an example.

2. Company pays for the event; you have to write an article 
on something from the seminar for use on 
doyleandcompany.ie website.

i) Up to half day – 1 article
ii) Full day – 2 articles.

3. Have material uploaded to CPD library
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Doyle & Company LLP
Waste & Shredding Policy

June 2019

• All paper with writing on it must be shredded.
• All paper that is not placed on the file should be placed in 

the black tray and you should have it shredded at the end 
of the day.

• Paper used for office purposes containing anything in 
relation to a client or a case/transaction (however minimal) 
must be placed in the tray for shredding.

• Your bin must be used only for rubbish – not office 
workings.

7 June 2019
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DOYLE & CPOMPANY LLP
AML Staff Training (Introduction to AML and CDD)

Staff Reading Requirements

1. All employees must familiarise themselves with the Law Society of Ireland’s 
Guidance Notes for Solicitors on Anti-Money Laundering Obligations The 
Criminal Justice (Money Laundering and Terrorist Financing) Act 2010 
(attached to ‘Policy & Procedure’ Folder on expd8 (hereinafter the “Law 
Society Guide”)

2. Doyle & Company LLP’s AML Policy (Based on Law Society Template)
3. Doyle & Company LLP’s AML Documents:

i) Customer Risk Assessment.
ii) Business Risk Assessment.
iii) File Opening Form.
iv) File Closing Form.
v) CDD Interim Review.

AMP Policy applies to:

“(a) the provision of assistance in the planning or execution of transactions for clients 
concerning any of the following: 

(i) buying or selling land or business entities; 
(ii) managing the money, securities or other assets of clients; 
(iii) opening or managing bank, savings or securities accounts; 
(iv) organising contributions necessary for the creation, operation or 

management of companies;
(v)  creating, operating or managing trusts, companies or similar structures or 

arrangements;
 (b) acting for or on behalf of clients in financial transactions or transactions relating 
to land;”

Conduct we are obliged to report

 Section 7(1) of the Act provides as follows: “A person commits an offence if –
 a) the person engages in any of the following acts in relation to property that is the 
proceeds of criminal conduct:
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 (i) concealing or disguising the true nature, source, location, disposition, movement 
or ownership of the property, or any rights relating to the property; 
(ii) converting, transferring, handling, acquiring, possessing or using the property; 
(iii) removing the property from, or bringing the property into, the State, and 
(b) the person knows or believes (or is reckless as to whether or not) the property is 
the proceeds of criminal conduct.”

Client Due Diligence (CDD)

- To be carried out prior to establishing a business relationship with the client;
- Adopt Risk based approach

Conveyancing
 Low Risk Person

- E.g. Getting a mortgage (over 70% of purchase price)

Apply the following CDD

1.  Identify Purchaser (and beneficial owner, if different): Obtain:
i) Passport/drivers licence;
ii) Proof of address.
iii) Obtain Confirmation of their PPS number

2.  Note Source and origin of funds 
– Note how (or from whom) obtaining balance funds
- Note occupation of purchaser

3. Conduct Ongoing Monitoring

*Beneficial owner would be the person living in the house or benefiting from its 
ownership.

Medium Risk
-e.g. Cash Purchaser

Apply the following CDD

1.  Identify Purchaser (and beneficial owner, if different): Obtain:
i) Passport/drivers licence;
ii) Proof of address.
iii) Obtain Confirmation of their PPS number

2.  Note Source and origin of funds 
– Note how (or from whom) obtaining balance funds
- Note occupation of purchaser

3. Source and origin of funds 
- Note how (or from whom) obtaining balance funds
– get bank statements exhibiting the source of the funds

4. Conduct Ongoing Monitoring

CDD for Companies

i) Company identity – Obtain its constitution;
ii) Passport /Drivers licence of Beneficial owner (eg over 25% shareholder);
iii) Noto Info on purpose of Business Relationship;
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- Occupation of the beneficial owners.
iv) Note Expected source and origin of funds.

- Obtain bank statements if cash purchaser

Purchaser living abroad

1.  Identify Purchaser (and beneficial owner, if different): Obtain:
i) Passport/drivers licence;
ii) Proof of address.
iii) Obtain Confirmation of their PPS number

2.  Confirm who will be living in a house there and their identity 
- Passport/drivers licence and proof of address

3. Source and origin of funds 
- Note how (or from whom) obtaining balance funds
– get bank statements exhibiting the source of the funds

4. Conduct Ongoing Monitoring

Probate

1.  Identify Client and Beneficiaries . Obtain:
i) Passport/drivers licence;
ii) Proof of address.
iii) Obtain Confirmation of their PPS number

2. Source of Funds – clear from file.

All Other Files

1.  Identify Client. Obtain:
i) Passport/drivers licence;
ii) Proof of address.

2.  Source and origin of funds 
- Note how (or from whom) obtaining balance funds
– get bank statements exhibiting the source of the funds

3. Conduct Ongoing Monitoring

Reporting

8.2 Section 42(1) requires a designated person to report to the Garda Síochána and 
the Revenue Commissioners any knowledge or suspicion they have that another 
person is engaged in money laundering or terrorist financing. 

“42.—(1) A designated person who knows, suspects or has reasonable grounds to 
suspect, on the basis of information obtained in the course of carrying on business as 
a designated person, that another person has been or is engaged in an offence of 
money laundering or terrorist financing shall report to the Garda Síochána and the 
Revenue Commissioners that knowledge or suspicion or those reasonable grounds.”
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Procedures:
1. Any suspicion should be reported to the firms AML officer for further 

investigation.
2. Fee Earner briefs AML Officer
3. AML Offer Reviews
4. Fee Earner and AML Officer meet and discuss the file.
5. Decision is made as to:

i) Whether client is taken on (If instructions not yet accepted)
ii) Whether further action should be obtained.
iii) Where report should be made 

Any suspicion should be reported to the firms AML officer for further 
investigation. Reporting followed as per Law Society Guide.

DOYLE & COMPANY LLP
Updated 11 January 2021
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Doyle & Company LLP - Policies, Controls & Procedures (PCPs) – 
Based on Law Society of Ireland Sample Form - Version 1

1

DOYLE & COMPANY LLP:                                                                                                             DATE: 10 January 2021

VERSION CONTROL:

Date Change Name of person reviewed by
11 November 2019 Created Caolan Doyle 
31 August 2020 Yearly Review – change firm name Caolan Doyle
10 January 2021 Yearly Review Caolan Doyle 

POLICY STATEMENT/OVERVIEW SECTION

Doyle & Company LLP take a zero tolerance approach to being involved in illegal/illicit activity, and will fully 
comply with all relevant sections of the Criminal Justice (Money Laundering and Terrorist Offences) Act 2010 (‘the 
2010 Act’), the Criminal Justice (Money Laundering and Terrorist Offences) (Amendment) Act 2018 and the 
Solicitors (Money Laundering and Terrorist Financing Regulations) 2016 (SI 533 of 2016).   

It is important that all staff are aware of the serious consequences for failure to comply with statutory AML duties 
when the firm provides an AML-regulated legal service.  It is a crime not to comply with statutory AML duties.  It is 
equally important for all staff to ensure that they do not unwittingly commit the offence of money laundering by not 
being alert to money laundering red flags. 

All partners and employees of the firm are under an obligation and duty to comply with the Act. 

Section 54(1) requires firms to adopt internal policies, controls and procedures (PCPs) to prevent and detect ML and 
TF. These policies and any related controls and procedures aim to help partners and staff fulfil their responsibilities, 
by providing a clear framework, along with setting out, the firm’s key principles and obligations.  Section 54(2) 
requires staff in solicitors’ firms to follow the firm’s PCPs when providing AML-regulated legal services.

AML LEGISLATIVE FRAMEWORK SECTION

Statutory compliance duties under the Act include:
• Business Risk Assessments
• Policies, Controls and Procedures (PCPs)
• Customer Risk Assessments to determine extent of Customer Due Diligence (‘CDD’) measures
• CDD measures 
• Reporting 
• AML Record Keeping
• AML Training 

AML-regulated legal services
The above AML obligations only arise where a solicitor participates in certain types of legal work.  This work is 
specified in the definition of the term “relevant independent legal  professional”  contained  in  section  24(1)  as  a  
solicitor  who carries out any of the following services:
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Doyle & Company LLP - Policies, Controls & Procedures (PCPs) – 
Based on Law Society of Ireland Sample Form - Version 1

2

“(a) the provision of assistance in the planning or execution of transactions for clients concerning any of the 
following:

(i) buying or selling land or business entities;
(ii) managing the money, securities or other assets of clients; 
(iii) opening or managing bank, savings or securities accounts;
(iv)   organising   contributions   necessary   for   the   creation,   operation   or management of 
companies;
(v) creating, operating or managing trusts, companies or similar structures or arrangements;

(b) acting for or on behalf of clients in financial transactions or transactions relating to land;”

Accordingly, legal activities falling outside these categories are exempt from AML CDD.  

Irrespective of whether an AML-regulated legal service is being provided, a solicitor must always remain alert to the 
risk of unwittingly committing the substantive offence of money laundering or terrorist financing.  See further 
Chapters 2 and 9 of 2010 Guidance and Section 2 of the 2018 Guidance.  

Verifying the identity of all clients irrespective of whether an AML-regulated legal service is provided

It is the firm’s policy to follow the Law Society’s best practice guidance to verify the identity of all clients irrespective 
of whether statutory AML CDD arises.   

Key responsibilities of staff therefore include (but are not limited to):
• Conducting an adequate Customer Risk Assessment and appropriate CDD on clients and transactions;
• Staying alert to potential money laundering or terrorist financing activity;
• Reporting any suspicious activity in respect of clients or transactions to the firm’s MLRO;
• Avoiding discussing any potential or actual reports of suspicion with clients or any third parties (“Tipping 

off”) 
• Referring any queries or requests from An Garda Siochana, Revenue, CAB or the FIU to the MLRO or Senior 

Management;
• Undertaking any AML-related training provided by the Firm;
• Keeping appropriate records of all AML related activity;
• Exercising extreme caution in relation to the acceptance of cash or the provision of firm’s client account 

details.  All staff must adhere to policies in relation to cash and client accounts.
• Ensuring that they do not unwittingly commit the offence of money laundering by being alert to money 

laundering red flags.

BUSINESS RISK ASSESSMENT SECTION:

Section 54(3)(k) requires PCPs which detail internal systems and controls to identify emerging risks and keep 
business-wide risk assessments up to date.

The partners believe Doyle & Company LLP is at a medium risk of being mis-used by clients to launder the 
proceeds of crime.  This is based on the outcome of the firm’s Business Risk Assessment (attached) and the following 
factors:

• We are a full service general practice Law firm and offer services in the following areas:-
i. Personal injury claims

ii. Enduring power of attorney
iii. Property, buying and selling
iv. Wills and probate
v. Family law

vi. Employment law
vii. Medical negligence

viii. Legal Gender recognition 
ix. Commercial property purchase and sales
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Doyle & Company LLP - Policies, Controls & Procedures (PCPs) – 
Based on Law Society of Ireland Sample Form - Version 1

3

x. Commercial Lease and Contracts
xi. Commercial Litigation 

xii. Dispute resolutions 
xiii. Charity Law

• Our clients are typically Irish citizens based in Ireland. 
• The majority of our clients are low risk individuals involved in low risk transactions. 
• Mostly face-to-face contact with clients. 
• We have a mix of repeat clients and one off clients, particularly in residential property. Clients buying their 

family home would often be a new client to the firm. 
• The geographical location of the firm is urban, servicing mainly the residence of Dublin 7 and Dublin 15.
• There is a very limited international element to our business.  We treat international business with caution.
• New clients come from a mix of referrals, word of mouth and advertisement. 

Accordingly, our business risk assessment is summarised as follows:

(1) Client demographic is low risk because:
• a stable existing client base 
• meeting clients face-to-face is the normal practice
• clients normally resident in Ireland or very much connected with Ireland
• clients normally do not have complex ownership structures/trusts
• In relation to purchasing a property, the vast majority of our clients would be obtaining mortgage funds 

from a bank for 90% of the value of the house. AML procedures are carried out on the 10% residue. 

The firm has controls in place to mitigate and manage potential departures from our typical low risk client 
demographic.

(2) Legal services are also low risk:
• non-complicated financial or property transactions/trusts
• it would be unusual for payments to be made to or received from third parties.
• Payments made by cash are rare.
• Transactions paid through cash are not accepted.
• transactions with a cross-border element are rare.

The services we provide and our client base is relatively simple, involving few unusual services with most clients 
falling into similar categories. 

The firm has controls in place to mitigate and manage potential departures from our typical low risk legal services.

CUSTOMER RISK ASSESSMENT SECTION:

Section 54(3)(a) requires every firm to have policies, controls and procedures (PCPs) relating to “identification, 
assessment, mitigation and management” of ML/TF risk factors. 

In addition, section 54(3)(d) requires PCPs which enable the “identification and scrutiny of complex or large 
transactions, unusual patterns of transactions that have no apparent economic or visible lawful purpose and any 
other activity that the designated person has reasonable grounds to regard as particularly likely, by its nature, to be 
related to money laundering or terrorist financing.”  

Section 54(3)(e) requires PCPs which include measures to be taken “to prevent the use for money laundering or 
terrorist financing of transactions or products that could favour or facilitate anonymity.”

Here, detail the firm’s approach/procedures for customer risk assessments, including
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Doyle & Company LLP - Policies, Controls & Procedures (PCPs) – 
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• Information from the Society’s 2018 Guidance “What does section 30B mean in practice for solicitors?” in 
Section 4

• Customer risk assessment is part of Doyle & Company LLP’s file opening form (attached) 
• Information about the firm’s customer risk assessment process or template (if applicable)
• Clarification that customer risk assessment and CDD is best undertaken before deciding to provide an AML-

regulated legal service 
• The Fee Earner is responsible for risk assessment
• Detailing the decision-making process, based on Customer Risk Assessment, are made as part of Doyle & 

Company LLPs File opening and closing forms and also once funds are transferred.
• decisions whether to provide an AML-regulated legal service and the extent of CDD measures to be applied 

will be made by the Fee Earner or Partner, if high risk. 
• The customer risk assessment is reviewed at the beginning, on funds transfer stage and at the end of the file.
• Red flag indicators for Doyle & Company LLP: 

o Purchasers not obtaining a mortgage would be considered medium or high risk and, as such, 
standard CDD or enhanced CDD must be carried out on these clients. It is the firms policy not to 
accept cash payments, but source of funds is reviewed from the clients bank statements.

o Sale clients who pose a medium risk ML/TF, include clients with the following flags; 
i) New sale clients
ii) Non-EU based clients – the firm would have very little non-EU based clients, but would treat 

same with caution. 
iii) Clients who run high cash turnover business or high value goods business.

o Charity Law – we have a very limited number of charity law clients and due diligence is carried out 
on them in relation to any source of funds and the beneficial owners of these charities.

o There is a very limited international element to our business.  We treat international business with 
caution.

o The sale/purchase of a property for a large amount of money.
o Clients from outside the EU seeking to transfer funds into Ireland
o Transactions which are complex or do not fit the usual pattern including property purchase sales. 
o Transactions in which the client is pressuring for closing in a short time scale. 
o Transaction where the source of funds or the party in the transaction changes.

RED FLAGS / RISKS

Control process for what happens when red flags/risks are identified.

8.2 Section 42(1) requires a designated person to report to the Garda Síochána and the Revenue Commissioners any 
knowledge or suspicion they have that another person is engaged in money laundering or terrorist financing. 

“42.—(1) A designated person who knows, suspects or has reasonable grounds to suspect, on the basis of 
information obtained in the course of carrying on business as a designated person, that another person has been or is 
engaged in an offence of money laundering or terrorist financing shall report to the Garda Síochána and the Revenue 
Commissioners that knowledge or suspicion or those reasonable grounds.”

Procedures:

1. Any suspicion should be reported to the firms AML officer for further investigation.
2. Fee Earner briefs AML Officer
3. AML Offer Reviews
4. Fee Earner and AML Officer meet and discuss the file.
5. Decision is made as to:

i) Whether client is taken on (If instructions not yet accepted)
ii) Whether further action should be obtained.
iii) Where report should be made 
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Doyle & Company LLP - Policies, Controls & Procedures (PCPs) – 
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CUSTOMER DUE DILIGENCE PROCEDURES SECTION:

Section 54(3)(b) requires PCPs which detail the firm’s CDD measures.

Here, detail firm’s procedures in relation to establishing identification and verification (ID&V), know your client 
(KYC), source of funds enquiries, ongoing monitoring etc.

• Solicitor is responsible for establishing ID&V/how this is undertaken
• All CDD to be completed prior to deciding to provide an AML-regulated legal service)
• Types of CDD required depending on the Customer Risk Assessment outcome:

1. Standard (Sections 33 and 35)
(1) Identifying the client and verifying the client's identity
(2) Identifying the beneficial owners and taking measures reasonably warranted by the ML/TF risk to 

verify their identity
(3) Obtaining information reasonably warranted by the risk of ML/TF on the purpose and intended 

nature of the business relationship
(4) Conducting ongoing monitoring

2. Simplified (section 34A)  
Section 34A permits simplified due diligence to be undertaken where the solicitor determines that the 
business relationship or transaction presents a low risk of money laundering or terrorist financing on the 
basis of specific statutory criteria.

3. Enhanced (sections 37 and 39) 
The legislation prescribes the following four specific circumstances when enhanced due diligence 
measures must be applied:
(1) Complex/Unusual transactions - Section 36A 
(2) Ascertain PEP status where there is a risk client is involved in ML/TF, then - Section 37 

Detail the firm’s policies for identifying PEPs and measures to be applied (these will be dependent 
upon the outcome of the firm’s Business Risk Assessment and please see Section 5 of the 2018 
Guidance for detailed information about PEPs)

(3) Client is established or resides in a high-risk third country - Section 38A  
Detail the firm’s policies for AML-regulated legal services where client is established or resides in a 
high-risk third country (please see Section 5 of the 2018 Guidance for detailed information about 
high-risk third countries).

(4) Business relationship (client or AML-regulated legal service) is high risk for ML/TF - Section 39 

N.B. Doyle & Company LLP is cognisant of the Law Society’s recommendation that solicitors consider 
the extent to which they might unwittingly commit the substantive offence of money laundering by 
providing a high risk legal service which requires enhanced CDD measures.  Solicitors should document 
their thought process and detail their KYC (knowledge of client) when determining whether to provide 
a high risk AML-regulated legal service.  The exercise of ‘documenting your thought process’ when 
ML/TF red flags are present can greatly assist a solicitor in the future should an AML-regulated legal 
service ever be examined by an Investigating Accountant or investigated by the CAB or the FIU.  See 
further the firm’s PCPs below about ML/TF Risk Management Practices/Controls.

CDD Controls
A firm’s CDD system can document:

• CDD is to be undertaken at the beginning, on funds transfer and at the end of every file. 
• Information to be recorded on client identity: 

a. Passport/drivers licence;
b. Proof of address
c. Obtain Confirmation of their PPS number

• Discretion on the level of verification to be undertaken in any particular case lies with the AML Partner, if 
Fee earner is not able to obtain the required CDD documentation.

• Simplified due diligence may occur with the following low-risk persons: 
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a. Purchaser getting a mortgage of over 70% of purchase price
b. Will and Probate clients
c. Family law clients 
d. Employment law clients

• Steps to be taken for enhanced due diligence:
a. Identify Purchaser (and beneficial owner, if different): Obtain:

i. Passport/drivers licence;
ii. Proof of address.

iii. Obtain Confirmation of their PPS number
b. Note Source and origin of funds 

i. Note how (or from whom) obtaining balance funds
ii. Note occupation of purchaser

c. Source and origin of funds 
i. Note how (or from whom) obtaining balance funds

ii. get bank statements exhibiting the source of the funds
d.  Conduct Ongoing Monitoring

• Steps to be taken, if ML/TF risk, to ascertain whether your client is a high-risk or low-risk PEP and 
subsequent controls that will be put in place.

• CDD needs to occur at the start of the transaction. Request for CDD in initial letter of instructions. 
Delayed CDD is permitted in exceptional circumstances, if Fee Earner deems the delay reasonable.

• CDD on existing clients carries out at the start of each new matter and in any event every 3 years.
• The following ongoing monitoring is required:

a. Random file audits.
b. File opening form must be completed prior to opening a file.
c. File closing form must be completed when a file is closed.
d. CDD must be conducted on funds transfer stage.
e. Maintain a Compliance Officer’s log to include situations brought to their attention, queries from 

staff and reports made.
f. Staff must report to the Compliance Officer, Caolan Doyle.
g. Annual review of policy by Compliance Officer.

Reliance

The solicitor retains responsibility for ensuring that its client due diligence obligations have been met. The solicitor 
must undertake ongoing monitoring of all clients, even where they have relied on a third party to meet other client 
due diligence options. 

The circumstances where a solicitor can reply on another regulated person where they are:

a) A person, carrying on business as a designated person in the State: 
i. that is a credit institution; 

ii. that is a financial institution (other than an undertaking that is a financial 
institution solely because the undertaking provides foreign exchange, or money 
transmission, services); 

iii. who is an external accountant or auditor and who is also a member of a 
designated accountancy body; 

iv. who is a tax adviser and who is also a member of a designated accountancy 
body, the Irish Taxation Institute or the Law Society of Ireland; 

v. who is a relevant independent legal professional; or 
vi. who is a trust or company service provider, and who is also a member of a 

designated accountancy body or of the Law Society of Ireland or authorised to 
carry on business by the Central Bank and Financial Services Authority of 
Ireland; or  

b) A person carrying on business in another Member State who is supervised or monitored for compliance 
with the requirements specified in the Third Money Laundering Directive,6 and is: 
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i. a credit institution authorised to operate as a credit institution under the laws of 
the Member State; 

ii. a financial institution (other than an undertaking that is a financial institution 
solely because the undertaking provides foreign exchange, or money 
transmission, services) and authorised to operate as a financial institution under 
the laws of the Member State; or 

iii. an external accountant, auditor, tax adviser, legal professional or trust or 
company service provider subject to mandatory professional registration or 
mandatory professional supervision under the laws of the other Member State; 
or 

c) A person who carries on business in a place designated under section 31 of the legislation, is supervised 
or monitored in the place for compliance with requirements equivalent to those specified in the Third Anti-
Money Laundering Directive, and is 

i. a credit institution authorised to operate as a credit institution under the laws of 
the place; 

ii. a financial institution (other than an undertaking that is a financial institution 
solely because the undertaking provides foreign exchange, or money 
transmission, services) authorised to operate as a financial institution under the 
laws of the place; or 

iii. an external accountant, auditor, tax advisor, legal professional or trust or 
company service provider subject to mandatory professional registration or 
mandatory professional supervision under the laws of the place.

The steps Doyle & Company LLP take when relying on another regulated person to satisfy themselves that they have 
complied fully with the requirements of the Regulations:

• Obtain confirmation from the third party that they recognise that the solicitor is relying upon them for the 
purposes of meeting CDD obligations (except for ongoing monitoring) 

• The solicitor must obtain sufficient information in relation to the client to undertake the necessary 
monitoring according to the solicitor’s own assessment of the risk presented by the client or the services 
being provided to the client. 

• The solicitor should confirm with the third party that the third party will keep the identification and 
verification data and other relevant documentation on the identity of the client where it accepts the 
obligation to provide information as soon as practicable on request. 

Important information about reliance on others
In relation to the legality of funds, the acceptance of funds by one designated body (e.g. a bank) is not necessarily an 
indication of the legality of those funds.  This is for a variety of reasons including the fact that once a report has been 
made there is the risk of the tipping off offence/offence of prejudicing an investigation (this precludes a person who 
has made a report from informing another person that a report has been made). 

Chapter 7 of the 2010 Guidance Notes provides guidance in relation to third party reliance.   It is important to note 
that the fact that one designated entity (a third party) is carrying out its own CDD to meet its AML obligations, does 
not negate the need for any other designated person to carry out CDD to satisfy their own AML obligations. 
Accordingly, each designated person (whether a solicitor, or a financial or credit institution, etc.) involved in a 
transaction must carry out their own individual CDD to satisfy their AML obligations. The statutory AML 
obligations of a designated entity will not be satisfied by simply seeking and/or receiving any form of 
“confirmation” from another designated entity involved in a transaction.  Nor is any such practice envisaged under 
the AML legislation.  As per the AML legislation, each designated entity is required to fulfil their own statutory 
AML obligations, and it remains their responsibility and statutory obligation to do so, regardless of what other 
designated entities in a transaction may or may not be doing to meet their AML obligations. 

CASH & CLIENT ACCOUNT USE POLICY SECTION

Cash & Client Account Use Procedures adopted by the firm are:

SECTION H - 11/26



Doyle & Company LLP - Policies, Controls & Procedures (PCPs) – 
Based on Law Society of Ireland Sample Form - Version 1

8

• The firm’s policy is to not accept cash (cash above a certain amount) for asset purchases 
• The firm’s policy is to not accept cheques/transfers from persons other than a client or another solicitor into 

their client account (or the circumstances in which they will do so)
• The firm’s policy is to not provide client account details until after customer risk assessment, all CDD has 

been completed/decision to provide AML-regulated legal service has been made
• The firm’s policy is to not provide client account details by email

The firm is mindful of the Society’s 2010 Guidance in relation to cash and client account use which is as follows:

“Use of client accounts
9.13     Client accounts should only be used to hold client money for legitimate transactions for clients, or for 
another proper legal purpose. Money-launderers will seek to route ‘dirty’ money through a solicitor's client 
account in order to ‘clean’ it, either by asking for the money to be returned or by purchasing a clean asset 
with the funds.  
 
Why is it important to establish a policy on handling cash?
9.15    Clients may attempt to circumvent such a policy by depositing cash directly into a solicitor’s client 
account at a bank.  Solicitors should avoid disclosing client account details as far as possible and make it 
clear that electronic transfer of funds is expected.

9.16      If a cash deposit is received, a solicitor will need to consider whether there is a risk of money 
laundering taking place and whether it is a circumstance requiring a report to the authorities.

Why is it important to monitor the sources of funds?
9.17   Solicitors should monitor whether funds received from clients are from credible sources.  For example, 
it is reasonable for monies to be received from a company if the client is a director of that company and has 
the authority to use company money for the transaction.

9.18    However, if funding is from a source other than the client, a solicitor may need to make further 
enquiries, especially if the client has not informed the solicitor what they intend to do with the funds before 
depositing them into the account. If a solicitor decides to accept funds from a third party, perhaps because 
time is short, he/she should ask how and why the third party is helping with the funding.

9.19   Solicitors do not have to make enquiries into every source of funding from other parties. However, 
solicitors must always be alert to warning signs and in some cases will need to get more information.

9.20     In some circumstances, cleared funds will be essential for transactions and clients may want to 
provide cash to meet a completion deadline. Solicitors should assess the risk in these cases and ask questions 
if necessary.

Why is important to exercise care when disclosing client account details?
9.21    Solicitors should think carefully before disclosing client account details.  Doing so could allow money 
to be deposited into the client account without their knowledge. If a solicitor  needs to provide client account 
details, he/she should ask the client where the funds will be coming from. Will it be an account in their 
name, from Ireland or abroad?  Solicitors should consider whether they are prepared to accept funds from 
any source about whom they have concerns.”

2018 Guidance from the Law Society provides:
“A good rule of thumb is to always be cautious of proposed legal services which will involve the routing of 
funds from outside of the EU into the EU financial system via a solicitor’s client account.  Solicitors must 
question the ML/TF risk posed by allowing their client account to be used as an entry point for money into 
the EU financial system.”

ML/TF RISK MANAGEMENT PRACTICES/CONTROLS

• In all cases staff follow Doyle & Company CDD policy at the beginning of a file, when funds are transferred 
and at the end of a file. 
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• Additional controls can be applied by ensuring the following are carried out: random file audits, file 
checklists to be completed before opening or closing a file and a compliance officer’s log of situations 
brought to their attention, queries from staff and reports made

• Only the partners are permitted to exercise discretion on the risk-based application of the AML legislation, 
and the circumstances under which that discretion may be exercised

• Outsourcing of CDD obligations or reliance will not be permitted
• Cash payments will be accepted
• Payments will be accepted from or made to third parties only in exceptional circumstances or if they are a 

direct family member of the client. 

Document your thought process if ML/TF red flags are present
PCPs can include the following information about what to do when ML/TF red flags are present to ascertain the 
ML/TF risk - the approach of documenting your thought process to ascertain money laundering risk.

When red flag(s) are present, staff may find it helpful to document their thought process, this approach allows 
solicitors to place all relevant circumstances in context and follow the FATF’s (Financial Action Task Force) 
recommended method for interpreting red flags/indicators of suspicion which is as follows:

“…the methods and techniques used by criminals to launder money may also be used by clients with 
legitimate means for legitimate purposes. Because of this, red flag indicators should always be considered in 
context. The mere presence of a red flag indicator is not necessarily a basis for a suspicion of ML or TF, as a 
client may be able to provide a legitimate explanation. These red flag indicators should assist legal 
professionals in applying a risk-based approach to their CDD requirements of knowing who their client and 
the beneficial owners are, understanding the nature and the purpose of the business relationship, and 
understanding the source of funds being used in a retainer. Where there are a number of red flag indicators, 
it is more likely that a legal professional should have a suspicion that ML or TF is occurring.” 

When red flag(s) are present, the firm may decide not to take on new instructions, and/or a solicitor may cease to act 
and/or a report may be statutorily required.  The solicitor must review the file with a partner and make a decision.

This is how the firm assesses and manages its money laundering and terrorist financing risk.  

ONGOING MONITORING SECTION
Section 54(3)(c) requires PCPs relating to monitoring transactions and business relationships.  

Section 54(3)(i) requires PCPs containing measures to keep documents and information relating to customers of that 
designated person up to date.

Please see ‘How can ongoing monitoring of the business relationship be conducted?’ in Section 5 of 2018 Guidance 
for detailed guidance.

In addition, section 54(j) requires PCPs which outline measures to be taken to keep documents and information 
relating to risk assessments up-to-date.  

• This section should detail how, and at what frequency the firm undertakes ongoing monitoring of AML-
regulated legal services/clients/business relationship 

• This section can also address how the firm updates CDD for existing clients – see Section 1- 2018 Guidance.
i. At the start of a transaction

ii. On funds transfer
iii. Before closing a file 

REPORTING ML/TF SUSPICIONS SECTION
 
Section 54(3)(g) requires PCPs which detail reporting of suspicious transactions. 

• The Compliance Officer of the Firm is Caolan Doyle
• He is responsible for:
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• Scrutiny of unusual transactions highlighted by staff
• Deciding if a client can be taken on where there is a high risk of money laundering 
• Reviewing suspicions  from employees and deciding whether a report must be made 
• All staff have a mandatory obliged to report any suspicion to the Compliance Officer for further 

investigation. 
• Reports can be made verbally or in writing (if requested) and should include all details which caused 

suspicion and all actions taken. 

Doyle & Company LLP require that comprehensive records of suspicions and reports are kept.  These records may 
be necessary in the future in potential criminal proceedings and must be securely maintained due to their 
sensitivity/confidentiality. Such records may include notes of:

•   ongoing monitoring undertaken and concerns raised by fee earners and staff
•   discussions with the Compliance Officer regarding concerns
•   advice sought and received regarding concerns
• why the concerns did not amount to a suspicion and a disclosure was not made
•   copies of any disclosures made
• correspondence with the Gardai/Revenue
• decisions not to make a report which may be important for the MLRO to justify his or her position to 

law enforcement agencies in the future

MLRO/COMPLIANCE OFFICER RESPONSIBILITIES SECTION
• The Compliance Officer of the Firm is Caolan Doyle
• In addition to dealing with reports of ML/TF suspicions, he is responsible for:

• Ensuring all staff are trained to a level appropriate to their role 
• Reviewing the firm’s Business Risk Assessment and PCPs

Section 54(l) requires PCPs which provide for the monitoring and managing of compliance with and the internal 
communication of PCPs.

Firms must regularly review and update PCPs and maintain a written record of any changes made following such a 
review. 

Firms must also maintain a written record of any steps taken to communicate your PCPs (and any changes) to staff.

Monitoring compliance will assist in assessing whether the PCPs that a firm has implemented are effective in 
identifying and preventing money laundering and terrorist financing opportunities within their practice. 

Paragraph 10.9 of the Society’s 2010 Guidance suggests that a review for the purposes of monitoring effectiveness should 
cover the following issues:

1. Procedures to be undertaken to monitor compliance, which may involve:

•   random file audits
•   file checklists to be completed before opening or closing a file
• a compliance officer’s log of situations brought to their attention, queries from staff and 

reports made

2. Reports to be provided to senior management on compliance
3. How to rectify lack of compliance, when identified
4. How lessons learnt will be communicated back to staff and fed back into the risk profile of the practice

AML RECORD KEEPING SECTION

Section 54(3)(h) requires PCPs which address record keeping. 
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AML documentation and CDD will be kept on file until the file is destroyed in line with our archiving and data 
protection policy. Files are kept for distinct times depending on the practice area in 1 of 3 archive boxes:

1. 12 year boxes (Probate & Conveyancing)
-          All Probate files 
-          All Conveyancing files 

 
2. 6 years

-          Family Law
-          Litigation Files
-          All other Files

 
3. Infant Ruling & Trust Probate

-          Infant Ruling - Must be kept for 6 years after infant becomes 18 years
-          Probate Trust- Probate files that involve a Trust been set up- to be kept 12 years after expiry of Trust
-          Pam /Solicitor to advise Rona on closing if any probate involves a trust

Relevant records include: 
• AML Policies, Procedures, Manuals 
• Risk Assessments 
• CDD/KYC material 
• Evidence of staff training 
• Suspicious Activity Reports 

AML records must be kept for a minimum of 5 years (and no longer) after the relationship has ended or the 
transaction has been concluded. 

See Chapter 11 of 2010 Guidance and ‘Reliance and record keeping’ in Section 3 of 2018 Guidance.

AML TRAINING OF PARTNERS & STAFF SECTION

• All staff have been provided with Law Society Guidance to read
• Staff in conveyancing training for AML and TF. 
• Training takes place annually.
• Staff will be kept up-to-date or emerging risk factors/new developments for the firm.
• A note of training provided.

RELATED DOCUMENTS SECTION

Detail any internal firm documents, procedures which underpin/support the PCPs:
• Business Risk Assessment. 
• Customer Risk Assessment Form.
• File Opening Form.
• File Closing Form.
• AML Interim Risk Assessment.
• CDD Staff Training Guide (Introduction to AML/TF and CDD).
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The Society accepts no responsibility for any compliance failures or loss incurred as a result of reliance on this example PCP.  
Solicitors’ firms must always ensure they are in compliance with all of their statutory AML obligations.  The Law Society is 

grateful to the Law Society of Scotland on whose template PCP this sample document is based, adapted for the Irish legislative 
framework.
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Doyle & Company LLP 

Instructions

Instructions

• The Law Society has developed this sample adaptable Questionnaire to assist solicitors when assessing ML/TF risk 
particular to the legal sector.  

• The questionnaire is designed to be used in conjunction with the sample adaptable ‘Document your Customer Risk 
Assessment’ Forms. 

• This questionnaire details risk factors and questions which can be considered when assessing the risk of an AML-
regulated legal service. Please use the notes column to summarise observations/assessment of risks involved where 
the issue is applicable to the client/transaction being considered. 

• Not all questions will be relevant or applicable to all situations. Conversely, the questions outlined are non-
exhaustive – there may be other pertinent risk factors which should be taken into account, dependent upon the 
nature of the client/transaction being considered. The Law Society recommends that all employees in solicitors’ 
firms develop their knowledge of legal sector ML/TF risks by accessing the comprehensive resources in ‘Step 1 – 
Develop your knowledge of ML/TF risks inherent in legal services’ in Section 2 – 2018 Guidance.   

• Chapter 9 of the Society’s 2010 Guidance Notes also details non-exhaustive red flags/indicators of suspicion.  
Highlights include:
• Activities which have no apparent purpose, make no obvious economic sense, involve unusual losses, are 

unnecessarily complex, involve non-resident accounts, companies or structures, activities are without reasonable 
explanation/out of the ordinary range of services/inconsistent with client (paragraph 9.5)

• Excessively obstructive/secretive clients, clients who insist transactions be done inordinately quickly, use aliases, 
recent new relationships with financial entities, legal fees paid by third parties or in cash, avoids providing 
identification for group of companies by offering agent identification only (paragraph 9.6(a)) 

• Transactions involving areas outside of Ireland/no apparent ties to Ireland/crosses many international lines/involves 
wire transfers/foreign currency exchanges with locations of concern/known to facilitate money laundering/secretive 
banking and corporate law/illicit drug production/no effective AML system (paragraph 9.6(f)) 

• Property transactions where client arrives at a closing with a significant amount of cash/property purchased in the 
name of nominees (associates/relatives)/requests for name not to be connected with property/requests for different 
names to be used on different documents/last minute name substitutions/property below market value with an 
additional “under the table” payment/deposits paid by a third party/cash deposits/unusual source or offshore bank 
deposit/corporate veil purchases when inconsistent with ordinary business practice of client/property purchases 
without inspecting property/multiple property purchases in short time period with few concerns about location, 
condition/rent paid or amount of a lease in advance using a large amount of cash (paragraph 9.6(h)

• Cash (large payments in actual cash/lodged to accounts) (paragraph 9.14 to 9.16)

• In addition, the Guidance Notes highlight potential issues with companies and non-face-to-face transactions as follows:
• “It is … generally recognised that the use of companies, even when fronted by legitimate trading companies, are the 

most likely vehicles for large scale money laundering” (paragraph 6.21) 
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• “Any mechanism (e.g. post, telephone, or electronic) that avoids face-to-face contact between a solicitor and a 
prospective new client inevitably poses challenges for client identification. Legal services conducted on the Internet 
adds a new dimension to risks and opens up new mechanisms for fraud and money laundering”  (paragraph 6.20)

• Solicitors should refer to section 4 of 2018 Guidance for complete guidance about Customer Risk Assessments.  In 
summary, solicitors have a statutory duty, when assessing ML/TF risk of each AML-regulated legal service, to have 
regard to:

1. their firm’s Business Risk Assessment,
2. information about legal sector risk in the National Risk Assessment 
3. guidance about risk issued by the Law Society
4. any relevant risk variables, including at least the following: 

(i) the purpose of an AML-regulated legal service
(ii) the level of assets/size of transactions undertaken
(iii) the regularity of transactions or duration of the business relationship

5. the presence of any potentially low risk factor specified in Schedule 3 
6. the presence of any potentially high risk factor specified in Schedule 4

After you have completed the questionnaire, the next step is to ‘document your thought process’ in one of the Customer Risk 
Assessment Forms relevant to the current stage of the instruction.
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CLIENT RISK NOTES

STATUS OF CLIENT
• How well do you know your client and background?
• Is your client known to you personally/existing client, or new business 

relationship?
• Is your client a PEP?
• Has your client been introduced to you by a 3rd Party? Is the instruction from 

your client channelled through a 3rd party?  If so, why?
• Are you aware of your client having any links to criminality?

FACE-TO-FACE CONTACT
• Have you met with your client face-to-face or is it a non-face-to-face 

transaction? Non-face-to-face is a factor suggesting potentially higher risk.
• If non-face-to-face, are you comfortable there is a legitimate reason for this and 

what is the reason?

LOCATION OF CLIENT
• Where is your client based?  Locally/Ireland/EU/other international location?
• Is your client based/resident/linked to a high risk jurisdiction/high risk third 

country? 
• Does your client have connections to a jurisdiction where ML controls may not 

be as tight as in the EU?  Are funds being sent to/from any of these places?

ID & ADDRESS VERIFICATION
• Has your client provided acceptable standard ID and address verification?
• Has your client provided acceptable non-standard ID and address verification? 
• Have you been able to confirm the authenticity/professional status of the 

certifier of any copies of ID/address verification? 
• Has your client been cooperative in the process or have they delayed providing 

ID and address verification / appeared reluctant to do so?

FINANCIAL PROFILE OF CLIENT
• Does the stated source of wealth / source of funds and the amount of money 

involved stack up with what you know of your client, for example given their age 
and occupation? (if no, or other ML/TF risks arise, enhanced CDD may require 
establishing source of wealth and source of funds)

• Is your client involved in / run a high risk or high cash turnover business? Is 
there the potential that the funds are from untaxed income? Is there a potential 
the funds are the proceeds of fraud/social welfare fraud?
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Reminder -  After you have completed the questionnaire, complete the relevant ‘’document your thought process’ 
form (provided separately) to document your thought process for individual ML/TF Customer Risk Assessment, CDD 
measures and any other compliance decisions.   

The Law Society accepts no responsibility for any compliance failures or loss incurred as a result of reliance on this 
sample questionnaire.  Solicitors’ firms must always ensure they are in compliance with all of their statutory AML 

AML-REGULATED LEGAL SERVICE RISK NOTES

      TYPE OF LEGAL SERVICE
• Could the type of transaction be used for the purposes of money laundering or 

is it at a higher risk of money laundering?
- Eg, Will / Power of Attorney - lower risk
- Estate Agency / Conveyancing / Commercial Property - higher risk

• Does the transaction make sense or is it overly complex given the underlying 
nature of the business being conducted?

• Does it make sense that your client has asked your firm to carry out this type of 
transaction? (e.g. is it within your area of expertise/local geographical area?)

VALUE OF LEGAL SERVICE/ASSET/TRANSACTION
• Does the value of the transaction appear to fall within the financial means of 

your client, given their income and savings?

SOURCE OF FUNDS 
• Is the source of funds clear and identifiable?
• Are funds coming from a recognised financial/credit institution (e.g. a loan or 

mortgage) or are they personal funds? If no loan or mortgage, enquire into the 
source of wealth.  It may be prudent to ask for some supporting evidence to 
confirm the information provided and then reconsider the ML/TF risks involved. 

• Is any funding coming from overseas? From where? From who? Connection to 
client?

• Are any of the funds being paid by a third party otherwise unconnected to the 
transaction?

• Does your client seek to change the source of funds at the last minute?
• Has your client paid excess funds into your client account? Why/How?
• Is it being proposed that funds come from outside the EU and gain entry to the 

EU financial system for the first time via your client account?
• Could the client be trying to route funds through the solicitor without an 

underlying transaction?  [N.B. This would be contrary to the Solicitors' 
Accounts Regulations and solicitors’ firms should not provide a banking service 
for their clients: “Client accounts should only be used to hold client money for 
legitimate transactions for clients, or for another proper legal purpose. Money-
launderers will seek to route ‘dirty’ money through a solicitor’s client account in 
order to ‘clean’ it, either by asking for the money to be returned or by 
purchasing a clean asset with the funds.” (Paragraph 9.13 – 2010 Guidance)]

N.B. Standard CDD requires solicitors to understand the client’s source of 
funds/wealth. Evidence of source of funds/wealth is only required if there is a 
high ML/TF risk and, in such circumstances, solicitors must consider 
whether any documentation could possibly negate the risk that the solicitor 
might themselves unwittingly commit the substantive offence of ML/TF by 
proceeding.   Please see further ‘Do I need to obtain evidence or “determine” the 
source of funds?’ and ‘Establishing source of wealth and funds’ in Section 5 - 2018 
Guidance

DESTINATION OF FUNDS
• Has your client requested that proceeds of a transaction be paid to someone 

other than a lender or themselves?
• Are proceeds of a transaction to be paid to an overseas account?

SECTION H - 20/26



Doyle & Company LLP
Customer Risk Factor Questionnaire – Based on Law Society of Ireland Sample Form (Version 1)

5

obligations.  The Law Society is grateful to the Law Society of Scotland on whose template form this questionnaire is 
based, adapted for the Irish legislative framework.
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Doyle & Company LLP 

Instructions

• The Law Society has developed this sample Business Risk Assessment to assist solicitors in complying with 
their section 30A obligation to carry out a business risk assessment.  

• This sample must be adapted by firms to suits their firm’s individual needs.  No two Business Risk Assessments 
will be the same.  

• See Section 2 – 2018 Guidance for comprehensive information about what section 30A requires.  

• The statutory requirement to complete a Business Risk Assessment only applies to the AML-regulated legal 
services provided by solicitors’ firms.  However, solicitors’ firms may wish to risk assess and develop PCPs to 
mitigate the ML/TF risk of sham/fraudulent litigation or debt collection.  

• The factors outlined within this sample can be considered when assessing the inherent ML/TF risk to which 
your firm is exposed. Inherent ML Risk is not the same as actual ML risk, and is the risk inherent in your 
business before any mitigating factors or controls (policies, training, CDD etc.) are deployed. This document 
should be completed on that basis – i.e. do not note any controls your firm deploys to mitigate its ML/TF risk in 
this document. Instead document your robust AML controls tailored to suit your firm’s inherent ML/TF risks 
in your PCPs (sample provided separately).   

• The factors outlined below are non-exhaustive– there may be other important risk factors which should be 
taken into account, dependent upon the size and nature of your firm. 

• Business risk assessments must be reviewed and kept up to date in tandem with PCPs.

• Colour key:
 Text in black can be used in your firm’s Business Risk Assessment.
 Text in blue can be adapted and developed by firms to suit their specific compliance needs.
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FIRM NAME:       Doyle & Company LLP                                                            MLRO NAME:

VERSION CONTROL: 

Date Change Name of person reviewed by
12th November 2019 Caolan Doyle
11th January 2021 Updated company structure Caolan Doyle

General Overview of Firm & Legal Sector ML/TF Risk

General Overview 
of Firm

Doyle & Company LLP is a medium firm with 14 full time and part time staff operating out 
of 2 premises, Dublin 7 and Dublin 15. The firm’s full title is Finnian G. Doyle T/A Doyle & 
Company LLP Solicitors.  Finnian G. Doyle and Caolan Doyle are the firm’s partners. 

• We are a full service general practice Law firm and offer services in the following 
areas:-

i. Personal injury claims
ii. Enduring power of attorney

iii. Property, buying and selling
iv. Wills and probate
v. Family law

vi. Employment law
vii. Medical negligence

viii. Legal Gender recognition 
ix. Commercial property purchase and sales
x. Commercial Lease and Contracts

xi. Commercial Litigation 
xii. Dispute resolutions 

xiii. Charity Law
• Our clients are typically Irish citizens based in Ireland. 

Credible sources 
of information 

about legal sector 
ML/TF risk

Section 30A requires that regard is had to specific sources of information about risk factors 
particular to the legal sector.  These are currently detailed in ‘Step 1 – Develop your 
knowledge of ML/TF risks inherent in legal services’ Section 2 – 2018 Guidance.  

• Law Society of Ireland’s Guidance Notes for Solicitors on Anti-Money Laundering 
Obligations The Criminal Justice (Money Laundering and Terrorist Financing) Act 
2010.

• Solicitors (Money Laundering And Terrorist Financing) Regulations 2016. 
• Criminal Justice (Money Laundering and Terrorist Financing) (Amendment) Act 

2018 Law Society guidance 2018.
• National Risk Assessment – Ireland Money Laundering and Terrorist Financing.  
• FATF Report Money Laundering and Terrorist Financing Vulnerabilities of Legal 

Professionals. 

Specific Inherent ML/TF Risk Factors

The following Doyle & Company LLP Service activities are highlighted as vulnerable services by the National Risk 
Assessment Ireland Money Laundering and Terrorist Financing Document: 
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1. Complicated Financial and Property Transactions 
2. Establishing Charities.
3. Company and Trust Formation – in our Will/Probate service trusts can be created. 

The FATF Money Laundering and Terrorist Financing Vulnerabilities of Legal Professionals Guide also identifies 
the following additional areas; 

4. Litigation although general litigation not ML/TF risk.  If sham litigation is identified this should be 
investigated. 

We engage in ML/TF risk transactions including 
i. Buying and selling residential property
ii. Buying and selling commercial property.
iii. Wills and probate.
iv. Establishing Charities

Customer Risk 
Factors

Information about the firm’s assessment of ML risk inherent in its customer base.
• The majority of our clients are low risk individuals involved in low risk 

transactions. 
• Residential conveyancing – the service provided by the firm is a risk for ML/TF.
• In relation to purchasing a property, the vast majority of our clients would be 

obtaining mortgage funds from a bank for 90% of the value of the house. AML 
procedures are carried out on the 10% residue. 

• Purchasers not obtaining a mortgage would be considered medium or high risk 
and, as such, standard CDD or enhanced CDD must be carried out on these clients. 

• Property sales – the vast majority of property sales are existing clients selling a 
home to buy another home. Most of our sale clients would be already been clients 
from the firm, when they purchased the property. The source of the funds can 
easily be identified by noting existing mortgage on the property and a note of the 
client’s occupation is taken to confirm if it makes sense that the clients had 
discharged the mortgage to date. 

• Sale clients who pose a medium risk ML/TF, include clients with the following 
flags; 
i) New sale clients
ii) Non-EU based clients – the firm would have very little non-EU based clients, 
but would treat same with caution. 
ii) Clients who run high cash turnover business or high value goods business.

• Charity Law – we have a very limited number of charity law clients and due 
diligence is carried out on them in relation to any source of funds and the 
beneficial owners of these charities.

• We have a mix of repeat clients and one off clients, particularly in residential 
property. Clients buying their family home would often be a new client to the firm. 

• The geographical location of the firm is urban, servicing mainly the residence of 
Dublin 7 and Dublin 15.

• There is a very limited international element to our business.  We treat 
international business with caution.

Product/Service 
Risk Factors

Information about the firm’s assessment of ML risk inherent in the products/services it 
provides.

• The sale and purchase of real property – medium risk 
• Creation of Charities – medium risk
• Litigation – low risk
• Will and Probate – lower risk
• Enduring Power of Attorney – lower risk
• Family law- lower risk
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• Employment law – lower risk
• Commercial litigation – low/medium risk
• Commercial Leases – medium risk
• Commercial property purchase and sale – medium risk

Countries/
Geographical Risk 
Factors

Information about the firm’s assessment of ML risk inherent in its areas of 
practice/customer base.

• The firm has a very limited practice, which involves services outside of the EU.  If 
we are asked to provide services for a potential client who lives abroad or operates 
their business’ abroad, we carry out standard client due diligence or enhanced 
client due diligence depending on the circumstances. 

Transaction Type 
Risk Factors

• The majority of the service provision offered by the firm is lower risk.
• There are some medium ML risk services which are outlined above. 
• Higher risk transaction the firm might be asked to undertake to include the 

following:- 
i) The sale/purchase of a property for a large amount of money.
ii) Purchase of property for funds obtained without a mortgage – it is the firms policy 

not to accept cash payments, but source of funds is reviewed from the clients bank 
statements.

iii) Clients from outside the EU seeking to transfer funds into Ireland
iv) Transactions which are complex or do not fit the usual pattern including property 

purchase sales. 
v) Transactions  in which the client is pressuring for closing in a short time scale. 
vi) Transaction where the source of funds or the party in the transaction changes.

Delivery Channel 
Risk Factors

Information about the firm’s assessment of ML risk inherent in the delivery channels 
through which it provides legal services.

• The vast majority of our clients are required to meet with their Solicitor face to face. 
Client attendance at our office is required in medium risk ML/TF services at least 
once (e.g. in conveyancing our clients are to attend office to sign contracts and 
mortgage documentation)

• It is very rare for a client to complete this transaction without a face-to-face 
meeting.  It is the company’s general policy that the client must attend a face-to-
face meeting. 

• If for any reason we are asked to conduct a transaction on a non-face –to-face 
meeting medium or enhances due diligence will be carried out. 

• The client will have a relationship with the Solicitor.

Overall Conclusion

In the above document, we have outlined the risk factors involved in services provided by 
Doyle & Company LLP Solicitors. Although a lot of the services we provide are lower risk 
of ML/TF, the following service provisions should be provided with caution:

i. Buying and selling residential property
ii. Buying and selling commercial property.
iii. Wills and probate.
iv. Establishing Charities

 
In all cases, the Doyle & Company LLP AML and client due diligence policy should be 
followed for every transaction. 

As well as the usual client due diligence, it is now a requirement for all staff members to 
complete the AML assessment of risk, which is included in the file opening form and file 
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closing form, to document your thought process in relation to AML risk.

Reporting Obligations are documented in the Doyle & Company LLP AML Policy.

* In relation to trusts and company services, the Society's regulatory obligations do not extend to bodies corporate 
providing trust and company services where such bodies corporate are owned and controlled by solicitors.  A 
separate requirement exists for trust and company service providers to register with the relevant competent 
authority for trust and company service providers, namely the Department of Justice and Equality’s Anti-Money 
Laundering Compliance Unit.  Further information is available at www.antimoneylaundering.gov.ie. See further 
MOU with the Department of Justice and Equality on TCSPs. 

The Society accepts no responsibility for any compliance failures or loss incurred as a result of reliance on this sample 
adaptable Business Risk Assessment.  Solicitors’ firms must always ensure they are in compliance with all of their statutory 

AML obligations. The Law Society is grateful to the Law Society of Scotland on whose template this sample document is 
based, adapted for the Irish legislative framework.
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